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About this publication

The IBM® Tivoli® NetView® for z/OS® product provides advanced capabilities that
you can use to maintain the highest degree of availability of your complex,
multi-platform, multi-vendor networks and systems from a single point of control.
This publication, the IBM Tivoli NetView for z/OS User’s Guide: Automated Operations
Network, describes how to use NetView Automated Operations Network (AON)
functions to improve system and network efficiency and to eliminate or simplify
much of the routine work that operators perform. It also describes customization
and programming activities used to tailor and extend the automated operations
capabilities of AON, which provides event-driven network automation
implemented from a NetView base.

Intended audience

This publication is for network system programmers and network operators who
use Automated Operations Network (AON) to perform network automation. The
publication is for network operators who need to control and to manage the
NetView network automation policy and functions. It is also for network system
programmers who are responsible for customizing AON and who should have
experience using the NetView program and should understand the requirements of
their network.

Publications

This section lists publications in the IBM Tivoli NetView for z/OS library and
related documents. It also describes how to access Tivoli publications online and
how to order Tivoli publications.

IBM Tivoli NetView for z/OS library

The following documents are available in the IBM Tivoli NetView for z/OS library:

* Administration Reference, SC27-2869, describes the NetView program definition
statements required for system administration.

* Application Programmer's Guide, SC27-2870, describes the NetView
program-to-program interface (PPI) and how to use the NetView application
programming interfaces (APIs).

* Automation Guide, SC27-2846, describes how to use automated operations to
improve system and network efficiency and operator productivity.

* Command Reference Volume 1 (A-N), SC27-2847, and Command Reference Volume 2
(O-7), SC27-2848, describe the NetView commands, which can be used for
network and system operation and in command lists and command procedures.

* Customization Guide, SC27-2849, describes how to customize the NetView product
and points to sources of related information.

* Data Model Reference, SC27-2850, provides information about the Graphic
Monitor Facility host subsystem (GMFHS), SNA topology manager, and
MultiSystem Manager data models.

s Installation: Configuring Additional Components, GC27-2851, describes how to
configure NetView functions beyond the base functions.

e Installation: Configuring Graphical Components, GC27-2852, describes how to install
and configure the NetView graphics components.
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Installation: Configuring the GDPS Active/Active Continuous Availability Solution,
5C14-7477, describes how to configure the NetView functions that are used with
the GDPS Active/Active Continuous Availability solution.

Installation: Configuring the NetView Enterprise Management Agent, GC27-2853,
describes how to install and configure the NetView for z/OS Enterprise
Management Agent.

Installation: Getting Started, GI11-9443, describes how to install and configure the
base NetView functions.

Installation: Migration Guide, GC27-2854, describes the new functions that are
provided by the current release of the NetView product and the migration of the
base functions from a previous release.

IP Management, SC27-2855, describes how to use the NetView product to manage
IP networks.

Messages and Codes Volume 1 (AAU-DSI), GC27-2856, and Messages and Codes
Volume 2 (DUI-IHS), GC27-2857, describe the messages for the NetView product,
the NetView abend codes, the sense codes that are included in NetView
messages, and generic alert code points.

Programming: Assembler, SC27-2858, describes how to write exit routines,
command processors, and subtasks for the NetView product using assembler
language.

Programming: Pipes, SC27-2859, describes how to use the NetView pipelines to
customize a NetView installation.

Programming: PL/I and C, SC27-2860, describes how to write command processors
and installation exit routines for the NetView product using PL/I or C.

Programming: REXX and the NetView Command List Language, SC27-2861, describes
how to write command lists for the NetView product using the Restructured
Extended Executor language (REXX) or the NetView command list language.

Resource Object Data Manager and GMFHS Programmer’s Guide, SC27-2862,
describes the NetView Resource Object Data Manager (RODM), including how
to define your non-SNA network to RODM and use RODM for network
automation and for application programming.

Security Reference, SC27-2863, describes how to implement authorization checking
for the NetView environment.

SNA Topology Manager Implementation Guide, SC27-2864, describes planning for
and implementing the NetView SNA topology manager, which can be used to
manage subarea, Advanced Peer-to-Peer Networking, and TN3270 resources.

Troubleshooting Guide, GC27-2865, provides information about documenting,
diagnosing, and solving problems that occur in the NetView product.

Tuning Guide, SC27-2874, provides tuning information to help achieve certain
performance goals for the NetView product and the network environment.
User’s Guide: Automated Operations Network, SC27-2866, describes how to use the
NetView Automated Operations Network (AON) component, which provides
event-driven network automation, to improve system and network efficiency. It
also describes how to tailor and extend the automated operations capabilities of
the AON component.

User’s Guide: NetView, SC27-2867, describes how to use the NetView product to
manage complex, multivendor networks and systems from a single point.
User’s Guide: NetView Enterprise Management Agent, SC27-2876, describes how to
use the NetView Enterprise Management Agent.

User’s Guide: NetView Management Console, SC27-2868, provides information
about the NetView management console interface of the NetView product.
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* Licensed Program Specifications, GC31-8848, provides the license information for
the NetView product.

* Program Directory for IBM Tivoli NetView for z/OS US English, GI11-9444, contains
information about the material and procedures that are associated with installing
the IBM Tivoli NetView for z/OS product.

* Program Directory for IBM Tivoli NetView for z/OS Japanese, GI11-9445, contains
information about the material and procedures that are associated with installing
the IBM Tivoli NetView for z/OS product.

* Program Directory for IBM Tivoli NetView for z/OS Enterprise Management Agent,
GI11-9446, contains information about the material and procedures that are
associated with installing the IBM Tivoli NetView for z/OS Enterprise
Management Agent.

* IBM Tivoli NetView for z/OS V6R1 Online Library, LCD7-4913, contains the
publications that are in the NetView for z/OS library. The publications are
available in PDF, HTML, and BookManager® formats.

Technical changes that were made to the text since Version 6.1 are indicated with a
vertical bar () to the left of the change.

Related publications

You can find additional product information on the NetView for z/OS web site at
lhttp:/ /www.ibm.com /software/ tivoli/products /netview-zos /|.

For information about the NetView Bridge function, see Tivoli NetView for OS/390
Bridge Implementation, SC31-8238-03 (available only in the V1R4 library).

Accessing terminology online

The IBM Terminology web site consolidates the terminology from IBM product
libraries in one convenient location. You can access the Terminology web site at
http:/ /www.ibm.com /software/ globalization / terminology /|

For NetView for z/OS terms and definitions, see the IBM Terminology web site.
The following terms are used in this library:

NetView

For the following products:

* Tivoli NetView for z/OS version 6 release 1

* Tivoli NetView for z/OS version 5 release 4

* Tivoli NetView for z/OS version 5 release 3

» Tivoli NetView for z/OS version 5 release 2

* Tivoli NetView for z/OS version 5 release 1

* Tivoli NetView for OS/390® version 1 release 4

CNMCMD
For the CNMCMD member and the members that are included in it using
the %INCLUDE statement

CNMSTYLE
For the CNMSTYLE member and the members that are included in it using
the %INCLUDE statement

PARMLIB
For SYS1.PARMLIB and other data sets in the concatenation sequence

MVS"™ For z/0S operating systems
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MYVS element
For the base control program (BCP) element of the z/OS operating system

VTAM®
For Communications Server - SNA Services

IBM Tivoli Network Manager
For either of these products:
* IBM Tivoli Network Manager
* IBM Tivoli OMNIbus and Network Manager

IBM Tivoli Netcool/OMNIbus
For either of these products:
 IBM Tivoli Netcool/OMNIbus
* IBM Tivoli OMNIbus and Network Manager

Unless otherwise indicated, references to programs indicate the latest version and
release of the programs. If only a version is indicated, the reference is to all
releases within that version.

When a reference is made about using a personal computer or workstation, any
programmable workstation can be used.

Using NetView for z/OS online help

The following types of NetView for z/OS mainframe online help are available,
depending on your installation and configuration:

* General help and component information

* Command help

* Message help

* Sense code information

* Recommended actions

Using LookAt to look up message explanations

LookAt is an online facility that you can use to look up explanations for most of
the IBM messages you encounter, and for some system abends and codes. Using
LookAt to find information is faster than a conventional search because, in most
cases, LookAt goes directly to the message explanation.

You can use LookAt from the following locations to find IBM message
explanations for z/OS elements and features, z/ VM®, VSE/ESA, and Clusters for
AIX® and Linux systems:

* The Internet. You can access IBM message explanations directly from the LookAt
web site at|http:/ /www.ibm.com/systems/z/0s/zos/bkserv/lookat /|

* Your z/OS TSO/E host system. You can install code on your z/OS or z/OS.e
system to access IBM message explanations, using LookAt from a TSO/E
command line (for example, TSO/E prompt, ISPF, or z/OS UNIX System
Services running OMVS).

* Your Microsoft Windows workstation. You can install LookAt directly from the
z/OS Collection (SK3T-4269) or the z/OS and Software Products DVD Collection
(SK3T-4271) and use it from the resulting Windows graphical user interface
(GUI). The command prompt (also known as the DOS command line) version
can still be used from the directory in which you install the Windows version of
LookAt.
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* Your wireless handheld device. You can use the LookAt Mobile Edition from
[http: / /www.ibm.com /systems/z/0s/zos /bkserv /lookat/lookatm.html| with a
handheld device that has wireless access and an Internet browser.

You can obtain code to install LookAt on your host system or Microsoft Windows
workstation from the following locations:

* A CD in the z/OS Collection (SK3T-4269).
* The z/OS and Software Products DVD Collection (SK3T-4271).

* The LookAt web site. Click Download and then select the platform, release,
collection, and location that you want. More information is available in the
LOOKAT.ME files that is available during the download process.

Accessing publications online

The documentation DVD, IBM Tivoli NetView for z/OS V6R1 Online Library,
SK2T-6175, contains the publications that are in the product library. The
publications are available in PDF, HTML, and BookManager formats. Refer to the
readme file on the DVD for instructions on how to access the documentation.

IBM posts publications for this and all other Tivoli products, as they become
available and whenever they are updated, to the Tivoli Information Center web
site at |http:/ /publib.boulder.ibm.com/infocenter /tivihelp /v3r1/index.jsp}

Note: If you print PDF documents on other than letter-sized paper, set the option
in the File » Print window that enables Adobe Reader to print letter-sized
pages on your local paper.

Ordering publications

You can order many Tivoli publications online at
http:/ /www.ibm.com /e-business /linkweb /publications /servlet/pbi.wss|

You can also order by telephone by calling one of these numbers:
* In the United States: 800-879-2755
* In Canada: 800-426-4968

In other countries, contact your software account representative to order Tivoli
publications. To locate the telephone number of your local representative, perform
the following steps:

1. Go to http:/ /www.ibm.com/e-business/linkweb /publications /servlet/pbi.wss}

2. Select your country from the list and click Go.

3. Click About this site to see an information page that includes the telephone
number of your local representative.

Accessibility

Accessibility features help users with a physical disability, such as restricted
mobility or limited vision, to use software products successfully. Standard shortcut
and accelerator keys are used by the product and are documented by the operating
system. Refer to the documentation provided by your operating system for more
information.

For additional information, see the Accessibility appendix in the User’s Guide:
NetView.
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Tivoli technical training

For Tivoli technical training information, refer to the following IBM Tivoli
Education web site at |http://www.ibm.com /software /tivoli/education}

Tivoli user groups

Tivoli user groups are independent, user-run membership organizations that
provide Tivoli users with information to assist them in the implementation of
Tivoli Software solutions. Through these groups, members can share information
and learn from the knowledge and experience of other Tivoli users.

Access the Tivoli Users Group at |ttp:/ /www.tivoli-ug.org}

Downloads

Clients and agents, NetView product demonstrations, and several free NetView
applications can be downloaded from the NetView for z/OS support web site:

http:/ /www.ibm.com/software/sysmemt/products/support/ |

[BMTivoliNetViewforzOS.html

In the "IBM Tivoli for NetView for z/OS support” pane, click Download to go to a
page where you can search for or select downloads.

These applications can help with the following tasks:

* Migrating customization parameters and initialization statements from earlier
releases to the CNMSTUSR member and command definitions from earlier
releases to the CNMCMDU member.

* Getting statistics for your automation table and merging the statistics with a
listing of the automation table

* Displaying the status of a job entry subsystem (JES) job or canceling a specified
JES job

* Sending alerts to the NetView program using the program-to-program interface
(PPI)

* Sending and receiving MVS commands using the PPI

* Sending Time Sharing Option (TSO) commands and receiving responses

Support information

If you have a problem with your IBM software, you want to resolve it quickly. IBM
provides the following ways for you to obtain the support you need:

Online
Access the Tivoli Software Support site at |http:/ /www.ibm.com/software /|
lsysmgmt /products /support/index.html?ibmprd=tivman| Access the IBM

Software Support site at|http://www.ibm.com /software/support /|

IBM Support Assistant
The IBM Support Assistant is a free local software serviceability workbench
that helps you resolve questions and problems with IBM software
products. The Support Assistant provides quick access to support-related
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information and serviceability tools for problem determination. To install

the Support Assistant software, go to http://www.ibm.com/software/|

Troubleshooting information
For more information about resolving problems with the NetView for z/OS
product, see the [[BM Tivoli NetView for z/OS Troubleshooting Guidel
Additional support for the NetView for z/OS product is available through
the NetView user group on Yahoo at

http:/ / groups.yahoo.com/group /NetView /| This support is for NetView

for z/OS customers only, and registration is required. This forum is
monitored by NetView developers who answer questions and provide
guidance. When a problem with the code is found, you are asked to open
an official problem management record (PMR) to obtain resolution.

Conventions used in this publication

This publication uses several conventions for special terms and actions, operating
system-dependent commands and paths, and command syntax.

Typeface conventions

This publication uses the following typeface conventions:

Bold

Italic

Monospace

Lowercase commands and mixed case commands that are otherwise
difficult to distinguish from surrounding text

Interface controls (check boxes, push buttons, radio buttons, spin
buttons, fields, folders, icons, list boxes, items inside list boxes,
multicolumn lists, containers, menu choices, menu names, tabs, property
sheets), labels (such as Tip:, and Operating system considerations:)

Keywords and parameters in text

Citations (examples: titles of publications, diskettes, and CDs

Words defined in text (example: a nonswitched line is called a
point-to-point line)

Emphasis of words and letters (words as words example: "Use the word

that to introduce a restrictive clause."; letters as letters example: "The
LUN address must start with the letter L.")

New terms in text (except in a definition list): a view is a frame in a
workspace that contains data.

Variables and values you must provide: ... where myname represents...

Examples and code examples

File names, programming keywords, and other elements that are difficult
to distinguish from surrounding text

Message text and prompts addressed to the user
Text that the user must type

Values for arguments or command options

Operating system-dependent variables and paths

For workstation components, this publication uses the UNIX convention for
specifying environment variables and for directory notation.
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When using the Windows command line, replace $variable with %uvariable% for
environment variables and replace each forward slash (/) with a backslash (\) in
directory paths. The names of environment variables are not always the same in
the Windows and UNIX environments. For example, %TEMP% in Windows
environments is equivalent to $TMPDIR in UNIX environments.

Note: If you are using the bash shell on a Windows system, you can use the UNIX
conventions.

Syntax diagrams

This section describes how syntax elements are shown in syntax diagrams. Read
syntax diagrams from left-to-right, top-to-bottom, following the horizontal line (the
main path).

Symbols

The following symbols are used in syntax diagrams:

> Marks the beginning of the command syntax.

> Indicates that the command syntax is continued.

I Marks the beginning and end of a fragment or part of the command
syntax.

> Marks the end of the command syntax.

Parameters

The following types of parameters are used in syntax diagrams:

Required Required parameters are shown on the main path.

Optional Optional parameters are shown below the main path.

Default Default parameters are shown above the main path. In parameter

descriptions, default parameters are underlined.

Syntax diagrams do not rely on highlighting, brackets, or braces. In syntax
diagrams, the position of the elements relative to the main syntax line indicates
whether an element is required, optional, or the default value.

Parameters are classified as keywords or variables. Keywords are shown in
uppercase letters. Variables, which represent names or values that you supply, are
shown in lowercase letters and are either italicized or, in NetView help and
BookManager publications, displayed in a differentiating color.

In the following example, the USER command is a keyword, the user_id parameter
is a required variable, and the password parameter is an optional variable.

v
A

»>— USER — user_id
I— password —|

Punctuation and parentheses

You must include all punctuation that is shown in the syntax diagram, such as
colons, semicolons, commas, minus signs, and both single and double quotation
marks.
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When an operand can have more than one value, the values are typically enclosed
in parentheses and separated by commas. For a single value, the parentheses
tii icalli can be omitted. For more information, see [“Multiple operands or values”’)

ONn page Xxiv.

If a command requires positional commas to separate keywords and variables, the
commas are shown before the keywords or variables.

When examples of commands are shown, commas are also used to indicate the
absence of a positional operand. For example, the second comma indicates that an
optional operand is not being used:

COMMAND_NAME opt variable 1,,opt variable 3

You do not need to specify the trailing positional commas. Trailing positional and
non-positional commas either are ignored or cause a command to be rejected.
Restrictions for each command state whether trailing commas cause the command
to be rejected.

Abbreviations
Command and keyword abbreviations are listed in synonym tables after each
command description.

Syntax examples
This section show examples for the different uses of syntax elements.

Required syntax elements: Required keywords and variables are shown on the
main syntax line. You must code required keywords and variables.

»>— REQUIRED_KEYWORD — required_variable

v
A

A required choice (two or more items) is shown in a vertical stack on the main
path. The items are shown in alphanumeric order.

> REQUIRED_OPERAND_OR VALUE_1 : >
REQUIRED_OPERAND_OR_VALUE_2

Optional syntax elements: Optional keywords and variables are shown below the
main syntax line. You can choose not to code optional keywords and variables.

| 2 2

I— OPTIONAL_OPERAND —|

A required choice (two or more items) is shown in a vertical stack below the main
path. The items are shown in alphanumeric order.

i: OPTIONAL_OPERAND_OR_VALUE_ 1 :‘
OPTIONAL_OPERAND_OR_VALUE_2

Default keywords and values: Default keywords and values are shown above the
main syntax line in one of the following ways:
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* A default keyword is shown only above the main syntax line. You can specify
this keyword or allow it to default. The following syntax example shows the
default keyword KEYWORD1 above the main syntax line and the rest of the
optional keywords below the main syntax line.

 If an operand has a default value, the operand is shown both above and below
the main syntax line. A value below the main syntax line indicates that if you
specify the operand, you must also specify either the default value or another
value shown. If you do not specify the operand, the default value above the
main syntax line is used. The following syntax example shows the default values
for operand OPTION=* above and below the main syntax line.

KEYWORD1 OPTION=*
»>— COMMAND_NAME |_ —l |_

KEYWORD2 I— OPTION= *
KEYWORD3 —E VALUE1
KEYWORD4 VALUE?2

Multiple operands or values: An arrow returning to the left above a group of
operands or values indicates that more than one can be selected or that a single
one can be repeated.

H

v
v

KEYWORD=(— value_ n ——)———»«

Y REPEATABLE_OPERAND_OR_VALUE_1
E REPEATABLE_OPERAND_OR_VALUE 2 :‘
REPEATABLE_OPERAND OR VALUE 3

Syntax that is longer than one line: If a diagram is longer than one line, each line
that is to be continued ends with a single arrowhead and the following line begins
with a single arrowhead.

»>— OPERAND1 — OPERAND2 — OPERAND3 — OPERAND4 — OPERAND5 — OPERAND6 ———>

»— OPERAND7 — OPERAND8 ><

Syntax fragments: Some syntax diagrams contain syntax fragments, which are
used for lengthy, complex, or repeated sections of syntax. Syntax fragments follow
the main diagram. Each syntax fragment name is mixed case and is shown in the
main diagram and in the heading of the fragment. The following syntax example
shows a syntax diagram with two fragments that are identified as Fragment1 and

Fragment2.

»»>— COMMAND_NAME Fragmentl ><
El Fragment2

Fragment1

|— KEYWORD_A=valueA — KEYWORD B — KEYWORD_C I
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Fragment2

F— KEYWORD_D — KEYWORD_E=valueE — KEYWORD_F |
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Chapter 1. Introducing Automated Operation Network (AON)

This chapter describes how to use the Automated Operations Network (AON)
component of NetView by showing you how to display and use its panels. Many
of the AON functions can be accessed without displaying a panel if you provide
all the parameters with the command and function. For a list of these commands,
refer to the [[BM Tivoli NetView for z/0S Command Reference Volume 2 (O-Z),

The AON operator interface enables you to use operator functions to view
color-coded status displays, change automation settings, receive messages, issue
commands, and perform many other functions that control automation and
resources.

To use the operator interface, log on to NetView. If you log on as a
NetView-NetView task (NNT), the operator interface is bypassed; however, you
can use AON by issuing commands from the command line.

Displaying the AON: Operator Commands Main Menu

You can display the operator interface from any command line within NetView.
The main panel of the AON operator interface is the AON: Operator Commands
Main Menu panel.

To display the AON: Operator Commands Main Menu panel:
1. Type AON on the command line.
2. Press Enter.
The AON: Operator Commands Main Menu panel shown in is

displayed.
7 . N\
EZLKOOOO AON: Operator Commands Main Menu CNMO1
Select an option
_ 0. Tutorial
1.  AON Base Functions
2.  SNA Automation
3. TCP/IP Automation
Command ===>
Fl=Help F2=End F3=Return F6=Ro11
F12=Cancel
o J

Figure 1. AON: Operator Commands Main Menu Panel
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If an automation component is not enabled, the menu option for that
component is displayed in a different, dimmer color from that of the installed
options.

If you use the AON functions to disable all or part of AON automation, the
option on the main menu panel for the disabled component is displayed in the
dimmer color. The main menu panel enables you to access base AON, SNA,
and TCP/IP automation functions.

Displaying the AON Base Functions Panel

To access AON functions, use the AON Base Functions panel:
1. Display the AON: Operator Commands Main Menu panel.

Note: To display the AON: Operator Commands Main Menu panel, see
['Displaying the AON: Operator Commands Main Menu” on page 3|

2. On the AON: Operator Commands Main Menu panel, type 1 in the entry field.
3. Press Enter.
The AON: Base Functions panel shown in is displayed.

Note: You can also display the AON: Base Functions panel by typing AON 1
on any command line. The following chapters explain how to use several
of the options on this panel.

4 ] ™\
EZLKO100 AON: Base Functions CNMO1
Select an option
_ 0. Tutorial
1. Help Desk
2. AutoView
3. DDF
4. Automation Settings
5. Cross Domain Functions
6. Timer
7. Task and Log Maintenance
8. Support Functions
9. Display the Inform Log
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 2. AON: Base Functions Panel

Understanding how a panel is organized

This section describes using the AON operator interface panels. The panels have a
similar structure. Each panel has a heading at the top that displays basic
information about the panel. Under the heading, many panels display lists or rows
of data, as well as interactive entry fields, such as menus and data entry fields.
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Some panels display pop-up command windows, providing additional entry fields
for issuing commands. Some panels support selection lists from which you can
select previously defined entries. Some panels support the use of wildcard
characters.

Finally, each panel has an area near the bottom where messages are displayed in
response to actions you issue on the panel. At the bottom of each panel, a set of
function keys is available for navigating through the interface.

Each of these panel parts is described in detail in the following subsections.

Headings

The heading is located at the top of a panel, as shown in and provides
information about the panel.

EZLK5000 AON: Cross Domain Logon CNMO1
BAMore: +

Figure 3. Example of a Panel Heading
The panel ID.
The name of the panel.

The domain name. (The name is not displayed on all panels.)

(~N ol

If there is more information for this panel, you can display the information
by scrolling the panel. (This field is not displayed on all panels.)

Note: When applicable, the time of day is also displayed on panels.

Entry fields

Most panels have menu choices or data entry fields, as shown in|Figure 4 on page]
in which you can type data to be processed. Menu choices and data entry fields
differ from panel to panel.
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EZLK7200 Display Status Data

CNMO1
Select an Option
_ 1. 1d
2. From
To
Select a Component
H 1. AON Base
2. AON SNA Automation - SNBU Option
Command ===>
Fl=Help F2=End F3=Return F6=Ro11
F12=Cancel
-

Figure 4. Example of a Panel with Entry Fields and Menu Options

2]

Data panels

Some panels display data arranged in columns or rows for informational purposes.
The Domain, Status, Operator, Type, Init, and Description columns shown in

are examples. The data that is displayed on a particular panel differs from
panel to panel.

An example of a data entry field

An example of a menu choice entry field

-

Ve
EZLK5000

Origin Operator OPER1

1=Start 2=Stop  3=Send

~
AON: Cross Domain Logon CNMO1

Domain Status Operator Type

2] CNMO1  Inactive
CNMO2  Inactive
CNM10  Inactive

NNT
NNT
NNT

Init  Description

Figure 5. Example of Information Displays

2]

Action codes

Entry fields

Pop-up command windows

On some panels, the F4 key is activated. When you press the F4 key, a pop-up
window is displayed that lists commands that you can issue against a resource.
The commands that are displayed in the pop-up window depend on the type of

resource that has been selected. [Figure 6 on page 7|shows an example of a pop-up
command window.
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Vs
EZLK5100 AON: Cross Domain Logon CNMO1

Origin Operator OPERL
1=Start 2=Stop FSAM = 00000000000000000000000060000C00COOGE

Domain Status Operator Type : Select an Action
_ AONO1  Inactive NNT 8
_ AONO2  Inactive NNT : To act on a single session:
_ AOC10  Inactive NNT 8 1. Start CNMO1 Session
_ CNM1O0  Inactive NNT 8 2. Stop CNMO1 Session
_ AOF10  Inactive NNT B 3. Send to CNMO1 B
_ A0OCO6  Inactive NNT : 4. Start New RMTCMD Session :
_ CNMO6  Inactive NNT 8 5. View Start Error Message
_ A0OCO5  Inactive NNT : To act on all defined sessions:
_ CNMO5  Inactive NNT 8 6. Start A1l Sessions
_ CNMO1  Inactive RMTCMD 7. Stop A1l Sessions
: Fl=Help F12=Cancel:

To issue commands, tab to the Domain and press F4.

Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
\\F7=Backward F8=Forward F12=Cancel

Figure 6. Pop-up Command Window

From this pop-up command window, you can choose any of the seven actions.

Message display area
AON frequently displays messages on the panels of the operator interface in

response to actions. These messages are displayed in the lower portion of a panel,
where the message EZL910I ENTER A SELECTION is displayed in

EZL910I ENTER A SELECTION

Command ===>

Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F12=Cancel

Figure 7. Message Displayed in Message Area

These messages can be of various types. Some tell you whether a function
completed successfully, and others tell you what further actions you must take,
why a function failed, and other useful information.

Note: Some functions use the NetView command facility to display messages. For
example, if you are defined as a notification operator for a resource, AON
optionally sends messages to you when there are problems with that
resource. Those messages are displayed on your NetView command facility
and stay there until you clear them. You can use the DM command to clear
them.

Online help for AON messages is available. To view message help:
1. Type HELP messagenumber.
2. Press Enter.

For more information about AON messages, see [[BM Tivoli NetView for|
2/0S Messages and Codes Volume 2 (DUI-IHS),
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Function keys
The function keys are displayed at the bottom of each panel (except tutorials), as

shown in 8 Use the function keys to perform functions on the interface.
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
F7=Forward  F8=Backward Flo=Left F11=Right F12=Cancel

Figure 8. Function Keys

The keys used on each panel vary according to the functions required. The
following keys usually have these functions:

F1 Displays contextual help. Detailed help for the entire AON product, the
AON base, or the specialized automation components is included in the
tutorials. The Help key shows you only the instructions you need for using
the panel currently displayed.

F2 Displays the AON: Operator Commands Main Menu panel.
F3 Displays the previous panel.

F4 Displays a pop-up command window.

F5 Updates the information on the panel.

F6 Rolls the display among the various active functions.

F7 Moves the interface backward one panel if MORE is indicated.
F8 Moves the interface forward one panel if MORE is indicated.
F10 Scrolls the panel to the left.

F11 Scrolls the panel to the right.

F12 Cancels the current function.

Selection lists

Some of the panels of the AON interface display the following prompt beside an
entry field:

(Type ? for a selection list)

Use selection lists to see a complete list of the available responses.

Using the wildcard function

Some of the fields of the AON interface require that you fill in information and
specify search parameters. When you want to locate all instances of a certain
resource you can define your search parameters with a wildcard character. AON
enables you to use two different wildcard characters:

* Multiple character wildcard

% Single character wildcard

For example, both PU0* and PU%% are matches for PUO1. ENTRY=ENVI* searches
for all entries starting with ENVL
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Navigating through AON panels

You can navigate through the panels of the AON operator interface by using
several methods:

* Selecting menu choices

* Using fast path commands

* Using AON command synonyms

Selecting menu choices enables new AON operator interface users to navigate
through the panels. Users experienced with the arrangement of the panels
throughout the interface can use the fast path method or command synonyms to
navigate through the panels more quickly. Each of these methods of navigation is
described in the following subsections.

Selecting menu options

One way to navigate the AON operator interface is by selecting menu choices. The
following example shows how you use menu choices to display the comprehensive
AON tutorial:

1. Display the AON: Operator Commands Main Menu panel shown in
ﬁ

Note: To display the AON: Operator Commands Main Menu panel, see
[“Displaying the AON: Operator Commands Main Menu” on page 3

2. Type 0 for Tutorial in the Select an option entry field.
3. Press Enter.

The AON tutorial shown in is displayed:

4 N
EZLTAAO1 General Automation Page 1 of 7
INTRODUCING AUTOMATED OPERATIONS
The following tutorial defines automated operations and
how they are implemented on a Tivoli system using the NetView product.
Before discussing automated operations, it is helpful to know what
is meant by :
0 Availability
0 System operations
0 Network operations
0 The operator
Command ===>
F2=End F3=Return F4=Top F5=Bottom F6=Ro11
F8=Forward F11=Entry Point
N J

Figure 9. AON Tutorial

Using fast path commands

Fast path commands enable you to display a panel directly from a panel that is not
adjacent without displaying intervening panels. You can use the fast path from the
NetView command facility or from any command line in the AON operator
interface.

Chapter 1. Introducing Automated Operation Network (AON) 9



For example, to use the fast path method to display the tutorial shown in
1. Type AON 0 on any command line.
2. Press Enter.

You can use the fast path method to reach a panel that is up to three levels away
from the AON: Operator Commands Main Menu.

For example, the Reinitialize Automation panel is three levels below the AON:
Operator Commands Main Menu panel. To display that panel by using the fast
path method:

1. Type AON 1.8.2 on any command line.

2. Press Enter.

The AON: Reinitialize Automation panel is displayed:

4 ™\
EZLK8200 AON: Reinitialize Automation CNMO1
Select Confirmation Option .. _ 1. Confirm
2. Cancel
Reload with Automation Table . . DSITBLO1
Generate Listing File . . LISTNAME
Reload with Control File . . NVPOLICY
Trace Setting . . OFF
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 10. AON: Reinitialize Automation Panel

Using AON command synonyms

You can also display specific panels by using AON command synonyms. AON
command synonyms are commands you type on the command line to display
another panel.

Note: If you issue a command from a panel and you select an option or fill in an
input field at the same time, the command takes precedence over the panel
entries. AON does not process any of the panel entries.

As an example, use the command synonym AONINFO to display the AON tutorial
in IFigure 9 on page 9l

1. Type AONINFO on any NetView or AON command line.

2. Press Enter.

The AON tutorial shown in [Figure 9 on page 9|is displayed.

You can use command synonyms to reach a panel that is up to three levels away
from the AON: Operator Commands Main Menu.

10  User's Guide: Automated Operations Network



For example, the Reinitialize Automation panel is three levels below the AON:
Operator Commands Main Menu panel. To display that panel by using the
command synonym:

1. Type AONINIT on any command line.

2. Press Enter.

The AON: Reinitialize Automation panel shown in [Figure 10 on page 10|is
displayed.

Using AON commands

You can issue AON commands from any NetView command line.

For most AON functions, you can bypass the operator interface completely by
using these commands. This enables you to use the automation functions from
within your own user-written programs. To issue commands, type the command
and its parameters. If you issue the command with all of the required parameters
entered correctly, AON processes the command without going through the
operator interface. If you enter the command name without any parameters or
with the parameters entered incorrectly, AON displays the appropriate operator
interface panel.

Note: If you issue a command from a panel and you select an option or fill in an
input field at the same time, the command takes precedence over the panel
entries. AON does not process any of the panel entries.

Getting help

To access help for AON, use the extensive online help facilities that come with the
program. AON offers online tutorials, which answer basic questions about how
AON works, and contextual help, which answers questions about the fields of a
particular panel.

Displaying the AON tutorial

The AON comprehensive tutorial is one of several help facilities that come with
the AON program. This tutorial explains how the AON program works by
defining automated operations and how they are implemented on a Tivoli system
using AON.

To display the main AON tutorial:
1. Display the AON: Operator Commands Main Menu panel.

Note: To display the AON: Operator Commands Main Menu panel, see
[“Displaying the AON: Operator Commands Main Menu” on page 3|

2. On the AON: Operator Commands Main Menu panel, type 0 in the entry field.
3. Press Enter. The following panel is displayed:
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s
EZLTAAO1 General Automation Page 1 of 7
INTRODUCING AUTOMATED OPERATIONS

The following tutorial defines automated operations and
how they are implemented on a Tivoli system using the NetView product.

Before discussing automated operations, it is helpful to know what
is meant by :

0 Availability

0 System operations
0 Network operations
0 The operator

Command ===>
F2=End F3=Return F4=Top F5=Bottom F6=Ro11

F8=Forward F11l=Entry Point
o J

Figure 11. AON Tutorial

As you can see in the top right corner of the panel, the first AON tutorial
consists of seven panels. Use the function keys at the bottom of the panel to
scroll through the panels.

Using context-sensitive help

In addition to extensive online tutorials, AON provides context-sensitive help for
each of the panels of the operator interface. Press F1 to display help for a panel
and the entry fields on it.

Using message help
You can get online help for any of the messages you receive. To see the message
help:
1. Type HELP message number.
2. Press Enter.
A help panel is displayed that explains the message.

For more information about AON messages, see [[BM Tivoli NetView for|
z/0S Messages and Codes Volume 2 (DUI-IHS)]

Using command help

You can get online help for most of the AON commands. If the command takes
you to a panel, you can display online help for that panel. If the command
performs other functions, you can display a help panel that explains what you can
do with the command.

To see the online help for a command:
1. Type HELP command name on the command line of any panel.
2. Press Enter.

A help panel is displayed for the command.
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Chapter 2. Solving network problems with Help Desks

You can solve problems on the network by using automated help desks. You use
the AON: Help Desk panel to display all of the help desks that are available to
you. The help desks for all of the components function similarly, but the displays
and options vary according to the needs of the type of network.

Any automation component that has a defined help desk is displayed as an option
on the AON: Help Desk panel. You can use help desks to display color-coded
pictures of how resources are connected to networks, stop and start resources,
perform problem determination, and issue commands to solve network problems.

This chapter describes how to use the AON: Help Desk panel. [‘Using the SNA|
[Help Desk” on page 15| provides an overview of the SNA Help Desk.

Displaying the AON Help Desk

To display the AON Help Desk panel:
1. Display the Base Functions panel.

Note: To display the Base Functions panel, see [‘Displaying the AON Base|
[Functions Panel” on page 4/

2. Type 1 in the entry field.
3. Press Enter.

The AON: Help Desk panel shown in is displayed.

Note: You can also display the AON: Help Desk panel by entering AON 1.1 or
AONHD on any command line.

EZLK1000 AON: Help Desk CNMO1

Resource Name

Resource Type (Optional)

Select an Option - n displays the NetView HelpDesk

(Optional) _ 0. All
1. SNA

TO SEE YOUR KEY SETTINGS, ENTER 'DISPFK'  F12=Cancel

Figure 12. AON: Help Desk Panel

The AON: Help Desk panel displays the following entry fields and options:
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Resource Name
Enables you to specify the resource that is having a problem. The
resource name is required.

Resource Type
Enables you to specify the type of resource. For example, resource
types in the SNA environment include physical unit (PU), logical unit
(LU), Network Control Program (NCP), and application (APPL). The
resource type is optional.

Select an Option
Enables you to specify the help desk for the kind of network on which
the specified resource is located. You can select one of the following
options:

All Searches all of the automation components listed on the panel
for the resource and displays the resource on its help desk.

SNA  Searches the SNA automation component for the resource.

If you leave this field blank, AON searches all of the automation
components for the resource.

The following sections explain how to use each option.

Searching AON components for a resource

To search all AON components listed on the AON: Help Desk panel for a resource
and display the resource in each of the help desks:

1. Display the AON: Help Desk panel.

Note: To display the AON: Help Desk panel, see ['Displaying the AON Help|
[Desk” on page 13

2. Type the name of the resource in the Resource Name field on the AON Help
Desk panel.

3. Optionally, type the resource type in the Resource Type field.
4. Leave the Select an Option entry field blank.
5. Press Enter.

If the resource is defined to more than one automation component, the AON:
Component Selection panel shown in [Figure 13 on page 19 lists each occurrence
of the resource.
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Vs
EZLKIDNT AON: Component Selection CNMO1
The resource chosen has valid definitions in the following installed
options. Select the applicable option.

Resource Chosen  test

Select an Option

_ 0. Al
1. SNA
2. SNBU
3. TCPIP
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
N J

Figure 13. AON: Component Selection Panel

6. Type the number of the option you want in the Select an Option entry field.
You can select any of the options displayed on the panel. In the following
example, AON found the resource in AON/SNA.

7. Press Enter.

AON displays the Help Desk panel that you selected. See the following
sections for more information about the AON/SNA Help Desk.

Using the SNA Help Desk

You can use the SNA Help Desk when a user terminal is experiencing a problem.
If the problem is with a SNA resource on a remote NetView domain, you must
have a NetView-NetView Task (NNT) or a remote commands session to that
domain to use the SNA Help Desk.

To use the SNA Help Desk:
1. Display the AON: Help Desk panel.

Note: To display the AON: Help Desk panel, see [“Displaying the AON Help|
[Desk” on page 13

2. Type the name of the resource in the Resource Name field on the AON: Help
Desk panel. This example uses resource TA1PT209.

3. Type the resource type in the Resource Type field. AON/SNA resource types
are generic resource groups such as PU, LU, NCP, and APPL.

4. Type 2 in the Select an Option entry field.
5. Press Enter.

The SNA Automation: Help Desk panel shown in [Figure 14 on page 16|is
displayed.
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/FKVKIOOO SNA Automation: Help Desk h
*kk*k * *% *% *% *% *kk *kkkk *%
*%* * k% *% *kkk *% *% *% *% ** *%
*% khkk kk k% *% *%* *% *kk*k *% *kkkk *% * % *kkk khkkkk k*k k%
*% *% *% *% *% *%k k% *% k% ** k% *k%
*% **k kkk k% *% *% *k khkhkkkhkk *% *% *%k k% *k kkkkkk *% *kkk
* *% *% *%x k% *% *% *%k k% *% *% *%k k% **x k% *%x k*k k%
*kkk ** * k% ** *% *% *kkk *kkk *kkkk *kkkk *kkk *kkkk *% *
*%
**
Enter name...: TA1PT209

Select option: . Recycle resource
. Problem Determination
. NetView Access Services User ID

. NetView Help Desk

S WN

EZL910I ENTER A SELECTION
Command ===> Fl=Help F2=Main Menu  F3=Return F6=Ro11

F12=Cancel
o J

Figure 14. SNA Automation: Help Desk Panel

6. To search for a different resource than is displayed in the Enter Name field,
type over the existing resource name.

7. Type the option you want in the Select Option entry field. You can select one of
the following options:

Recycle resource
Forces the resource inactive then activates it again. If AON/SNA cannot
not recycle the resource, it displays additional panels with further
options.

Problem Determination
Displays the current status of the resource. You can perform additional
queries and tests on the resource.

NetView Access Services User ID
Works with user IDs that are logged on NetView Access Services and
their applications on the same VIAM where AON/SNA resides.

NetView Help Desk
This option takes you to the main NetView Help Desk facility.

8. Press Enter.
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Chapter 3. Displaying resource information with AutoView

The AutoView function works with more than one setting for a single resource.
The AutoView function displays all known data for the resource and tries to
determine which automation components are interested in the resource.

Displaying the AON: AutoView panel

To display the AON: AutoView panel:
1. Display the Base Functions panel.
2. Type 2 in the entry field.

3. Press Enter.

The AON: AutoView panel shown in is displayed.

Note: You can also display the AON: AutoView panel by entering AON 1.2 or
AUTOVIEW on any command line.

4 . N
EZLK2000 AON: AutoView NTVE1
Resource Name
Resource Type (Optional)
Select an Option
(Optional) _ 1. TCPIP
2. APPN
3. SNBU
4. SNA
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 15. AON: AutoView Panel

The AON: AutoView panel displays the following entry fields and options:

Resource Name
Enables you to specify a resource for which you want to display
current information or change settings.

Resource Type
Enables you to specify the resource type.

Select an Option
Specifies the component to which the resource is defined. Each
component has predefined information that it displays about the
resource. Each component has commands that you can use to get
further information about the resource or set and change automation
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settings. The list of options varies, depending on which components

have the resource defined. The following components are provided:

APPN Looks for the resource as an Advanced Peer-to-Peer
Networking (APPN) network resource.

SNBU Looks for the resource as a switched network backup (SNBU)
network resource.

TCPIP Looks for the resource as a Tivoli NetView for AIX or z/0OS
Communication Server IP resource.

SNA Looks for the resource as a SNA network resource.

Note: These options might be displayed in a different order on your
panels, because the panel changes depending on the
configuration of your site.

The following sections provide an example of how AutoView works for a SNA
resource.

USAGE Notes:

* The AutoView function utilizes UNIX System Services to
monitor and display IP resource status through TCP autotasks.
These autotasks are defined in the control file and must be
authorized to access UNIX System Services.

* The AutoView function queries SNMP MIB variables to
determine the status of IP resources. The SNMP Community
name defined in CNMPOLCY for each TCP390 stack must
match the one configured by the z/OS communication server
for each stack. The Community name can be dynamically
updated by using the IP Resource Manager function.

For more information about UNIX System Services authorization
and the SNMP Community name, refer to the [[BM Tivoli NetVieul
[for z/OS Security Reference} The Community name definition is
described in the TCP390 definition in the [[BM Tivoli NetView for]
[z/0S Administration Referencel

Displaying resource information (a SNA example)

To display information about a SNA resource:
1. Display the AON: AutoView panel.

Note: To display the AON: AutoView panel, see [“Displaying the AON|
[AutoView panel” on page 17/

2. Type the name of a SNA resource in the Resource Name field. This example
uses resource TATP523A.

3. Optionally, type the resource type in the Resource Type field. Resource types
are LU, PU, NCP, or APPL.

4. Optionally, to select SNA, type the number for SNA in the Select an Option
entry field.

5. Press Enter.

If you selected SNA, or left the option blank, and the resource is defined to a

SNA network, the panel in|[Figure 17 on page 19|is displayed. Proceed to Step E
If you left the option blank and the resource is defined to more than one type
of network, the AON: Component Selection panel shown in [Figure 16 on pagd
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is displayed. Proceed to Step EI

/ ] N
EZLK2000 AON: AutoView CNMO1
Resource Name
Resource Type (Optional)
Select an Option
(Optional) _ 1. TCPIP
2. APPN
3. SNBU
4. SNA
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
N J
Figure 16. AON: Component Selection Panel
On the AON: Component Selection panel, follow these steps:
a. Type 1 in the select an option field.
b. Press Enter.
The following panel is displayed:
e ] N
EZLKVIEW AON: AutoView CNMO1
Resname . . . . . . .. TA1P523A
Restype . . . . . . . . PU
Option . . . . . . .. SNA
Status . . . ... .o PCTD2
Automation Status . . . TREACT
Automation Flag . . . . ON
DDF message . . . . . . NONE
2]
Resource Definitions _ 1. Automation (RECOVERY DEFAULTS)
2. Thresholds (THRESHOLDS DEFAULTS)
3. Active Monitoring (ACTMON DEFAULTS)
4. Monitor Intervals (MONIT DEFAULTS)
5. Timer (NONE)
6. Display Network LOG Information for TA1P523A
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
- J
Figure 17. AON: AutoView Panel
Although the appearance of the AON: AutoView panel differs among
automation components, the panel in displays the following
information and options:
Summarizes information about the resource including the resource
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name, resource type, status, automation settings for the resource, DDF
message for the resource (if any) and other information, depending on
the automation component.

2] Displays a list you can use for the resource. The following actions are
supported:

Automation
Sets the RECOVERY flags for the resource. If none are found,
DEFAULTS is displayed. For detailed information about
Automation settings, see [“Displaying the recovery settings|
[panel” on page 25

Thresholds
Sets the THRESHOLDS processing for errors received on this
resource. The default is DEFAULTS if none is defined. For
detailed information about setting thresholds, see
[thresholds” on page 30.|

Active Monitoring
Sets the ACTMON entry for this resource. If none are found,
the DEFAULTS value is used. For detailed information about
setting active monitoring, see [“Displaying the Active Monitoi|
[settings panel” on page 35

Monitor Intervals
Sets the MONIT intervals for the resource, defaulting to the
type of resource if intervals are defined for that type.
Otherwise, DEFAULTS are used if no intervals are found. For
detailed information about setting monitor intervals, see
[“Displaying the Monitor Intervals panel” on page 32.|

Timer Sets a timer command for the resource. For detailed
information about setting timers, refer to the information about
timer commands in the |IBM Tivoli NetView for z/OS User’s

Guide: NetView

Display Network LOG Information
Displays only the Netlog information for the resource using the
NetView BLOG command.

H Displays which control file entry is currently defining the settings for
the commands listed in the second group. For example, in
the settings for option 1 (Automation) are defined in the
RECOVERY DEFAULTS control file entry.

For commands that do not have a corresponding control file entry, such
as option 5 (Timer), the information in parentheses tells you if any
settings exist. In |Figure 17 on page 19[ no timers are set for the resource
TA1P523A.

6. To continue with the example, type 6 for Display Network LOG Information in
the Resource Definitions field.

7. Press Enter.

The NetView Log shown in [Figure 18 on page 21|is displayed with the resource
you specified.
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/'STATMON.BROWSE ACTP NETWORK LOG FOR 04/29/11 (11119) COLS 017 096 15:20 h
HOST: HOST1 *1x x2%x x3x xhx SCROLL: CSR
B e B L e T e e S e LT
CNMO1 P% 11:49:06  IST259I INOP RECEIVED FOR TA1P523A CODE = 01
CNMOL P% 11:49:06  IST619I ID = TA1P523A FAILED - RECOVERY IN PROGRESS
CNMO1 % 11:49:08  CNMO94I STATUS UPDATE FOR RESOURCE = TA1P523A IN NETWORK =
CNMO1 % 11:49:20  CNMO94I STATUS UPDATE FOR RESOURCE = TA1P523A IN NETWORK =
CNMOL P% 11:49:20  IST621I RECOVERY SUCCESSFUL FOR NETWORK NODE TA1P523A
CNMO1 % 11:49:20  CNMO94I STATUS UPDATE FOR RESOURCE = TA1P523A IN NETWORK =
CNMO1 14:42:25  EZL112I ACTIVE TYPE= TA1P523A
CMD==>
1=HLP 2=END 3=RET 4=TOP 5=BOT 6=ROL 7=BCK 8=FWD 9=RPF 10=LFT 11=RGT 12=ALL )

Figure 18. NetView Log Panel Displaying One Resource

8. Browse the log as needed.
Note: This option uses the NetView BLOG sample. If there are no entries in the

log for the resource you are using, no action is taken and no message is
displayed.
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Chapter 4. Specifying automation policy settings

Specify automation policy settings using the AON: Automation Settings panel and
the subordinate panels. Use these panels to add, display, change, and delete
automation policy settings that control various parts of the network.

When NetView initializes, it loads a copy of the automation policy into storage.
When you use the AON: Automation Settings panels to change automation
settings, you change the in-storage copy of the policy without altering the original.
When the policy is reloaded into storage, the changes you made to the automation
settings are reset.

If you need to make permanent changes to the policy, your system programmer
can edit and reload it so that the changes are available the next time AON
initializes.

Note: The AON: Automation Settings panel lists settings for all network resources.
However, to view and change numerous settings for a single resource, use
the AutoView panel. The AutoView panel consolidates commands for
automation settings onto a single menu. The AutoView function displays
settings panels that apply only to a single resource.

Displaying the AON: Automation Settings Panel

To display the AON: Automation Settings panel:
1. Display the Base Functions panel.

Note: To display the Base Functions panel, see ['Displaying the AON Base
[Functions Panel” on page 4/

2. On the Base Functions panel, type 4 in the entry field.
3. Press Enter.

The AON: Automation Settings panel shown in[Figure 19 on page 24 is
displayed.

Note: You can also display the AON: Automation Settings panel by entering
AON 1.4 on any command line.
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Ve
EZLK4000 AON: Automation Settings CNMO1

Select an option

Automation
Notification Operators
Thresholds

Monitor Intervals
Active Monitoring

Ol W N =

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 19. Automation Settings Panel

The AON: Automation Settings panel displays the following options:

Automation
Defines the times when AON automation recovery actions occur on
resources. These values are retrieved from the RECOVERY control file
entry.

Notification Operators
Specifies which operators receive AON messages when automation events
occur. These values are retrieved from the NTFYOP control file entry.

Thresholds
Specifies the number of times an event must occur within a given time
span before AON sends notifications to the selected operators. These
values are retrieved from the THRESHOLDS control file entry.

Monitor Intervals
Controls reactivation intervals for failing resources. These intervals
determine how often AON attempts to recover the failed resources and
send messages to the notification operators. These values are retrieved
from the MONIT control file entry.

Active Monitoring
Controls active monitoring intervals for resources. AON regularly checks
the status of important resources that must be available to the network.
The active monitoring intervals determine how often AON monitors those
resources. These values are retrieved from the ACTMON control file entry.

The following sections describe how to use these options.

Specifying recovery settings

Use the Recovery Settings panel to add, display or change, and delete automation
settings. Recovery settings set automation on or off for one resource or group of
resources. You can also specify times when automation does not operate.
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Note: A RECOVERY DEFAULTS policy definition is required. The DEFAULTS
entry is used during recovery processing and a specific resource name or
type is not coded. The DEFAULTS entry cannot be deleted.

Displaying the recovery settings panel
To display the Recovery Settings panel:
1. Display the AON: Automation Settings panel.

Note: To display the AON: Automation Settings panel, see ['Displaying the|
[AON: Automation Settings Panel” on page 23]

2. Type 1 in the entry field on the AON: Automation Settings panel.

3. Press Enter.

The Recovery Settings panel shown in is displayed.

Note: You can also display the Recovery Settings panel by entering AON 1.4.1,
SETAUTO, DISAUTO, or DELAUTO on any command line.

4 . N
EZLK4100 Recovery Settings CNMO1

Select one of the following. Then press enter.

1=Add 2=Display/Change 3=Delete

Type Automation Scheduled Recovery

_ AOFO1= OFF

~ APPL OFF

_ CNMO1= OFF

_ DEFAULTS ON

_ LINKSTA ON

_ TAFx OFF

_ TSO=* OFF

Command ===>

Fl=Help F2=Main Menu  F3=Return F5=Refresh F6==Ro11

F7=Backward F8=Forward F12==Cacel
N J

Figure 20. Recovery Settings Panel

The Recovery Settings panel displays three columns of data:
Type Lists all the resources that have recovery settings defined.

Automation
Indicates whether automation is set on or off for the resources by looking
at the AUTO= parameter in the control file setting.

Scheduled Recovery
Looks at the NOAUTO= parameter. For resources that have intervals
scheduled when automation does not occur, this field has one of the
following values:

ON When the current time is outside the times defined with the
NOAUTO= parameter.

OFF  When the current time is within one of the times specified with the
NOAUTO= parameter.
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If you leave the field blank, scheduled recovery is not in place for
the resource.

Scheduled recovery intervals are optional. If no such intervals are coded,
automation is either on all the time or off all the time depending on the
setting in the Automation column. The Scheduled Recovery column is
blank if no scheduled intervals are specified for the resource.

Note: Scheduled Recovery settings, if any, and automation must be set to
ON for automation to occur on the resource.

Use the Recovery Settings panel to add, display or change, and delete recovery
settings. The following sections explain how to perform these actions.

Displaying or changing recovery settings
To display or change an existing recovery setting:
1. Display the Recovery Settings panel.

Note: To display the Recovery Settings panel, see|“Displaying the recovery]|
[settings panel” on page 25

2. Type 2 in the entry field next to the resource, the settings for which you want
to change, on the Recovery Settings panel.

3. Press Enter.
The Display/Change Recovery Setting panel shown in is displayed.

4 ] ™\
EZLK4120 Recovery Settings NTV70
Display/Change Automation Recovery Settings
.......... Valid Days ...........
Fill in the fields below, : 1 = MONday 2 = TUEsday
then press PF10 to change. 3 = WEDnesday 4 = THUrsday
: 5 = FRIday 6 = SATurday
Type : PU : 7 = SUNday 8 = WEEKDAY
: 9 = WEEKEND * = everyday
Auto : 1 (1=Y 2=N 3=YA 4=NA) 0 = calendar day or date
- = delete a NOAUTO window
NoAuto Day : Start Time End Time
Hour Minute Hour Minute
* ok 18 : 00 23 : 59
_ 00 00 00 00
_ 00 00 00 00
_ 00 00 00 00
_ 00 00 00 00
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward Fl10=Update F12=Cancel )

Figure 21. Display/Change Recovery Settings Panel with Valid Days Pop-up Window

4. Type over the values you want to change on the Display/Change Recovery
Setting panel. The values are displayed in one color (the default color is green).
You cannot change the entry displayed in the Type field.

5. Press Enter.

To set automation to on or off, type the number for one of the following actions in
the Auto field:
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Y  Sets recovery on.
N  Sets recovery off.
YA Sets recovery on for the specified resource and its lower nodes.
NA Sets recovery off for the specified resource and its lower nodes.

W N =
n

Note: YA and NA are valid only for SNA resources that do not contain wildcard
characters (* and %).

You can specify the times when you do not want automation to operate in the
NoAuto field. The NoAuto setting enables you to define exactly when you want
automation to be active for the resource. The following are the values for the
NoAuto setting columns.

Day
Specifies the days when recovery is set off, as follows:
Any special day defined in DSISCHED, for example, HOLIDAY
MONday
TUEsday
WEDnesday
THUrsday
FRIday
SATurday
SUNday
WEEKDAY
WEEKEND
everyday
delete a NOAUTO window

¥ O O IADNUT kB WNRO

Note: The example in [Figure 21 on page 26|shows an asterisk (*) to represent
that everyday is selected. You can also specify the valid days by typing
the capital letters shown in the Valid Days pop-up window, in the
second column text field under Day.

Start Time
Sets automation off starting at this time. Specify the time in the hh:mm format,
where hh is a number in the range of 0023 and mm is a number in the 00-59
range.

End Time
Determines the end of the interval when automation is not active for the
resource. Specify the time in the hh:mm format, where hh is a number in the
range of 00-23 and mm is a number in the 00-59 range.

Note: The ending time must be later in the day than the starting time except
when you specify * (every day).

Specifying notification operators

Use the Notification Operators panel to:

* add new notification operators

* display or change the settings for existing operators

¢ delete settings for existing operators

Notification operators are operators who receive messages from AON and its

components when automation events occur. These values are retrieved from the
NTFYOP control file entry.
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Displaying the Notification Operators panel
To display the Notification Operators panel:
1. Display the AON: Automation Settings panel.

Note: To display the AON: Automation Settings panel, see [‘Displaying the|
[AON: Automation Settings Panel” on page 23|

2. Type 2 in the entry field.
3. Press Enter.

The Notification Operators panel is displayed in

Note: You can also display the Notification Operators panel by entering AON
1.4.2, SETNTFY, DISNTFY, or DELNTFY on any command line.

/EZLK4200 Notification Operators CNMO1
Select one of the following. Then press Enter. More: +
1=Add 2=Display/Change 3=Delete
Notify Logged
Operator Flag On Description
_ OPERI Y N 'Operator One'
_ OPER2 Y N 'Operator Two'
_ OPER3 Y Y 'Operator Three'
_ OPER4 Y Y 'Operator Four'
_ OPERS Y N 'Operator Five'
_ OPER6 Y N 'Operator Six'
_ OPER7 Y N 'Operator Seven'
_ NISTMP1 Y N 'Test Operator One'
_ NISTMP2 Y N 'Test Operator Two'
_ NISTMP3 Y N 'Test Operator Three'
_ NISTMP4 Y Y 'Test Operator Four'
_ NISTMPS Y N 'Test Operator Five'
_ NISTMP6 Y N 'Test Operator Six'
_ NISTMP7 Y N 'Test Operator Seven'
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
\F7=Backwar‘d F8=Forward F12=Cancel

Figure 22. Notification Operators Panel

The Notification Operators panel lists the following columns of data:

Operator
The operator ID of the notification operator.

Notify Flag
Indicates if messages are sent to the notification operator. Use this flag to
temporarily stop the notification messages without removing the operator
from the list of valid notification operators. The data is taken from the
NOTIFY= parameter in the NTFYOP control file entry.

Logged On
Indicates if this notification operator is currently logged on to the system.

If the operator is logged on and the Notify Flag is set to Yes (Y), then the
operator is receiving messages as defined by the notification settings.

Description
Describes the notification operator, usually, the name of the operator
(optional).
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Adding a Notification Operator
To add an operator ID to the list of valid notification operators:
1. Display the Notification Operators panel.

Note: To display the Notification Operators panel, see [“Displaying the|
Notification Operators panel” on page 28

2. Type 1 in the field next to an existing notification operator.
3. Press Enter. A pop-up window shown in is displayed.

/ . N\
EZLK4210 Notification Operators CNMO1
Select one of the following. Then press Enter. More: +

1=Add 2=Display/Change 3=Delete
Notify Logged
Operator Flag On Description
1 OPERL Y N 'Operator One'
_ =¥ = 6000000000000000000000000000000060060030630C3033630T
_ OPER3 : Operator :
_ OPER4 : Description
_ OPER5 : Classes
_ OPER6 : Messages _ Information
_ OPER7 8 _ Warning
_NISTMP1 3 _ Error
_ NISTMP2 g _ Action
_ NISTMP3 : Notify _ (1=Yes 2=No)
_ NISTMP4 g g
_ NISTMPS : Fl=Help F12=Cancel :
_ NISTMP6
_ NISTMP7 Y N 'Test Operator Seven'
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
\F7=Backward F8=Forward F12=Cancel )

Figure 23. Notification Operators Panel

4. Type the operator ID in the Operator field. This is the only required field.
5. Type a brief description for the operator in the Description field.

6. Type the numbers for the message classes in the Classes field. The default
message class is 10. The data is taken from the CLASS= parameter in the
NTFYQOP control file entry.

Note: See [[BM Tivoli NetView for z/OS Messages and Codes Volume 2 (DUI-IHS)
for more information about message classes.

7. In the Messages fields, type any character in the field for each message type
that is held on the command facility until the notification operator clears it.
The data is taken from the HELDMSG= parameter in the NOTFYOP control
file entry. The message types are:

I or INFO
Informational messages
W or WARN
Warning messages
E or ERROR
Error messages
A or ACTION
Action messages
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8. Type 1 to set notifications on for the operator or 2 to suppress the notification
messages in the Notify field. You can also leave this field blank. By default,
the notification operator receives the messages in the message classes
assigned.

9. Press Enter.

If the information is entered correctly, AON displays this confirmation
message on the panel:

EZL919T ALL ACTIONS SUCCESSFULLY COMPLETED
10. Press F3 to return to the Notification Operators panel.

The new notification operator is displayed in the alphabetized list on the
updated Notification Operators panel.

Setting automation thresholds

To add, change, or delete threshold settings use the Thresholds panel. Threshold
settings trigger notifications to operators when the thresholds are reached. An
event is defined as an alert generated by the system. Thresholds are set for the
resources in the network. These values are retrieved from the THRESHOLDS
control file entry.

Define the threshold settings so that each threshold type is unique for the resource
being monitored. Define critical thresholds to have the smallest interval or highest
occurrence frequency, followed by frequent, then infrequent.

Displaying thresholds
To display the Thresholds panel:
1. Display the AON: Automation Settings panel.

Note: To display the AON: Automation Settings panel, see [‘Displaying the]
[AON: Automation Settings Panel” on page 23

2. Type 3 in the entry field.
3. Press Enter.

The Thresholds panel shown in [Figure 24 on page 31| is displayed.

Note: You can also display the Thresholds panel by entering AON 1.4.3,
SETTHRES, DISTHRES, or DELTHRES on any command line.
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Vs

EZLK4300 Thresholds CNMO1
Select one of the following. Then press Enter. More: +
1=Add 2=Change 3=Delete

Type

DEFAULTS
Infrequent: 05 Errors in 24 Hours 00 Minutes
Frequent: 04 Errors in 01 Hours 00 Minutes

Critical: 04 Errors in 00 Hours 12 Minutes Notify 1

_HosT
Infrequent: 00 Errors in 00 Hours 00 Minutes
Frequent: 00 Errors in 00 Hours 00 Minutes

Critical: 10 Errors in 00 Hours 10 Minutes  Notify 1

INFC
Infrequent: 00 Errors in 00 Hours 00 Minutes
Frequent: 00 Errors in 00 Hours 00 Minutes

Critical: 10 Errors in 00 Hours 10 Minutes Notify 1

Command ===>
F1=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F12=Cancel

Figure 24. Thresholds Panel

The threshold types are defined as:

Infrequent
The minimum number of events needed within a defined period of time to
trigger notification to an operator. This data is taken from the INFR=
keyword of the THRESHOLDS control file entry.

Frequent
The number of events needed to indicate that the resource might be having
some trouble. Notification is sent to an operator. This data is taken from
the FREQ= keyword of the THRESHOLDS control file entry.

Critical
Specifies the number of events needed to define a situation as critical.
Normally, recovery stops when a situation reaches critical state. This data
is taken from the CRIT= keyword of the THRESHOLDS control file entry.

Notify If Notify is 1, the notification policy is driven when the critical threshold is
exceeded.

Note: A THRESHOLD DEFAULTS policy definition is required. The DEFAULTS
entry is used when there is threshold processing and a specific resource
name or type is not specified. You cannot delete the DEFAULTS entry.

Each threshold setting follows the same syntax. Two settings are entered to set the
threshold:

number
The number of events that cause the threshold to be exceeded. The valid
range is 0-10.

interval
The time span, in hours and minutes, in which the number of events must
occur for the threshold to be exceeded. The valid range is 00:00-99:59.

You can use the Thresholds panel to add, change, and delete threshold settings.
The following sections explain how to perform these actions in detail.
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Adding a threshold
To add a threshold:
1. Display the Thresholds panel.

Note: To display the Thresholds panel, see [“Displaying thresholds” on page 30

2. Type 1 in entry field on the Thresholds panel.
3. Press Enter.

A pop-up window shown in is displayed.

- N
EZLK4310 Thresholds CNMO1
Select one of the following. Then press Enter. More: +

1=Add 2=Change 3=Delete
Type
DEFAULTS
Infrequent: 05 Errors in 24 Hours 00 Minutes
[P 0o0co000000000000000000000000000006600000000000 Minutes
Cr : B Minutes
: Type: 8
1 HOST : :
In :  Infrequent: 00 Errors in 00 : 00 g Minutes
[F 8 Frequent: 00 Errors in 00 : 00 8 Minutes
Cr ¢ Critical: 00 Errors in 00 : 00 8 Minutes
Notify: 1 g
INFC : Fl=Help F12=Cancel :
UM 8000000000000000000000060000000000000006000008 Minutes
Frequent: 00 Errors in 00 Hours 00 Minutes
Critical: 10 Errors in 00 Hours 10 Minutes
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F12=Cancel )

Figure 25. Thresholds Panel

4. In the pop-up window, type in the values you want.
5. Press Enter.

When AON adds the thresholds, the following message is displayed in the
message area near the bottom of the panel:

EZL919T ALL ACTIONS SUCCESSFULLY COMPLETED

Changing Monitor Intervals

Use the Monitor Intervals panel to add, display and change, and delete monitor
intervals. Monitor intervals determine how often AON tries to reactivate failed
resources and if AON sends messages to the notification operators during these
attempts. These values are retrieved from the MONIT control file entry.

Note: A DEFAULTS entry in the control file is required. The DEFAULTS entry is
used when the parameters do not exist on the specific resource definition.

Displaying the Monitor Intervals panel
To display the Monitor Intervals panel:
1. Display the AON: Automation Settings panel.

32 User's Guide: Automated Operations Network



Note: To display the AON: Automation Settings panel, see ['Displaying the|
[AON: Automation Settings Panel” on page 23|

2. Type 4 in the entry field on the AON: Automation Settings panel.
3. Press Enter.

The Monitor Intervals panel shown in is displayed.

Note: You can also display the Monitor Intervals panel by entering AON 1.4.4,
SETMONIT, or DELMONIT on any command line.

Ve
EZLK4400 Monitor Intervals CNMO1

Select one of the following. Then press enter.
1=Add 2=Display/Change 3=Delete

Type
CDRM
CP
CPCPSESS
DEFAULTS
HOST
INFC
IPHOST
IPINFC
IPNAMESERV
IPPORT
IPTELNET
NAMESERV
NCP
SP

Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6==Ro11
\f7=Backward F8=Forward F12==Cancel

Figure 26. Monitor Intervals Panel

The types of monitor intervals are displayed in the Type column. You can use the
Monitor Intervals panel to add, display, change, or delete monitor intervals. The
following sections explain how to perform these actions.

Displaying or changing a current monitor interval
To display or change recovery monitoring intervals:
1. Display the Monitor Intervals panel.

Note: To display the Monitor Intervals panel, see|“Displaying the Monitor|
[[ntervals panel” on page 32.|

2. Type 2 in the entry field next to the resource type whose monitor interval you
want to display or change.

3. Press Enter.

A pop-up window shown in [Figure 27 on page 34 is displayed.
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4 ] N\
EZLKA4410 Monitor Intervals CNMO1
SEUGEE EME @F Hi® ©00000000000000000000600606606606606006000

1=Add 2=Display/ : Type:

8 Hour Minute
Type 8 Interval: 00 : 00 Notify:

1 CDRM 3 Interval: 00 : 00 Notify: __

_ Cp 3 Interval: 00 : 00 Notify: __

_ CPCPSESS 8 Interval: 00 : 00 Notify: __

_ DEFAULTS g Interval: 00 : 00 Notify: __

_HOST 8 Interval: 00 : 00 Notify: __

_ INFC 3 Interval: 00 : 00 Notify: __

_ IPHOST g Interval: 00 : 00 Notify:

_IPINFC 8 Interval: 00 : 00 Notify: __

_ IPNAMESERV 3 Interval: 00 : 00 Notify: __

_ IPPORT g Interval: 00 : 00 Notify: __

_ IPTELNET g Interval: 00 : 00 Notify: __

_ NAMESERV g g

_ NcCp : Fl=Help F12=Cancel :

Command ===>

Fl=Help F2=Main Menu  F3=Return F5=Refresh F6==Ro11
F7=Backward F8=Forward F12==Cancel
- J

Figure 27. Monitor Intervals Panel

4. To change a monitoring interval, type over the settings you want to change.
The variables on this setting are:

hh:mm
The length of the interval between reactivation attempts expressed as hours
(hh) and minutes (mm). The range is 00:00-24:00.

Notify
The setting that determines whether messages are sent to the notification

operators when AON attempts to reactivate the resource. The settings can
be:

Y  Consult the notification policy to determine which notifications to issue.
N Do not send notifications.

YF Consult the notification policy to determine which notifications to issue.
Repeat recovery monitoring at the last interval specified.

NF Do not send notifications. Repeat recovery monitoring at the last
interval specified.
5. Press Enter.
If the settings are entered correctly, AON displays this message:
EZL919I ALL ACTIONS SUCCESSFULLY COMPLETED

Changing Active Monitor settings

Use the Active Monitor Setting panel to set intervals for active monitoring and to
verify that resources are active. If the resource is not active, recovery monitoring
starts for the resource and a timer is set to check the resource again for the next
interval. These values are retrieved from the ACTMON control file entry.

Active monitoring expects specific entries only. Wildcard entries are not allowed.
Example SNA entries and types are:

* Specific resource name (PUO1, LINE23)

* General resource type (NCP, LU, PU)
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Note: A DEFAULTS entry in the control file is required. The DEFAULTS entry is
used when the parameters do not exist on the specific resource definition.

Displaying the Active Monitor settings panel
To display the Active Monitor Settings panel:
1. Display the AON: Automation Settings panel.

Note: To display the AON: Automation Settings panel, see ['Displaying the
[AON: Automation Settings Panel” on page 23/

2. Type 5 in the entry field on the AON: Automation Settings panel.
3. Press Enter.
The Active Monitor Settings panel is displayed, as shown in

Note: You can also display the Active Monitor Settings panel by entering AON
1.4.5 or ACTMON on any command line.

4 ] ] ] N
EZLK4500 Active Monitor Settings CNMO1
Select one of the following. Then press Enter. More: - +

1=Add 2=Display/Change 3=Delete

Name Resource Type Interval Timer ID

_SuLu CPCPSESS FKV00011

_ TA1L5023 LINE 13 FKV00009

_ TAIN500 NCP 00:10 FKV00010

_ TALT1046 LU 30

_ TA1T1047 LU 01:00

_ TA1T1048 LU 90

_ TEST1 SESSION 15

_ TEST2 SESSION

_ TEST3 SESSION

_ USIBMTA.TAICPBAD  CP 01:00

_ USIBMTA.TA1CP207  CP 01:00 FKV00012

_ USIBMTA.TA1CP208  CP 01:00

_ 9.67.6.2 HOST 00:25

_ 9.67.6.3 HOST

Command ===>

Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=RoT1
\F7=Backward F8=Forward F12=Cancel )

Figure 28. Active Monitor Settings Panel

The Active Monitor Settings panel displays these columns of data:
Name The name of a resource.

Resource Type
The type of resource. This data is taken from the RESTYPE= keyword of
the ACTMON control file entry.

Interval
The interval setting. The interval can be in minutes or in both hours and
minutes. This data is taken from the INTVL= keyword of the ACTMON
control file entry.

Timer ID
The ID of the timer. The timer issues the ACTMON routine for this
resource to see if the resource is active.
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Use the Active Monitoring Settings panel to add, display or change, and delete
active monitoring settings. The following sections explain how to perform these
actions.

Displaying or changing Active Monitor settings
To display or change active monitoring settings:
1. Display the Active Monitor Settings panel.

Note: To display the Active Monitor Settings panel, see|“Displaying the Active]
[Monitor settings panel” on page 35/

2. Move the cursor to the field next to the resource you want to display or change
and type 2.

3. Press Enter.

A pop-up window shown in is displayed.

4 ] ] ) N
EZLK4520 Active Monitor Settings CNMO1
Select one of the following. Then press Enter. More: - +

1=Add 2=Display/Change 3=Delete
Name Resource Type Interval Timer ID
_SuLu CPCPSESS FKV00011
2 TIPS 000000000000000000060000600000000600000a060000 FKV00009
_ TAIN500  : : FKvV0O0010
_ TA1T1046 : Name: TA1L5023 :
_ TA1T1047 :
_ TA1T1048 : Type: LINE
_ TEST1 g
_ TEST2 : Interval: 00 : 13
_ TEST3 g
_ USIBMTA.T : Timer Id: FKV00009 8
_ USIBMTA.T : Timer Date/Time: 04/15/07 13:15:59 : FKVO0012
USIBMTA.T : 8
_ 9.67.6.2 : Fl=Help F12=Cancel :
Vo(i¥/6Do&) Bo0000000000006000000000000000030000000006000000 8
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
\F7=Backwar‘d F8=Forward F12=Cancel )

Figure 29. Active Monitoring Settings Panel

4. Type the resource type in the Type field.
5. Type the interval values you want in the Interval field.

An interval is defined by hh:mm with valid values that are in the range of
00:00-24:00. The intervals specified are cumulative time delays from the
previous activation setting. You cannot change any other fields on this panel.

6. Press Enter.

If the data is entered correctly, the following message is displayed:
EZL919T ALL ACTIONS SUCCESSFULLY COMPLETED
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Chapter 5. Using Cross-Domain functions

This chapter documents general-use programming interface and associated
guidance information.

To establish communication with NetView and other applications use the AON:
Cross-Domain Functions panel and its subordinate panels. You can use these
panels to manage cross-domain sessions for your operators, for AON Gateway
operators, and for terminal access facility (TAF) full-screen sessions.

Displaying the Cross-Domain Functions panel

To display the Cross-Domain Functions panel:
1. Display the Base Functions panel.

Note: To display the Base Functions panel, see [“Displaying the AON Base]
[Functions Panel” on page 4/

2. Type 5 in the entry field.
3. Press Enter.
The AON: Cross-Domain Functions panel shown in is displayed.

Note: You can also display the AON: Cross-Domain Functions panel by
entering AON 1.5 on any command line.

4 N
EZLK500A AON: Cross-Domain Functions CNMO1
Select an option
_ 1. Manage Cross-Domain Operator Sessions
2. Manage Cross-Domain Gateway Sessions
3. Manage Full Screen (TAF) Sessions
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
N\ %

Figure 30. AON: Cross-Domain Functions Panel

The AON: Cross-Domain Functions panel displays the following options:

Manage Cross-Domain Operator Sessions
Enables you to establish sessions with other NetView domains using your
NetView-NetView Task (NNT) sessions or through remote command
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(RMTCMD) sessions. After you log on to the sessions, you can send
commands across those sessions. These values are retrieved from the
CDLOG control file entry.

Manage Cross-Domain Gateway Sessions
Enables you to start and stop the AON gateway sessions to other NetView
domains and send commands across the gateway sessions. When you use
the gateways, an automation operator logs on to the other domains and
handles communications, so you do not need to establish your own
sessions with the domains with which you want to communicate. These
values are retrieved from the GATEWAY control file entry.

Manage Full-Screen (TAF) Sessions
Enables you to establish a full-screen session with another application
using the NetView Terminal Access Facility (TAF). After you log on to
another application using TAF, the display on your domain looks like the
full-screen display for the application that has the established session.
These values are retrieved from the FULLSESS control file entry.

The following sections explain how to use the options.

Managing Cross-Domain Operator Sessions

Use the AON: Cross-Domain Functions panel to communicate with other NetView
domains by establishing personal operator sessions with those domains. These
values are retrieved from the CDLOG control file entry.

You can use the AON: Cross-Domain Logon panel to:
* Start an operator session to another domain

* Stop an active session

* Send a command to an active session

You can establish NNT or RMTCMD sessions.

Note: To use the help desk to recover SNA resources on other NetView domains,
you must have NNT sessions established to those domains to reactivate the
failed SNA resources. Use the Manage Cross-Domain Operator Sessions
option to establish those sessions.

Displaying the AON: Cross-Domain Logon Panel
To display the AON: Cross-Domain Logon panel:
1. Display the AON: Cross-Domain Functions panel.

Note: To display the AON: Cross-Domain Functions panel, see ['Displaying thel
[Cross-Domain Functions panel” on page 37

2. Type 1in the entry field on the AON: Cross-Domain Functions panel.
3. Press Enter.

The AON: Cross-Domain Logon panel, shown in [Figure 31 on page 39 is
displayed.

Note: You can also display the AON: Cross-Domain Logon panel by entering
AON 1.5.1 or CDLOG on any command line.
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/ ) N\
EZLK5000 AON: Cross-Domain Logon CNMO1
Origin Operator OPER2
1=Start 2=Stop 3=Send
Domain Status Operator Type Init  Description
_ CNMO1  Inactive RMTCMD
_ CNMO1  Inactive NNT
_ CNMOZ2  Inactive NNT
_ AOC10  Inactive NNT
_ CNM10  Inactive NNT
_ AOF10  Inactive NNT
_ A0CO6  Inactive NNT
_ CNMO6  Inactive NNT
_ AOCO5  Inactive NNT
_ CNMO5  Inactive NNT
To issue commands, tab to the Domain and press F4.
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
\F7=Backwar‘d F8=Forward F12=Cancel )

Figure 31. AON: Cross-Domain Logon Panel

The AON: Cross-Domain Logon panel displays the following data:

Domain
Target NetView domain.

Status Status of the operator session, which is either active or inactive.

Operator
Target operator ID for session.

Type Type of operator session, either NetView-NetView Task (NNT) or remote
command (RMTCMD). This data is taken from the SESSTYPE= keyword of
the CDLOG control file entry.

Init  Specifies whether this operator session starts automatically when you log
on to your home NetView domain. This data is taken from the INIT=
keyword of the CDLOG control file entry.

Description
A brief description for the session.

You can use the AON: Cross Domain Logon panel to start and stop cross-domain
operator sessions and to send a command from your NetView domain to another
domain, using an active NNT or remote command session. The following sections
explain how to perform these actions.

Starting a Cross-Domain operator session
To start a cross-domain operator session:

1. Display the AON: Cross-Domain Logon panel.

Note: To display the AON: Cross-Domain Logon panel, see [‘Displaying the]
[AON: Cross-Domain Logon Panel” on page 38

2. Type 1in the field next to the domain name in which you want to start a
session on the Cross-Domain Logon panel.

3. Press Enter.
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When all the information needed to start the session is available from the
control file, the session starts immediately. However, usually, you must provide
further information to start the session. If further information is needed, AON
displays the pop-up window shown in

~ ] N
EZLK5101 AON: Cross-Domain Logon CNMO1
Origin Operator OPER2
1=Start 2=Stop 3=5end i e i
Domain Status Operator Type : Select an Action: 8
_ CNMO1  Inactive A  6000000000000000000000600000000000000 g
_ CNMO1  Inactive NNT : Domain: CNMO5  Session:NNT
_ CNMO2  Inactive NNT :  Enter Operator Id, Password,
_ AOC10  Inactive NNT 8 and Initial Command/Clist.
_ CNM10  Inactive NNT 3
_ AOF10  Inactive NNT : Operator .......... OPER2
_ A0CO6  Inactive NNT : Password ..........
_ CNMO6  Inactive NNT : Run NNT Clist ..... NO
_ A0CO5  Inactive NNT : RMTCMD Command ....
1 CNMO5 Inactive NNT 8
Fl=Help F12=Cancel
To issue commands, tab to the Domain and press F4.
EZL9351 PLEASE ENTER PASSWORD
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
\F7=Backwar‘d F8=Forward F12=Cancel )

Figure 32. AON: Cross-Domain Logon Panel with Pop-up Window

4. Type the operator ID you want to use to establish an NNT or remote
commands session with the remote NetView domain in the Operator field.

5. Type the password for the operator ID at the remote NetView domain in the
Password field.

6. Type yes or no in the Run NNT Clist field to specify whether the NNT routine
runs initially.

7. Type yes or no in the RMTCMD Command field to determine whether the
RMTCMD routine runs initially. This field applies only to remote command
sessions.

8. Press Enter.

The status of the domain changes to active, if this session starts. Otherwise, an

error message is displayed. Notice that the operator ID you entered in the
pop-up window also is displayed in the operator column.

Note: You can use the F4 key to display a pop-up command window for
issuing session commands. For more information about using these
commands, see [“Pop-up command windows” on page 6.|

Stopping an Active Operator session
To stop an active operator session to another domain:
1. Display the AON: Cross-Domain Logon panel.

Note: To display the AON: Cross-Domain Functions panel, see [“Displaying the
[AON: Cross-Domain Logon Panel” on page 38

2. Type 2 in the entry field beside the name of the domain you want to stop.
3. Press Enter.
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AON displays a pop-up window shown in for confirmation.

e ] N\
EZLK5102 AON: Cross-Domain Logon CNMO1
Origin Operator OPER2
1=Start 2=Stop SEEl T 000606000000006000060080600560056000000000
Domain Status Operator Type : Select an Action: g
_ dWEIl  MmeEEIM® == 000000000000000000000006000000000A0000A00A0G g
_ CNMO1  Inactive B 3
_ CNMO2  Inactive 3 Stop Session Confirmation
_ AOC10  Inactive B Domain=CNM05 Oper= OPER2
_ CNM10  Inactive B
_ AOF10  Inactive B
_ A0CO6  Inactive 8 Select an Action:
_ CNMO6  Inactive B
_ A0CO5  Inactive 8 ENTER to continue
2 CNMO5  Active OPER2
F12 to cancel
: Fl=Help F12=Cancel :
To issue commands, tab to the Dom ......coiininiiiniiiiiiiiiiiiiiiiiiiiiia,
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
\F7=Backward F8=Forward F12=Cancel )

Figure 33. AON: Cross-Domain Logon Panel with Stop Session Confirmation Pop-up Window

4. Press Enter to confirm that you want to stop the session or press F12 to cancel
the session.

When the session ends, the status of your domain is shown as inactive, and the
following message is displayed in the panel:

EZL930I SESSION(S) ENDED

Sending a Command to another domain

To send a command from your NetView domain to another domain using an
active NNT or remote command session:

1. Display the AON: Cross-Domain Logon panel.

Note: To display the Cross-Domain Logon panel, see|“Displaying the AON{
[Cross-Domain Logon Panel” on page 38)

2. On the Cross-Domain Logon panel, type 3 in the field beside the name of the
domain to which you want to send the command.

3. Press Enter.

If you try to send a command across an inactive session, you see the following
message:

EZL881I NNT SESSION TO CNMO2 IS NOT ACTIVE

If the operator session is active, the pop-up window shown in
‘

age 42|is displayed.
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e ] N
EZLK5103 AON: Cross-Domain Logon CNMO1
Origin Operator OPER2
1=Start 2=Stop 3=Send i ettt ii i
Domain Status Operator Type : Select an Action: 8
_ Gl 0881 50000000000000000000000000000360000000000000000006a00A0AAT 8
_ CNMO2  Inacti : Send Command To CNMO5 g
_ AOC10  Inacti : Enter Command Below: (50 character limit)
_ CNM10  Inacti : ==>
_ AOF10  Inacti :
_ A0CO6  Inacti :
_ CNMO6  Inacti : Note: Output is displayed in NCCF, ROLL to return. 8 g
_ A0CO5 Inacti : Fl=Help F12=Cancel : :
3 OB ACBIYE 6000000000000000000000000600000600600006000600006000600000006 3
_ CNMO1  Inactive. :
Fl=Help F12=Cancel
To issue commands, tab to the Domain and press F4.
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
\F7=Backwar‘d F8=Forward F12=Cancel )

Figure 34. AON: Cross-Domain Logon Panel with Send Command to Remote Domain
Pop-up Window

4. Type the command you want to enter in the Enter Command Below field.
5. Press Enter.
AON displays the command facility (NCCF). AON displays the results from

issuing the command on the command facility, along with the following
message:

EZL9381 ISSUING COMMAND = "command". PRESS PF6 TO ROLL BACK
TO CDLOG

6. To return to the operator interface, press the Roll key, F6.

To display a pop-up command window from which you can issue session
commands, press the Commands key, F4. For more information about using
these commands, see [“Pop-up command windows” on page 6

Managing cross-domain gateway sessions

42

Use the AON: Cross-Domain Gateway Display panel to display the active and
inactive sessions available for your domain. The list that is displayed is generated
from the configuration file entries for your domain. You can use the AON:
Cross-Domain Gateway Display panel to start and stop a cross-domain gateway
session and to send a command to a cross-domain gateway session. To send a
command to a cross-domain gateway session, the session selected must be active.
These values are retrieved from the GATEWAY control file entry.

Note: Gateway sessions must be NNT sessions. For more information, see the
[Tivoli NetView for z/OS Administration Reference]

Displaying the AON: Cross-Domain Gateway panel
To display the AON: Cross-Domain Gateway Display panel:
1. Display the AON: Cross-Domain Functions panel.

Note: To display the AON: Cross-Domain Functions panel, see [“Displaying the|
[Cross-Domain Functions panel” on page 37/

2. Type 2 in the entry field on the AON: Cross-Domain Functions panel.
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3. Press Enter.
The first half of the AON: Cross-Domain Gateway Display panel shown in

is displayed.

Note: You can also display the AON: Cross-Domain Gateway Display panel by
entering AON 1.5.2 or AONGW on any command line.

4 N
EZLK5200 AON: Cross-Domain Gateway Display CNMO1
FOCAL POINT = CNMO1
OPERATOR ID = OPER2 More: >
Select one of the following options, then press ENTER.
1=Start 2=Stop 3=Send
DESCRIPTION DOMAIN STATUS VIA
_ TO AOCO6 A0CO6 INACTIVE A0CO6
_ TO CNMO6 CNMO6 ACTIVE CNMO6
_ TO CNM10 CNM10 ACTIVE CNM10
Command==>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
\F7=Backward F8=Forward F11=Right F12=Cancel )

Figure 35. Cross-Domain Gateway Display Panel

The Cross-Domain Gateway Display panel displays the domains with which
you are communicating through gateway operators and gives information to
you about the gateway operators that are controlling the communications.

The columns on the first half of the panel (Figure 35) provide the following
information:

DESCRIPTION
The Description field shows a user-written description that describes
the gateway to the remote NetView domain. For example, the first
description says that this line of the status display states TO AOCO6.

DOMAIN
The Domain field shows the name of the remote NetView domain as it
is defined to NetView.

STATUS
The Status field indicates if communications between your home
NetView domain and this remote NetView domain are ACTIVE or
INACTIVE. In communications between the remote NetView
domain, CNMO06, and NetView domain, CNMO01, are active.

VIA  The Via field shows the NetView domain that is physically between
this remote NetView domain and your NetView domain that is used
for routing communications between them. In the
communications between your NetView domain (CNM01) and CNMO06
travel through CNMO06, which means that your NetView domain and

CNMO6 are physically connected.
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Note: Only one NetView domain can be physically located between
your NetView domain and the remote NetView domain with
which you establish gateway sessions.

4. To display the second half of the Cross-Domain Gateway Display panel, press
F11. |Figure Sa shows the adjoining gateway display panel for the sample
display shown in [Figure 35 on page 43|

4 ™\
EZLK5201 AON: Cross-Domain Gateway Display CNMO1
FOCAL POINT = CNMO1
OPERATOR ID = OPER2 More: <
Select one of the following options, then press ENTER.
1=Start 2=Stop 3=Send
DIRECT INB/OUTB STAT SYSNAME  PRODUCT ADJ DOM  ALT DOM  USER ID
_ INACTIVE INV OPID NA NA V.R
_ ACTIVE ACTIVE CNMO6 TIV-AON 1.4 GATCNMOG6
ACTIVE ACTIVE CNM10 TIV-AON 1.4 GATCNM10
Command==>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
\F7=Backwar‘d F8=Forward F10=Left F12=Cancel )

Figure 36. Cross-Domain Gateway Display Panel—Scrolled-right View

The column headings in provide the following information about
gateways between your NetView domain and this remote NetView domain:

DIRECT INB
The Direct Inbound field indicates if the remote domain has logged on to
your NetView domain. Thus, for direct communications between your
NetView domain and a physically adjacent NetView domain, the direct
inbound status can be either ACTIVE or INACTIVE. If your NetView
domain is not physically next to the remote NetView domain,
communications must be routed across an intermediate NetView domain
that is physically next to both your NetView domain and the remote
NetView domain. The status is NO DIRECT, indicating that there are no
direct communication gateways between your NetView domain and the
remote NetView domain.

If an error occurred during a logon attempt by a gateway operator, the
inbound status displays in yellow.

OUTB STAT
The Outbound Status field indicates if the gateway operator handling
communications for your NetView domain is successfully logged on to this
remote NetView domain and sending communications. A status of ACTIVE
means that communications from your NetView domain (outbound) to this
remote NetView domain are going to it successfully. If outbound
communications are not active, the status displayed indicates the cause of
the problem, if it is known.

If an error occurred during a logon attempt by a gateway operator, the
inbound status displays in yellow.
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SYSNAME
The System Name field shows you the name by which the Dynamic
Display Facility (DDF) knows this remote NetView domain. This name
might be the same name used for the NetView domain under the
DOMAIN heading on the scrolled-left view of the gateway panel (see
[Figure 35 on page 43), but it is not required. If the connection has not been
established, the panel displays NA to indicate that the name is not available.
Your system programmer defines the DDF names for the NetView domains
using the SYSNAME parameter on the ENVIRON SETUP control file entry.

PRODUCT
The Product field provides the name of the product being run on this
target NetView domain, for example, TIV-AON 1.4. If the product is
back-level, the entry says OLD ?.?, which indicates that communications
have been established, but the product name is not supplied to this panel
by the back-level product.

If communications with the domain have not been established since the
last NetView startup, the name of the product cannot be determined, so
you see NA V.R, which is an abbreviation for

Not Available Version.Release.

AD] DOM
The Adjacent Domain field indicates a NetView domain that is a path to
the remote domain. The adjacent domain must be physically adjacent. If a
NetView domain that is physically next to both domains is defined as an
adjacent NetView domain, you can use gateways to communicate with a
NetView domain that is not physically next to your own. Your system
programmer defines adjacent NetView domains in the control file with the
ADJNETV control file entry.

ALT DOM
The Alternate Domain field displays the name of the physically adjacent
NetView domain that can function as a backup to the adjacent domain. If
you are using an adjacent NetView domain as an intermediate routing
domain, it is useful to have another pathway in case the preferred adjacent
NetView domain goes down. Your system programmer defines backup
NetView domains in the control file using the ADJNETV entry.

USER ID
The User ID field shows the user ID for the gateway operator logged on to
your NetView domain from another NetView domain. The gateway
operator is a program, but it logs on to the other NetView domains much
like a human operator does. In [Figure 36 on page 44 GATCNMO6 is the
user ID for the gateway operator on NetView domain CNMO06 that logs on
to your NetView domain. That is, GATCNMO06 handles outbound
communications for CNMO06, but it brings inbound communications to
your NetView domain.

Note: Each NetView domain uses one gateway operator for outbound
communications. That gateway operator logs on to all the other
NetView domains it communicates with. Your NetView domain can
have many gateway operators logged on to it.
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Sending a command to a Cross-Domain Gateway session

To send a command to a cross-domain gateway session, use the following steps.
You can also use the SENDCMD command from the NetView command facility.
See the NetView online help or the |[BM Tivoli NetView for z/OS Command Referencq

Volume 2 (O-Z)|for more information.

1. Display the Cross-Domain Gateway Display panel.

Note: To display the AON: Cross-Domain Display panel, see [‘Displaying the]
[AON: Cross-Domain Gateway panel” on page 42)

2. Type 3 in the field beside the domain name for which you want to send a
command.

3. Press Enter.

The AON: Command Routing panel shown in is displayed.

4 ] N
EZLK5300 AON: Command Routing CNMO1
RESP => _ 1=Yes, 2=Ack, 3=No
OPERATOR ID => Can be left blank
To DOMAIN  => CNMO6
Command =>
Command==>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 37. AON: Command Routing Panel

4. Type the number of the entry you want in the RESP field. The choices are:

1=Yes Displays the result of the command you issued on the command
facility (NCCEF).

2=Ack Displays acknowledgment on the command facility indicating whether
the command was issued.

3=No Displays neither the result of whether the command was issued nor the
acknowledgment.

5. Optionally, specify the operator ID where the command is to be issued in the
OPERATOR ID field. If you do not specify an operator ID, the GATOPER
defined in the control file is used as the operator ID.

6. Type the name of the NetView domain to which you are sending the command
in the To DOMAIN field.

7. Type the command to issue on the other domain in the Command field.
8. Press Enter.
The command you specified runs on the remote domain.
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Managing full-screen TAF sessions

You can log on to selected applications in the system by using the AON: Terminal
Access Facility Menu panel. AON enables automated setup of TAF sessions.

The AON: Terminal Access Facility Menu panel displays the status of all TAF
full-screen applications that are defined in the control file for operators. You can
start and stop TAF full-screen sessions from this panel. When you establish a TAF
session, your current domain looks like the full screen for the application with
which you are in session. These values are retrieved from the FULLSESS control
file entry.

Note: It is not required that you establish sessions with applications using TAF.

Displaying the AON: TAF Menu panel
To display the AON: Terminal Access Facility Menu panel:
1. Display the Cross-Domain Gateway Display panel.

Note: To display the AON: Cross-Domain Display panel, see [“Displaying the|
[AON: Cross-Domain Gateway panel” on page 42|

2. Type 3 in the entry field on the AON: Cross-Domain Display panel.
3. Press Enter.

The AON: Terminal Access Facility Menu panel is displayed in
[page 47

Note: You can also display the AON: Terminal Access Facility Menu panel by
entering AON 1.5.3 or AONTAF on any command line.

4 N
EZLK5400 AON: Terminal Access Facility Menu CNMO1
SRCLU = TAFANFOO  OPERATOR ID = OPER1
Select one of the following. Then press Enter.
1=Start/Return 2=Stop
Description Applid System Status
TSO Application TSO CNMO1 ACTIVE
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F12=Cancel )

Figure 38. AON: Terminal Access Facility Menu Panel

The AON: Terminal Access Facility Menu panel displays the following data:
Description
A short description that identifies the application to be started.
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Applid

The short identifier for the application.
System

The name of the system on which the application runs.
Status Specifies whether the application is active or inactive.

You can use the AON: Terminal Facility Menu panel to start, return to, and stop a
TAF full-screen session. The following sections explain how to perform these
actions.

Starting an application session
To start a TAF session:
1. Display the AON: Terminal Access Facility Menu panel.

Note: To display the AON: Terminal Access Facility Menu panel, see
[“Displaying the AON: TAF Menu panel” on page 47

2. Type 1 next to the session you want to start.

3. Press Enter.

The application you selected is displayed. The next step you take depends on
the application. For example, if the application is Time Sharing Option (TSO),
the logon panel for that TSO session is displayed.

Stopping an application session
To stop a TAF session:
1. Display the AON: Terminal Access Facility Menu panel.

Note: To display the AON: Terminal Access Facility Menu panel, see
[‘Displaying the AON: TAF Menu panel” on page 47

2. Type 2 next to the session you want to stop.

3. Press Enter.
The TAF session deactivates.
4. Press F5 to refresh the status.
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Chapter 6. Performing task and log maintenance

To perform task and log maintenance, use the AON: Task and Log Maintenance
panel and the subordinate panels. Use these panels to:

* Display data in the configuration and status files
* Browse the NetView and automation logs

* Start and stop automation components

¢ Work with automation tasks

Displaying the AON: Task and Log Maintenance panel

To display the Task and Log Maintenance panel:
1. Display the Base Functions panel.
2. Type 7 in the entry field on the AON: Base Functions panel.
3. Press Enter.
The AON: Task and Log Maintenance panel shown in is displayed.

Note: You can also display the AON: Task and Log Maintenance panel by
typing AON 1.7 or AONMAINT on any command line.

Vs
EZLK7000 AON: Task and Log Maintenance CNMO1

Select an option

Display Configuration Data

Display Status Data

Browse NetView Log

Browse Automation Log

Perform Data base Maintenance
Start/Stop Automation Components
NetView Tasks/Automation Operators

NO OB WN =

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 39. AON: Task and Log Maintenance Panel

The AON: Task and Log Maintenance panel displays the following options:

Display Configuration Data
Displays current configuration data from the control file for an entry and
type. The control file is checked and results displayed. You can add,
change, and delete the configuration data.

Display Status Data
Displays the status for specific IDs or a range of IDs. Deletions from the
status file are enabled.
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Browse NetView Log
The command BR NETLOGA enables you to browse the NetView log.

Browse Automation Log
The NLOG command enables you to browse the AON log.

Perform Data Base Maintenance
Enables selective purging of outdated VSAM database records. The
databases that can be maintained are the NetView Hardware Monitor
database, the NetView Session Monitor database, the AON status file, and
other databases as installed by the AON components.

Start/Stop Automation Components
Enables you to start, stop, or reload the automation components. The
components are DDF, LOG file, status file, and control file. In addition, you
can change which control file member is loaded again or you can load
another control file.

Automation Tasks/Operators
Finds all tasks on the domain and displays the information in a list. From
this list, you can stop, start, force the task off the system, display detailed
information about the task, or show the utilization of the task.

The following sections explain how to use these options.

Displaying configuration data
Use the AON: Configuration Data Display panel to display data in the control file.
Displaying the AON: Configuration Data Display panel

To display the AON: Configuration Data Display panel:
1. Display the AON: Task Log and Maintenance panel.

Note: To display the AON: Task Log and Maintenance panel, see |”Displaying|
[the AON: Task and Log Maintenance panel” on page 49

2. Type 1 in the entry field.

3. Press Enter.

The AON: Configuration Data Display panel, shown in [Figure 40 on page 51| is
displayed.

Note: You can also display the AON: Configuration Data Display panel by
entering AON 1.7.1 or DSPCFG on any command line.
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4 N
EZLK7100 AON: Configuration Data Display CNMO1
Entry:
Type:
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o %

Figure 40. AON: Configuration Data Display Panel

4. Type the name of the entry in the control file that you want to display in the
Entry field. You can enter from 1 to 15 characters without embedded blanks,
commas, or quotation marks.

Note: The following wildcards are enabled for this field:
* Multiple character wildcard
% Single character wildcard

You can display the entire control file by entering an asterisk (*) in this
field.

5. Type any data associated with the entry in the Type field. You can enter from 1
to 32 characters without embedded blanks, commas, or quotation marks.

Note: The following wildcards are enabled for this field:
* Multiple character wildcard
% Single character wildcard

You can display the entire control file by entering an asterisk (*) in this
field.

For example, to display all settings for notification operators, type NTFYOP in
the entry field.

6. Press Enter.

The AON: Configuration Data Display panel, shown in [Figure 41 on page 52}
displays the control file entries for notification operators.
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s
EZLK7110 Display Configuration Data CNMO1

Select one of the following. Then press Enter. More: +
1=Add 2=Change 3=Delete

_ OPER1 NTFYOP
_ OPER '"OPERATOR ONE'
_ CLASS (60,65,66)
_ HELDMSG (I,W,E,A)
_ OPER2 NTFYOP
_ OPER '"OPERATOR TWO'
_ CLASS (10,20,30,50)
_ HELDMSG (I,W,E,A)

OPER3 NTFYOP
_ OPER '"OPERATOR THREE'

CLASS (10,30)

_ OPER4 NTFYOP
_ OPER '"OPERATOR FOUR'
_ CLASS 10

OPER5 NTFYOP
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F12=Cancel

o J

Figure 41. Display Configuration Data Panel

Use the AON: Configuration Data Display panel to add, change, and delete
notification operators. The following sections explain how to perform these actions.
The changes are made to the in-storage copy of your policy and overwritten the
next time the policy is reloaded.

Adding data to the control file

To add an entry to the control file:

1.
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Display the control file through the AON: Configuration Data Display panel.

Note: To display the control file with the AON: Configuration Data Display
panel, see[“Displaying the AON: Configuration Data Display panel” on|

|Eage 50.|

Type 1 next to an existing control file entry on the AON: Configuration Data
Display panel.

Note: To add only a keyword, type 1 in a field for a keyword.

Press Enter.

The Configuration Data Display, shown in|Figure 42 on page 53} is displayed
with the ADD ENTRY pop-up window.
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4 . . . N
EZLK7111 Configuration Data Display CNMO1
Select one of the following. Then press Enter. More: +
1=Add 2=Change 3=Delete
1 OPERL 8 ADD ENTRY
_ OPER : Entry . .
~ CLASS :
_ HELDMSG : Type
— OPER2 :
_ OPER : Fl=Help F12=Cancel
~ HELDMSG (I,W,E,A)
OPER3 NTFYOP
_ OPER '"OPERATOR THREE'
CLASS (10,30)
_ OPER4 NTFYOP
_ OPER '"OPERATOR FOUR'
_ CLASS 10
OPER5S NTFYOP
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward  F8=Forward F12=Cancel
o %
Figure 42. Configuration Data Display Panel with Add Entry Pop-up Window
4. Type the name of the entry you want to add in the Entry field in the pop-up
window.
5. Type the type of the entry you want to add in the Type field in the pop-up
window.
6. Press Enter.
The Define Data pop-up window shown in is displayed.
4 . . . N
EZLK7112 Configuration Data Display CNMO1
Select one of the following. Then press Enter. More: +
1=Add 2=Change 3=Delete
1 OPERL 8 ADD ENTRY
_ OPER : Entry . . ntfyop
~ CLASS :
HELDMSG : Type . . tstoper
L UOPERZ ettt
_ OPER DEFINE DATA 8
_ CLASS : KEYWORD . . . .
_ HELDMSG:
_ OPER3 : KEYWORD VALUE .
~ OPER
CLASS :
_ OPER4 : Fl=Help F12=Cancel
_ OPER F10=Save
OPER5 NTFYOP
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
\F7=Backward F8=Forward F12=Cancel )

Figure 43. DEFINE DATA Pop-up Window

7. Type a keyword in the keyword field of the DEFINE DATA pop-up window.
The keyword can be any name from 1 to 31 characters in length. You cannot
use embedded blanks, commas, or quotation marks.
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8. Type a value in the KEYWORD VALUE field. This is the value for the keyword
entered. You can use as many as 62 characters for the value. You can use
embedded blanks and commas only if the keyword value is enclosed in
quotation marks.

9. To save the settings press F10.

The following message is displayed:
EZLOO1I REQUEST EZLSCMOD WAS SUCCESSFUL FOR ntfyop.

Displaying status data

Use the Display Status Data panel and the subordinate panels to display data in
the status file.

The Display Status Data panel uses a set of command processors to write and
update records for the AON status files. These records are written to a VSAM data
set. The file contains the following type of information for each resource:

* Automation Status

* The operator ID that last changed the Automation Status field

* The last exceeded threshold

* The time stamps for errors that resulted in a lost session

* The operator ID that last changed a record in the Automation Status file.

* Additional information depending on the component.

Displaying the Status Data panel
To display the Display Status Data panel:
1. Display the AON: Task Log and Maintenance panel.

Note: To display the AON: Task Log and Maintenance panel, see ['Displaying]
[the AON: Task and Log Maintenance panel” on page 49|

2. Type 2 in the entry field.
3. Press Enter.

The Display Status Data panel shown in [Figure 44 on page 55|is displayed.

Note: You can also display the AON: Configuration Data Display panel by
typing AON 1.7.2 or DSPSTS on any command line.
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Vs
EZLK7200 Display Status Data CNMO1

Select an Option

1. Id

2. From
To

Select a Component

_ 1. AON Base
2. AON SNA Automation - SNBU Option

Command ===>
Fl=Help F2=End F3=Return F6=Ro11
F12=Cancel
o %

Figure 44. Display Status Data Panel

The Display Status Data panel displays the following options:

Select an Option
Searches the status file by using one of two methods that you specify:

Id Searches for a specific resource by searching on the ID of the
resource. The ID is the 16-character resource name for the resource

records. To use this option, see the [‘Example”| section.

From/To
Searches an alphabetic range within which the ID of the resource
you want to view falls. Both the From and To fields are required
for this option. These entries are also 16-character keys to the
resource records.

Select a Component
Specifies an AON component associated with the resource. If your
component is not listed on the panel, select 1 for AON base.

The following example explains how to display the status of a resource. If you
need status file records for SNBU automation, you must select those components.
Status data for a resource managed by those components use different record
formats and the data is accessible only by selecting that component.

Example
When you know the ID of a resource and want to display status data for that
resource, do the following:

1. Type 1 in the Select an Option entry field on the Display Status Data panel.

2. Type the name of the resource in the Id entry field. This example uses resource
TA1N400.

3. Type the number corresponding to the component type of the resource in the
Select a Component entry field. This example uses 1 for AON Base.

4. Press Enter.
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The Display Status Data panel, shown in is displayed with the data
for the resource you specified.

s
EZLK7210 Display Status Data CNMO1

Select one of the following. Then press Enter.
1=Delete

ID= TAIN400 , TYPE= UNKNOWN , STATUS= ACTIV
LAST UPDATE BY OPERATOR AUTMSG
LAST THRESHOLD EXCEEDED -
OPERATOR NOTIFIED: Y , TIMER SET:
LAST STATUS CHANGE DATE= 04/18/07 , TIME= 19:27 , OPID= AUTMSG
LAST MONITORED DATE= 04/18/07 , TIME= 19:27
NO ERROR DATA AVAILABLE

Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
S F7=Backward F8=Forward F12=Cancel

Figure 45. Display Status Data Panel

5. Optionally, type 1 to delete the record from the status file.
6. Press Enter.

Maintaining databases

Use the AON: Database Maintenance panel to maintain databases. The panel is
built dynamically, based on the components installed. However, if a component
does have a status file, it is defined in the component option definition table using
the STSCMD-= keyword. Select the database with which you want to work, and
specify the Purge Limit and Purge Time.

Note: The DBMAINT command reproduces, without records marked for deletion,
the VSAM database that is currently active. When the DBMAINT command
finishes, the database that was active when the DBMAINT command started
is activated again. The DBMAINT command works for an active primary or
secondary VSAM database for the NetView hardware monitor (NPDA) or
the NetView session monitor (NLDM). The AON status file (EZLSTS) has
only a primary database.

Displaying the AON: Database Maintenance panel
To display the Database Maintenance panel:
1. Display the AON: Task Log and Maintenance panel.

Note: To display the AON: Task Log and Maintenance panel, see |”Disp1aying|
[the AON: Task and Log Maintenance panel” on page 49

2. Type 5 in the entry field.
3. Press Enter.

The AON: Database Maintenance panel, shown in [Figure 46 on page 57} is
displayed.
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Note: You can also display the AON: Database Maintenance panel by typing
AON 1.7.5 or DBMAINT on any command line.

4 ] N
EZLK7500 AON: Database Maintenance CNMO1
Select one of the following
_ 1. Session Monitor
2. Hardware Monitor
3. AON Base
4. AON SNA Automation - SNBU Option
Compress g il (1=Yes  2=No)
Purge Limit : 007 Days
Purge Time : 045 Minutes
Command ===>
Fl=Help F2=Main Menu  F3=Return F6==Ro11
F7=Backward F8=Forward F12==Cancel
& %

Figure 46. AON: Database Maintenance Panel

The AON: Database Maintenance panel displays the following fields and options:

Select one of the following
Enables you to purge records and compress the databases for hardware
and session monitors and for AON status files.

Compress
Specifies whether to compress a database after deleting records from it.

Purge Limit
Specifies the number of days to leave in the file. If the number is 7, then all
records older than 7 days are purged.

Purge Time
Specifies the amount of time to wait for the purge of the records to
complete.
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Chapter 7. Using support functions

This chapter documents general-use programming interface and associated
guidance information.

Use the Support Functions panel and the subordinate panels to perform the
following options:

* Set traces

* Reinitialize AON

* Enable or disable automation

¢ Set common global variables

* Load or unload the automation table

* Browse or reload the option definition tables

The following subsections explain how to use these options.

Displaying the Support Functions panel

To display the Support Functions panel:
1. Display the Base Functions panel.

Note: To display the Base Functions panel, see ['Displaying the AON Base
[Functions Panel” on page 4]

2. Type 8 in the entry field.
3. Press Enter.

The Support Functions panel is shown in [Figure 47 on page 60

Note: You can also display the Support Functions panel by typing AON 1.8 on
any command line.
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Ve
EZLK8000 AON: Support Functions CNMO1

Select an option

Trace Control
Reinitialize AON
Enable/Disable Automation
Common Global Editor
Automation Table Control
Loader Tables

DO WN =

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 47. AON: Support Functions panel

The AON: Support Functions panel displays the following options:

Trace Control
Traces the AON programs. You can use this option to debug problems
without editing the AON program.

Reinitialize AON
Restarts AON using the automation table and control file currently being
used.

Enable/Disable Automation
Turns off automation for AON and its components, or turns off automation
for the components and subcomponents only.

Common Global Editor
Lists all common global variables used in NetView. Use this option to add,
change, or delete common global variables.

Automation Table Control
Starts the AUTOMAN function to assist you in managing your automation
tables.

Loader Tables
Lists the tables used to load the common global variables. Use this option
to browse and reload tables.

The following sections explain how to use these options.

Setting traces

To trace all of the programs that AON uses, or to trace a single program, use the
Set Trace panel.

Displaying the Set Trace panel

To display the Set Trace panel:

Note: The AONTRACE and RXTRACE commands do not require AON. These
functions are documented in this chapter as reference items.
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1. Display the Support Functions panel.

Note: To display the Support Functions panel, see ['Displaying the Support|
[Functions panel” on page 59

2. Type 1 in the entry field on the Support Functions panel.
3. Press Enter.

The Set Trace panel is shown in

Note: You can also display the Set Trace panel by entering AON 1.8.1 or
AONTRACE or RXTRACE on any command line.

4 N
EZLK8100 Set Trace NTVE1
Select an option
_ 1. Entry/Exit tracing
2. Program tracing
3. Administrative Functions
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 48. Set Trace panel

The Set Trace panel displays the following options:

Entry/Exit tracing
Traces all the entry and exit parameters of the AON code. This includes
command lists, REXX programs, and some AON command processors. You
can trace the programs running on an operator ID, a NetView domain, or
both.

Program tracing
Traces the command lists and interpreted REXX programs you specify.
Also, specify a trace option that limits the trace. Use the Program tracing
option for the operator ID or the domain.

Administrative Functions
Authorized operators can enable Entry/Exit tracing and Program tracing.
By default, tracing is disabled and can be enabled only through this option.

The following sections explain how to use these options.

Setting Entry/Exit traces

To trace all the programs that AON uses:
1. Display the Set Trace panel.

Note: To display the Set Trace panel, see [‘Setting traces” on page 60.|
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2. Type 1 in the entry field on the Set Trace panel.
3. Press Enter.

The Set Entry/Exit Tracing panel is shown in

EZLK8110 Set Entry/Exit Tracing NTVE1

Operator id OPER1 __ (? for 1ist)
Select trace option . . .

_ 1. ON Turn on entry and exit tracing for operator
2. OFF Suppress entry and exit tracing for operator
3. DEFAULT Use trace option for domain (domainwide default)

Domain id NTVEL
Select trace option . . .

_ 1. ON Turn on entry and exit tracing for domain
2. OFF Suppress entry and exit tracing for domain

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel

-

Figure 49. Set Entry/Exit Tracing panel

4. Select Entry/Exit tracing for an operator ID, a domain, or both on the Set
Entry/Exit Tracing panel. Domain tracing occurs only on the current domain.
Current settings are highlighted.

To select Entry/Exit tracing for a domain only, use the following steps:

a. Type 1 for ON or 2 for OFF in the Domain ID Select trace option entry
field.

b. Press Enter.

The following message is displayed:
EZL908I SETTINGS REPLACED

Setting program traces

To set a trace for a particular program:
1. Display the Set Trace panel.

Note: To display the Set Trace panel, see [“Setting traces” on page 60.|
2. Type 2 in the entry field on the Set Trace panel.

3. Press Enter. The Set Program Tracing panel is shown in [Figure 50 on page 63
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4 . N
EZLK8120 Set Program Tracing NTVE1
Enter module name and trace option. More: +
R=Result I=Intermediate C=Command E=Error F=Failure L=Label 0=0ff
. Settings for Operator OPERLI___ .. .. Settings for Domain NTVELl ......
ModuTe Option 8 8 ModuTe Option 8
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F7=Backward F8=Forward F12=Cancel )

Figure 50. Set Program Tracing panel

You can trace the programs by operator ID or domain ID. If you trace by
domain ID, NetView traces the programs in the domain the operator is logged
on to. You can also select a tracing option on this panel that enables you to
limit the trace.

4. Type the name of the program or programs you want to trace in the Module
column for either the operator ID or domain ID.

5. Type the letter for the trace option you want to use in the Option column. You
can select one of the following trace options:

R (Result)
Use this option for general debugging. This traces all the clauses before
running them and traces the final results of evaluating expressions.

I (Intermediate)
Use this option to trace all clauses before they are run and trace any
intermediate results during expression evaluation and substitution.

C (Command)
Use this option to trace all commands before running them and display
any error return codes from the commands.

E (Error)
Use this option to trace any command that has an error or fails after it
is run. This option also displays the return codes.

F (Failure)
Use this option to trace any command that fails after it is issued. This
option is the same as the Trace Normal command.

L (Label)
Use this option to trace all labels passed. Make a note of all subroutine
calls and signals when you use this option.

O (Off)
Use this option to turn off all traces and reset any previous trace
settings.

Chapter 7. Using support functions 63



Note: If the program being traced is a NetView command list, the C, E, and O
options are valid and all other selections result in a trace ALL.

6. Press Enter.
The following message is displayed:
EZL908I SETTINGS REPLACED

Administrative functions

By default, entry/exit and program tracing is disabled for performance purposes.
This is defined on your environment setup policy definition statement. To enable
tracing:

1. Display the Set Trace panel.

Note: To display the Set Trace panel, see ['Setting traces” on page 60.|
2. Type 3 in the entry field on the Set Trace panel.

3. Press Enter.
The Trace Administrative Functions panel is shown in Figure 51

4 ™\
EZLK8130 Trace Administrative Functions NTVEL
Current Trace Setting is . . . NONE
To modify the trace setting select an option:
Trace Setting Entry/Exit Trace Program Trace
_ 1. ON Yes Yes
2. OFF No Yes
3. NONE Disabled Disabled
Selecting NONE will disable both Entry/Exit and Program tracing.
You should select NONE for best overall performance and only
select ON or OFF when you need to debug a possible problem.
Command ===>
F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 51. Trace Administrative Functions panel

displays that tracing is currently set to NONE, which means that all
tracing is disabled for this domain. To enable tracing, select Options 1 or 2. Option
1 enables both entry/exit and program tracing. Option 2 enables only Program
tracing.

When you select options 1 or 2 you can turn on program tracing for any AON
program by going back to the Trace Menu panel and selecting the Program Trace
option.

Reinitializing automation

Use the AON: Reinitialize Automation panel to reinitialize the AON program. You
can use the automation table and control file currently being used. To display the
AON: Reinitialize Automation panel:

1. Display the Support Functions panel.
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Note: To display the Support Functions panel, see ['Displaying the Support|
[Functions panel” on page 59

2. Type 2 in the entry field on the Support Functions panel.
3. Press Enter.

The Reinitialize Automation panel is shown in

Note: You can also display the AON: Reinitialize Automation panel by typing
AON 1.8.2 or AONINIT on any command line.

4 N
EZLK8200 AON: Reinitialize Automation CNMO1
Select Confirmation Option . . _ 1. Confirm
2. Cancel
Reload with Automation Table . . DSITBLO1
Generate Listing File . . LISTNAME
Reload with Control File . . NVPOLICY
Trace Setting . . OFF
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 52. Reinitialize Automation panel

4. Verify that the name of the automation table is correct. The default name for
the automation table is DSITBLO1. The policy file is defined in the CNMSTYLE
member. The policy file name is fixed and cannot be changed.

5. Type 1 in the first entry field to confirm that you want to reinitialize AON or
type 2 to cancel the reinitialization. For information about how AON loads the
automation table, refer to the |[BM Tivoli NetView for z/OS Installation: Getting|
-Started

6. Press Enter.

AON confirms or cancels your request.

Enabling and disabling automation

You can use the AON: Enable/Disable Automation panel to turn off message
processing for components. The panel supports multiple selections. If you enable
or disable message processing for the AON base, you also enable or disable
automation for all of the components. Therefore, select AON with caution.

When you select options 14 on the listing panel, special confirmation panels
enable you to confirm your action on the Enable/Disable panel. When you select a
component that has subcomponents, the confirmation panel that is displayed lists
all the subcomponents that the selection affects.
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Note: Using this panel to enable or disable automation does not permanently
change the settings. When you recycle AON or select the default option,
AON resets the settings.

Displaying the AON: Enable/Disable Automation panel
To display the AON: Enable/Disable automation panel:
1. Display the AON: Support Functions panel.

To display the AON: Support Functions panel, see|“Displaying the Support|
[Functions panel” on page 59|

2. Type 3 in the entry field on the Support Functions panel.
3. Press Enter.
The AON: Enable/Disable Automation panel is shown in

Note: You can also display the Enable/Disable Automation panel by entering
AON 1.8.3 or AONENABL on any command line.

/EZLK8300 AON: Enable/Disable Automation CNMO1 h
Select one of the following. Then press enter.
1=Enable 2=Disable 3=Default 4=Initialize 5=Product Information
Component Name Initialized Enabled
_ AON Base Y Y
_ AON SNA Automation Y Y
_ AON SNA Automation - SNBU Option Y Y
_ AON SNA Automation - X25 Option N N
_ AON SNA Automation - APPN Option Y N
_ AON SNA Automation - SubArea Option Y Y
_ AON TCP/IP Automation Y Y
_ AON TCP/IP Automation - NV4AIX Option N N
_ AON TCP/IP Automation - TCP/IP 390 Option Y Y
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6==Ro11
\F7=Backwar‘d F8=Forward F12==Cancel )

Figure 53. Enable/Disable Automation panel

The AON: Enable/Disable panel displays the following information:

Component name
Lists the components.

Initialized
States whether the component has been initialized when AON is
initialized or when you specified for it to be initialized.

Enabled
States the current ENABLE/DISABLE setting of the component. A
component can be listed as initialized but not enabled, but when a
component is not initialized, it cannot be enabled.

You can use the Enable/Disable Automation panel to enable and disable
automation, to specify default automation for a component, to initialize a
component, and to display information about a product. The following sections
explain how to perform these actions.
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Using the Common Global Editor

You can use the Common Global Editor panel to view all of the current common
global variables being used in NetView. You can use the Common Global Editor
panel to add, change, or delete common global variables (CGLOBALs).

Note: The Common Global Editor does not require AON. These functions are
documented in this chapter as reference items.

Use this editor with caution because any changes you make can affect AON and
NetView processing. Each common global variable is restricted to 255 characters.
Mixed case is supported for common global variable values and is set exactly as

you type.

Any changes that you make by using the editor are for the current AON session
only. When AON recycles, the common global variables are reset to values at
initialization time.

Displaying the Common Global Editor panel

To display the Common Global Editor panel:
1. Display the Support Functions panel.

Note: To display the Support Functions panel, see [“Displaying the Support
[Functions panel” on page 59)

2. Type 4 in the entry field on the Support Functions panel.
3. Press Enter.

The Common Global Editor panel is shown in

Note: You can also display the Common Global Editor panel by typing AON
1.8.4 or CGED on any command line.

7 . N\
EZLK8400 Common Global Editor NTVE1
Select an option
_ 1. EZLRT
2. EZLOPT
3. Generic
Search Criteria
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
- J
Figure 54. Common Global Editor panel
The Common Global Editor panel displays the following options:
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Select an option.
Specifies a common global. The options are:

EZLRT
Shows the resource type common global variables set from the
option definition tables at AON startup. Do not delete these
common global variables.

EZLOPT
Shows the option definitions set from the option definition
tables at AON startup. Do not delete these common global
variables.

Generic
Shows the common global variables specified by the operator. If
you select this option and do not fill in the Search Criteria
tield, AON displays all of the common global variables. If you
type a value in the Search Criteria field, AON appends an
asterisk (*) to the global name. You can also use a wildcard.

Search Criteria
Specifies the search criteria that you want to use.

The following sections explain how to use these options.

Changing Common Global Variables
To change a common global variable:
1. Display the Common Global Editor panel.

Note: To display the Common Global Editor panel, see [“Displaying the]
[Common Global Editor panel” on page 67

2. Select an option and the search criteria you want on the Common Global Editor
panel. For example, type 1 for EZLRT common global variables.

Note: If you select EZLRT or EZLOPT, the editor checks for an entry in the
Search Criteria field. The entry in this field is then appended to EZLRT
or EZLOPT. The search criteria must not exceed 31 characters.

For example, if you type 1 in the Select Option field and specify AON in the

Search Criteria field, the editor searches for all common global variables that

are EZLRT.AON.*

Or, if you type 2 in the Select Option entry field and enter APPN.ACT* in the

Search Criteria field, the editor looks for all common global variables that are

EZLOPT.APPN.ACT*

3. Press Enter.

The CGLOBAL EDITOR panel is shown in [Figure 55 on page 69}
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Ve
EZLK8410

Select one of the following.
1=Add 2=Change 3=Delete

Name

EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.
EZLOPT.AON.

Operator Command :

AONALRT
AONNAME
AONPROD
AONREL
ENABLE
MAINPANELPOS
MAXFEATURES
MSGCLASS
0CMDCMD
0CMDDESC
OPERLIST
STSCMD
STSPIPE

CGLOBAL EDITOR NTVE1

Then press enter.

0

......... loveeeeeni2eiiee 30l b,
00010204

AON Base

5697ENVOO

050400

Y

1

3

90

EZLEO100

AON Base Functions

ALRTOPER MSGOPER MSGOPER2 BASEOPER
EZLSTS

EZLSPIPS

EZL9191 ALL ACTIONS SUCCESSFULLY COMPLETED

Command ===>
Fl=Help
F7=Backward

F2=Main Menu
F8=Forward

F3=Return

F5=Refresh F6=Ro11
F11=Right F12=Cancel

Figure 55. Operator Command: CGLOBAL Editor panel

4. Type 2 in the entry field next to the CGLOBAL you want to change.

5. Type over the existing value of the CGLOBAL to the right of the entry field

6.

with the new value.

Press Enter.

The following message is displayed:
EZL9191 ALL ACTIONS SUCCESSFULLY COMPLETED
AON changes the CGLOBAL.
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Chapter 8. Managing multiple automation tables

This chapter documents general-use programming interface and associated
guidance information.

The AUTOTBL command enables you to load multiple automation tables. An
automation table, typically, is made up of many included members. The
automation table management (AUTOMAN) command enables you to change
selected tables or changes that have an effect on all automation tables. To help you
work with automation tables, AUTOMAN provides a full-screen panel interface.

AUTOMAN and the full-screen panel interface enable you to do the following
tasks:

* View and manage single or multiple automation tables
* Enable or disable individual automation tables or statements

* View existing tables and their status

Note: AUTOMAN does not require AON.

Getting started

AUTOMAN provides individual table commands and global commands. The
individual table commands apply to one or more selected tables, and global
commands apply to all automation tables. See the following features and options
of each type of command:

* With individual table commands, you can enable or disable automation tables.
You can also enable or disable automation table statements, based on the
following:

— Sequence number
— Label
— Endlabel
— Block
- Group
— Include
With individual table commands, you can also issue requests for the following:
— Display disabled statements
— Display labels, blocks, and groups
— Load or unload tables
— Test tables
— Display the %INCLUDE structure
- Display synonyms
* With global commands, you can enable, disable, or unload automation tables.

You can enable disabled statements or enable and disable blocks, groups, and
labels. Global commands affect all automation tables.

Automation statements can be enabled or disabled across all tables based on the
following:

— Label
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— Block

- Group

With global commands, you can also issue requests for the following:
— Locate disabled statements

— Display labels, blocks, and groups

— Display the %INCLUDE structure

Using Automation Table Management

From the command line, enter AUTOMAN. The panel in is displayed.
This panel enables you to see your automation table structure and do what is

necessary.
- ] N
EZLK8500 Automation Table Management
AUTOMATION TABLE Enter any character in the selection fields
SEL POS NAME STATUS MARKERS TASK DATE TIME
_ 1 DISTABLE ENABLED NETOP2  03/18/07 13:15:24
2 DSITBLO1 ENABLED (AON) NETOP2 ~ 03/18/07 13:11:09
Command ===>
Fl=Help F2=Main Menu F3=Return F4=Commands F5=Refresh F6=Roll
\F7=Backwar‘d F8=Forward F9=Responses F10=Global Commands F12=Cancel )

Figure 56. Automation Table Structure

Using commands for selected tables

The Commands pop-up in [Figure 57 on page 73| provides options to help you work
with one or more selected automation tables. In the following figure, options 1-7
apply to one or more selected tables, in contrast to global commands in
INetView for z/OS Automation Guide| which apply to all tables. Options 8-9 apply to
only one table.

In pressing F4, for Commands, displays [Figure 57 on page 73 where
DSITBLO1 is selected to be disabled.

Selecting option 2 causes a pop-up to be displayed to confirm that you want to
disable the selected table. When DSITBLO01 is disabled, a message indicates
whether the command was successful or whether failures were detected. Press F9
in to view the results of your command.
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EZLKATBC
AUTOMATION TABLE

SEL POS NAME
/ 1  DISTABL

Command ===>

2 DSITBLO :

AUTOMATION TABLE MANAGEMENT

Enter any character in the selection fields

: COMMANDS (Choose a highlighted command option)

-ENABLE the selected tables

-DISABLE the selected tables

-RELOAD the selected tables

-RELOAD and REINSTATE disabled elements
-TEST the selected tables
-ENABLE/DISABLE parts of the selected
tables

-UNLOAD selected tables

8 -INSERT a table

9 -DISPLAY options

OB WN =

~

: Enter=Execute Command F3 or F12=Cancel

Fl=Help F2=Main Menu F6=Ro11

Figure 57. Automation Table Management Commands Pop-up panel
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Chapter 9. Using the Inform Log utility

This chapter documents general-use programming interface and associated
guidance information.

Operators can use the inform log utility to display inform log entries. The entries
are records of the automated notification actions that have taken place, such as a
pager call or email. An operator can view the log, acknowledge receipt of an
inform notification, reinform a specific contact, or delete an entry. All automated
actions are logged, by default, when inform logging is enabled. The logging of
operator calls with INFORM/EZLECALL can be enabled in the inform policy.
Refer to the SETUP policy member in the [[BM Tivoli NetView for|

/0OS Administration Referencd for more details.

Note: It is not the purpose of the inform log utility to keep a log that tracks all
inform actions. Rather, for tracking purposes, messages are generated and
can be found in the NetView log. The purpose of the ILOG® data set is to
help you dynamically track, respond to, and delete inform log entries.
Because of the I/0O required and data set constraints, the ILOG function
might not be practical in all environments.

To start the inform log utility, you can enter one of the following commands:

ILOG
AON 1.9

If you enter ILOG, the following full-screen panel containing the contents of your

inform log is displayed:

4 N\
EZLKINFL INFORM LOG UTILITY
Enter 1 -ACKNOWLEDGE 2 -REINFORM 3 -REINFORM/NEW MESSAGE 4 -DELETE
_ CONTACT ENTRY NUMBER 1 0UT OF 3 CURRENT CONTACT STATUS ACKNOWLEDGED
AON DEVELOPMENT TEAM EMAIL AT 23:00:00 ON 01/26/07
A PU NAMED PUOOOO5 FAILED DUE TO INNOP
_ CONTACT ENTRY NUMBER 2 OUT OF 3 CURRENT CONTACT STATUS ACKNOWLEDGED
AON DEVELOPMENT TEAM EMAIL AT 13:37:50 ON 01/27/07
A CDRM NAMED NTB7MUS FAILED DUE TO PACDRM
_ CONTACT ENTRY NUMBER 3 OUT OF 3 CURRENT CONTACT STATUS ISSUED
AON DEVELOPMENT TEAM EMAIL AT 13:39:48 ON 01/27/07
A PU NAMED PUOOOO1 FAILED DUE TO INNOP
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
\F7=Backward F8=Forward F9=Search F12=Cancel )

Figure 58. Inform Log Utility panel
You can choose any of the following functions, which are shown in for
single inform log entry:

1 -ACKNOWLEDGE
Changes the displayed status to ACKNOWLEDGED.
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2 -REINFORM
Reissues the message against the active inform policy member using the
original policy name.

3 -REINFORM/NEW MESSAGE
Reissues the message against the active inform policy member using the
original policy name and provides a pop-up window with the original message

text. The message text can be edited or replaced prior to confirming the
REINFORM.

4 -DELETE
Removes the entry from the inform log.

The following function keys, located at the bottom of the panel, provide functions
that are independent of an individual log entry:

F5 Refreshes and displays a current version of the inform log.

F9 Searches for specified log entries. From a pop-up window, you can search for a
name, partial name, message text, and date and time. The default is to search
through all log entries from the oldest to the most current. For more
information, see [“Searching log entries” on page 78.|

The lines of a log entry in [Figure 58 on page 75 displays the following options:

First line
Contains the current entry number, the total number of entries, and the
status of the entry.
CONTACT ENTRY NUMBER 1 OUT OF 3 CURRENT CONTACT STATUS ISSUED

Second line

Contains the contact name field, the connection type used, and the time
and date of the notification.

AON DEVELOPMENT TEAM EMAIL AT 23:00:00 ON 01/26/07
Third line

Contains the message issued by the notification.
A PU NAMED PUOOOO5 FAILED DUE TO INNOP

You can also access the inform log utility by entering the AON 1.9 command
synonym. When the AON Base Functions panel, shown in [Figure 59 on page 77 is
displayed select option 9:
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4 ] N
EZLKO100 AON: Base Functions NTVGD
Select an option
_ 0. Tutorial
1. Help Desk
2. AutoView
3. DDF
4. Automation Settings
5. Cross Domain Functions
6. Timer
7. Task and Log Maintenance
8.  Support Functions
9. Display the Inform Log
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 59. AON Base Functions panel

Checking notification status

The status conditions, which are located at the end of the first line in each log
entry, are described in the following list. See [Figure 58 on page 75 where the status
is ISSUED.

ISSUED
An inform request was sent to a service point.

ACKNOWLEDGED
An operator acknowledged the notification.

DELETED
The request was deleted from the inform log database.

ROUTED
The request was routed to another NetView domain that owns the service
point.

REINFORMED
The request was reissued after the current inform policy was applied.

REINFORMED/NEW
The request was reissued after the current inform policy was applied and a
new message has been sent.

FAILED
The request failed. The probable cause is a communication error with the
service point.

NOTROUTED
The request could not be routed to the target NetView domain.

UNKNOWN ENTRY
The inform log contains a corruption error.
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Reissuing notifications

To display the following pop-up window where you can reissue notifications, enter
3 -REINFORM/NEW MESSAGE on the panel shown in [Figure 58 on page 75

4 N
EZLKINFR INFORM LOG UTILITY
Enter 1 -ACKNOWLEDGE 2 -REINFORM 3 -REINFORM/NEW MESSAGE 4 -DELETE
CONTACT ENTRY NUMBER 1 OUT OF 3 CURRENT CONTACT STATUS ISSUED
M ©00000000000000000000000000060000000060000600060000000030006000300000
A P : REISSUE an INFORM action via policy PAUL
3 g
AON : Update or Replace original message (60 character limit)
A C : => A CDRM NAMED NTB7MVS FAILED DUE TO PACDRM
AON : Note: Numeric message is required for Numeric Pagers
A P : Fl=Help Press ENTER to REINFORM F12=Cancel
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F9=Search F12=Cancel )

Figure 60. Inform Log Utility with Reissue Request Pop-up panel

Depending on how your policy is defined, the REISSUE request might change. For
example, at 16:00, the policy might indicate a notification is to be sent as an e-mail,
but at 19:00 the same policy might have no active contacts or might issue a
notification through a pager.

Usage Notes:

* An active inform policy member is required to view the inform
log. Only automated notifications generated by EZLENFRM (the
notification policy) are logged in the inform log by default. For
more information about the notification policy, refer to the
[Tivoli NetView for z/OS Administration Reference]

* Inform entries are logged in the DSILIST DD data set.

* The ILOG command uses the INFORM command to perform
REINFORM actions. For information about the ILOG, INFORM,
and INFORMTB commands, refer to the [BM Tivoli NetView for|
£/OS Command Reference Volume 1 (A-N)}

Searching log entries

The inform log search panel, shown in [Figure 61 on page 79| enables you to search
the inform log entries.
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EZLKINFS INFORM LOG UTILITY
Enter 1 -ACKNOWLEDGE 2 -REINFORM 3 -REINFORM/NEW MESSAGE 4 -DELETE
CONTACT ENTRY NUMBER 1 0UT OF 3 CURRENT CONTACT STATUS ISSUED

A P : ENTER THE SEARCH CRITERIA

8 specify Name of Message field search
AON : Name Field: *
A C : Message Field: =

AON : Start Date: 01/26/07 23:00:00 -0ldest Log Entry Date/Time
A P : Stop Date: 02/02/07 09:20:05 -Current Date/Time

: Fl=Help Press ENTER to REFRESH F12=Cancel
with Search Criteria

Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
S F7=Backward F8=Forward F9=Search F12=Cancel

Figure 61. Inform Log Utility Search panel

By default, the search proceeds through all entries beginning with the oldest date
and time and ending with the current date and time. You can limit your search by
any, a combination of, or all of, the following ways:

* The name or message fields
* Start and stop date and time

In a partial search, you can specify part of a name followed by and asterisk in the
name field and the inform log utility finds every occurrence of the partial name.
For example, you can search for XYZ or XYZ* and the inform log utility finds all
entries containing XYZ. The asterisk (*) is optional. If you narrow the search still
further using specific start and stop dates and times, the search is limited to the
specified criteria beginning and ending on the specified dates and times.

If search criteria is not updated, press F5. An error message is displayed.
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Chapter 10. Getting started with AON/SNA

This chapter explains navigation through the AON/SNA operator interface. The
AON/SNA operator interface is a series of full-screen, menu-driven panels that
enable you to use all of the operator functions available in AON/SNA.

You can identify an AON/SNA panel by the prefix of FKV in the panel name,
located in the upper left of the panel. Use the operator interface to look at
color-coded displays of your network, resolve network problems, receive messages,
issue commands, and perform many other functions that control automation and
resource availability.

To perform a task in AON/SNA, use the operator interface or panels. For each task,
there is a primary panel, which might have one or more subordinate panels.

In addition to AON/SNA panels, some AON/SNA tasks use AON panels,
identified by an EZL prefix in the upper left corner of the panel, and some
AON/SNA tasks use NetView panels.

Accessing the Operator Interface

You can access the AON/SNA operator interface from anywhere within NetView
or the AON panels. You can also reach the AON/SNA panels from the other AON
component (AON/TCP) if this component is installed and initialized by your
organization.

To access the AON: Operator Commands Main Menu panel:
1. Type AON from the NetView command line.
2. Press Enter.

NetView displays the AON: Operator Commands Main Menu panel shown in
[Figure 62 on page 84] This panel displays all of the available components of
AON. If a component (like AON/SNA) is not available, the name of the
component on the panel is not available.
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EZLKOOOO AON: Operator Commands Main Menu CNMO1

Select an option

Tutorial

AON Base Functions
SNA Automation
TCP/IP Automation

w N e o

Command ===>
F1=Help F2=End F3=Return F6=Ro11
F12=Cancel

-

Figure 62. AON: Operator Commands Main Menu panel

3. Type 2 in the entry field, which is located to the left of the first option.

4. Press Enter.

AON displays the SNA Automation: Menu panel shown in [Figure 63 on page]
. Use this panel to access all the functions of AON/SNA.

Note: You can also display the AON/SNA operator interface by entering
AONSNA on any command line within NetView, AON, or from the
other AON components, provided these components are installed and
initialized on your system.

Ve
FKVK0000 SNA Automation: Menu CNMO1

Select an option

Tutorial

Help Desk

SNAMAP

VTAM Options Management

NetStat

VTAM Commands

APPN menu

Switched Network Backup menu

X.25 menu

NCP Recovery Definitions (NCP name= )

OCOoONOTOT P WN — O

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel

-

Figure 63. SNA Automation: Menu panel
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Using the SNA Help Desk

The SNA Help Desk is an application program that enables NetView operators to
solve network problems and to support users. The SNA Help Desk systematically
finds the cause of the network problems and helps you perform recovery actions
through a series of panels. The SNA Help Desk resolves network problems for
AON/SNA by primarily attending to SNA resources with support for remote
systems and NetView Access Services IDs (NVAS).

The SNA Help Desk enables you to select a resource and recycle it. The SNA Help
Desk also enables you to use the problem determination panels to solve problems
with that resource. Because AON/SNA performs problem determination through
the operator interface panels, you receive immediate feedback on the status of a
resource with any possible problems highlighted.

The SNA Help Desk enables you to view a resource and its higher connected
nodes. This contrasts with SNAMAP that enables you to zoom to lower connected
nodes.

The SNA Help Desk enables inexperienced help desk operators to solve network
problems. The resource name is the only required field, so all you need to know is
the terminal ID of the user. After you enter the terminal ID into the system, the
SNA Help Desk displays a pictorial representation of how the terminal of the user
is attached to the system.

If your enterprise installed NetView Access Services (NVAS), you can select the
NetView Access Services IDs (NVAS) option. This option determines the location of
network problems using the user ID of the caller, thus eliminating the need to
know even the terminal ID.

To increase your productivity, the SNA Help Desk:
* Reduces the amount of input you enter
* Automates problem determination

* Enables you to be productive immediately, even if you do not know the network
configuration

¢ Teaches problem determination skills while you resolve network failures

To recover resources in another NetView domain, AON/SNA needs an active NNT
or remote command (RMTCMD) NetView session with domains other than the one
on which AON/SNA is located. This connection is necessary for the SNA Help
Desk to find resources that are not on the operator's domain. If you need to
establish these sessions, use the AON CDLOG command to go directly to the panel
for establishing those sessions.

Accessing the SNA Help Desk

To display the SNA Help Desk, select the Help Desk option on the SNA
Automation: Menu panel, or use the fast path command or a panel synonym.
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Ve
FKVK0000 SNA Automation: Menu CNMO1

Select an option
1 Tutorial

Help Desk

SNAMAP

VTAM Options Management

NetStat

VTAM Commands

APPN menu

Switched Network Backup menu

X.25 menu

NCP Recovery Definitions (NCP name= )

OLCONOOT B WN — O

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel

-

Figure 64. Selecting the SNA Automation Help Desk

To display the SNA Help Desk from the SNA Automation: Menu panel:
1. Type 1 in the entry field.
2. Press Enter.

AON/SNA displays the SNA Automation: Help Desk panel shown in
[Figure 63

Note: You can also display the SNA Automation: Help Desk panel by typing
AON 2.1 or SNAHD on any command line and pressing Enter.

/'FKVKIOOO SNA Automation: Help Desk
*k k% * *% *% *% ** *k%k *kkk*k *%
* % * k% *% *kkk *% *% *% *% *% *%
*% k%% **k k% *% *% *% *kk*k *% *kkk*k *% *% *kkk *kkkk *k k%
*% *% *% *% ** *%k k% **k k% *k k% *k%
*% k% kkk k% *% *% *%k kkkkkk *% *% *%k k% *k khkkkkk *% *kk*k
* *k k% **k k% ** *% *% k% *% ** *%k k% *k k% **x k% k%
*kk*k *% * k% * % *%x *% *kk*k *kkk *kkkk *kkkk *kkk *kkkk *% *%
*%
*%
Enter name...:

Select option: . Recycle resource
. Problem Determination
. NetView Access Services User ID

. NetView Help Desk

S WN =

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel

-

Figure 65. SNA Automation: Help Desk Panel

3. Type the terminal ID of the user in the Enter name field.
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4. Type the number of the option you want in the Select option entry field. You

can select one of the following options:

Recycle resource
Attempts to activate the resource and its hierarchy.

Problem Determination
Displays the status of the resource and its higher node to help
determine the problem.

NetView Access Services User ID

Enables you to use a NetView Access Services user ID to start problem

determination.

NetView Help Desk
This option takes you to the main NetView Help Desk facility.

5. Press Enter.

AON/SNA displays the panel for the option you selected. See the following

sections for more information about those options.

Recycling resources

When you recycle a resource, AON/SNA attempts to deactivate and then activate

the resource. Before attempting to activate the resource you select, AON/SNA

checks all of the higher nodes to determine the highest inactive node and tries to

recycle those nodes first.

For example, to recycle a resource from the SNA Automation: Help Desk panel
shown in [Figure 66 on page 87| do the following:

1. Type the terminal ID in the Enter name field, as shown in This
example uses the TA1PT209 terminal ID.

2. Type 1 in the entry field.

3. Press Enter.

FKVK1000 SNA Automation: Help Desk
*kk*k * *% *% * % *% *k*k *kkkk *%
*% * k% *% *kk*k *% *% *% ** *% *%
*% *kk kk k% *% *% *% *kkk *% *kkkk *% *% *kkk *kkkk *k k%
*% *% *% *% *% *%k k% **x k% *% k% *k%k
*% *k kkk k% *% *% *k khkhkhkhkk *% *% *%k k% *k kkkkkk *% *kkk
* *% k% *k k% *% *% *% k% *% *% *%k k% **k k% *k Kk k%
*kkk *% * k% *% *% *% *kk*k *kkk *khkkk *kkk*k *k k% *khkkkk ** *%
*%
*%
Enter name...: TALPT209
Select option: 1 1. Recycle resource
2. Problem Determination
3. NetView Access Services User ID
n. NetView Help Desk
EZL333I PU TA1PT209 ON CNMO1 HAS BEEN RECYCLED
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel

-

Figure 66. Message Indicating Recycled Resources — SNA Automation: Help Desk
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If AON/SNA cannot activate the resource, it displays a panel that displays a
message, explaining the current status of the resource. [Figure 66 on page 87 shows
a message that indicates AON/SNA successfully recycled the resource.

When AON/SNA cannot recycle the resource, it displays an Operator Command

Interface: SNA Help Desk panel shown in

Ve
FKVK1RC1 Operator Command Interface: SNA Help Desk CNMO1

Current Status of PU : TAIP519A is NEVAC
Resource Domain is: CNMO1

Select one of the following or Press F12 to Cancel:

View Status Information for NEVAC

Force activate resource

View Hardware Monitor for LINE : TA1L5019
View terminal Error Code explanation

View X.25 Error Code explanation

View Sense Code Information for 08220000

oSO WN

EZL910I ENTER A SELECTION
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
- J

Figure 67. Operator Command Interface: SNA Help Desk Panel

shows the domain that you are on and the status of the resource. To use
this panel, do the following:

1. Type the number of the command you want to process in the entry field. You
can select one of the following options:

View Status information
Displays the status of the resource. Provides an explanation of the
status as supplied by the NetView STATUS command.

Force activate resource
Tries to force the resource active.

View Hardware Monitor
Displays the most recent events for the highest inactive node of the
resource.

View terminal Error Code
Displays a pop-up window, prompting you for a three-letter error code
that you get from the person who called. You see an explanation of the
terminal error code.

View X.25 Error Code explanation
Provides an explanation of the five-character error code provided by
the person who called.

View Sense Code Information
Displays any sense code data and provides an explanation of it. This
field might show sense code data when a VARY active occurs. You can
look at this information using the NetView SENSE command. If there is
no sense data, AON/SNA sets the sense field to 00000000.
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2. Press Enter.
AON/SNA processes the command you selected.

Determining Problem Cause

AON/SNA displays a panel that shows the pictorial representation of your
network and displays a message that explains the status of the resource. For
example, if the resource is active, AON/SNA displays a message similar to the
following:

EZLO43I TA1PT209 IS ACTIVE

You can use the SNA Help Desk to determine the cause of network problems. For
example, suppose a user, whose terminal ID is RL523A1, detects problems. The
user calls the help desk operator, who enters the terminal ID on the AON Help
Desk panel. The AON/SNA Help Desk determines that the terminal is a SNA
resource, so it displays the SNA Automation: Help Desk panel shown in

‘ FKVK1000 SNA Automation: Help Desk h
*kk*k * *% *% *% *% *k*k *kkkk *%
*% * k% *% *kk*k *% *% *% ** *% *%
*% *kk kk k% *% *% *% *kk*k *%x *kkkk *% *% *kkk kkkkk k*k k%
*% *% *% *% *% *% k% **x k% *% *% *k%
*% k% kkk k% *% *% *k kkkkkk *% *% *%k k% *k khkkkkk *% *kkk
* **k k% *%k k% *% *% *% k% *% *% *%k k% *%x k% *%k kk k%
*kkk *% * k% *% *% *% *khk*k *kkk *khkkk *kkk*k *kkk *khkkkk *% *%
*%
*%
Enter name...: RL523A1
Select option: 2 1. Recycle resource
2. Problem Determination
3. NetView Access Services User ID
n. NetView Help Desk
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o %

Figure 68. SNA Automation: Help Desk panel — Selecting Problem Determination

To use the Problem Determination option on the SNA Automation: Help Desk
panel:

1. Type the terminal ID in the Enter name field. This example uses the RL523A1
terminal ID.

2. Type 2 in the entry field.
3. Press Enter.

AON/SNA displays the Operator Command Interface: SNA Help Desk panel
shown in [Figure 69 on page 90}
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- N
FKVK1300 Operator Command Interface: SNA Help Desk CNMO1
Resource Domain:CNMO1
MAJNODE LINE NAME  PHYSICAL UNIT LOGICAL UNIT
TAIN500 TA1L5023 TA1P523A : -- RL523A1
ACTIV NEVAC NEVAC NEVAC

-

Enter Selection:

_ 1. Terminal or X.25
Code:
2. View Sense Data:
Tab to Resource and Press F4 for Commands 00000000

FKV333I RL523A1 IS NEVAC DUE TO LINE TA1L5023. PRESS F11 FOR ERROR DETAILS
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
F10=Codes F11=ErrDet F12=Cancel

J

Figure 69. Color-Coded Resource Hierarchy

shows the resource hierarchy. This panel is color-coded to indicate the
status of the resources. Because the line is not active, the line, the PU, and the
LU all display in red on the panel. The red is represented in boldface in
. The line, the PU, and the LU each have a status of NEVAC (never
active).

The selection menu in the lower right corner of the panel shows any sense
codes or error codes associated with the problem. If you know the sense code
data or the X.25 code, you can select these options for further information.
Press F10 to move to the Enter Selection entry field or press the Tab key to
move the cursor to the resource. On the Operator Command Interface: SNA
Help Desk panel the cursor is positioned at the failing resource.

If the resource is not active, AON/SNA enables the F11 key. In this scenario,
the message on the Operator Command Interface: SNA Help Desk panel
instructs you to press F11 for error details and to continue with problem
determination. Although the LU that you are investigating is RL523A1, the
message displayed at the bottom of the panel in reveals that the line
is the source of the problem.

Press F11.

AON/SNA displays the SNA Help Desk Problem Determination panel shown
in|Figure 70 on page 91|
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4 N
FKVK1111 SNA Help Desk: LU : RL523A1 CNMO1
Problem Determination:
Resource RL523A1 on Domain CNMO1 is not active and
not in CONCT state.
Choose one of the following options or Press F12 to Return:
_ 1. Activate the Hierarchy for the resource
2. Force Recycle the resource
3. SNBU Connect PU TA1P523A
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
N J

Figure 70. SNA Help Desk Problem Determination panel

shows the error message at the top of the panel. The panel lists actions to
take to attempt to solve the problem. The Problem Determination panel provides
the following actions:

Activate the Hierarchy for the resource
Attempts to activate the hierarchy of the resource starting from the highest
inactive resource to the resource you entered.

Force Recycle the resource
Attempts to deactivate, then activate the resource you entered.

SNBU Connect PU
Takes you to SNBU so you can initiate the dial backup connection.

See the following sections for more information about these options.

Activating the hierarchy
You can use the Problem Determination panel to activate the LU and the other
resources in its hierarchy (the PU and the line). To do this, follow these steps:

1. Type 1 in the entry field shown in [Figure 71 on page 92|

2. Press Enter.

AON/SNA attempts to activate all of the resources in the hierarchy, starting
from the highest inactive resource continuing down to the resource you entered
on the panel.
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FKVK1111 SNA Help Desk: LU : RL523A1 CNMO1
Problem Determination:

Resource RL523A1 on Domain CNMO1 is not active and
not in CONCT state.

Choose one of the following options or Press F12 to Return:
1 1. Activate the Hierarchy for the resource

2. Force Recycle the resource

3 SNBU Connect PU

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 71. Activating the Hierarchy for the Resource

AON/SNA cannot always resolve the problem by activating the hierarchy for the
resource. shows a message indicating that AON/SNA did not activate
the hierarchy for RL523A1.

e N
FKVK1111 SNA Help Desk: LU : RL523A1 CNMO1
Problem Determination:
Resource RL523A1 on Domain CNMO1 1is not active and
not in CONCT state.
Choose one of the following options or Press F12 to Return:
_ 1. Activate the Hierarchy for the resource
2. Force Recycle the resource
3 SNBU Connect PU
FKV339I UNABLE TO ACTIVATE THE HIERARCHY FOR RL523A1. SENSECODE=08220000
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 72. Unable to Activate Message on the Problem Determination Panel

If AON/SNA did not activate the resource, try the Force Recycle the resource
option (option 2) on the Problem Determination panel. To force the recycle of a
resource on the Problem Determination panel as shown in the panel in :
1. Type 2 in the entry field.
2. Press Enter.
If AON/SNA successfully activates the resource, it returns a message similar to
the one that is shown in boldface in [Figure 66 on page 87 If AON/SNA cannot
recycle the resource, it displays a message similar to the following:

EZL3341 UNABLE TO VARY restype resname ON domain ACTIVE
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Beginning with NetView V5R4, the SNBU Connect PU option is deprecated.

Using Problem Determination Commands
The Operator Command Interface: SNA Help Desk panel enables you to issue
commands for a resource. To issue commands, press the F4 function key.

AON/SNA displays a pop-up command window that lists the commands you can
issue for the resource you select. To issue a command for a resource:

1. Press the Tab key to move the cursor to the resource you want.
2. Press F4.
AON/SNA displays a pop-up command window with the commands you can
issue for that resource. shows the command window for the
TA1PT209 resource.
4 N
FKVK1401 Operator Command Interface: SNA Help Desk CNMO1
Resource Domain: CNMO1
MAJNODE LINE NAME PU_T2.1
TAIN400 JOEEEF = 500000000000000000000000000000000
: O : ID: TALPT209
8600000006000000060000008 : ACTIV
ACTIV ACTIV 1. Recycle TA1PT209
2. AutoView
SWITCHED SNA MAJOR NODE 3. SNAMAP
4. List LUs
........................ 5. DDF Details
SWTOKO1 ¢ mmmmmmmmmmmm- 6. Automation Commands
........................ 7. NetView Commands
ACTIV 8 8
¢ Fl=Help F12=Cancel :
Tab to Resource and Press F4 for Commands ....ieiiiiiiiiininnnnnnnnnnnnnst
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
F10=Codes F11=ErrDet F12=Cancel
. %
Figure 73. Operator Command Interface: SNA Help Desk panel with Pop-up Command
Window
3. Type the number for the command that you want to issue in the entry field of

the pop-up window. You can select one of the following commands:

Recycle resname
Forces the resource inactive, then activates the resource. See|“Recycling]

[resources” on page 87] for more information about recycling resources.

AutoView
Displays the current automation setting for a resource. These settings
include the status of a resource, and the recovery, threshold, and
monitoring settings. You can change the settings.

SNAMAP
Displays a map of the resource. You can zoom in on the resource to see
the connecting lower nodes. You can also enter commands from the
panel that is displayed.

DDF Details
Takes you to the Dynamic Display Facility (DDF) panel that shows the
details for the resource. This panel also displays a message.
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Automation commands
Displays the Automation Commands panel. See |“Using the Automation|
for more details about the commands available on this

panel.

NetView commands
Displays the NetView Commands panel. See [“Issuing NetView]
|Commands” on page 95| for more details about the commands available
on this panel.

4. Press Enter.
AON/SNA issues the command that you selected.

Using the Automation Commands: You can use the Automation Commands
panel to issue commands that control automation. You can access this panel by
selecting Automation Commands from a pop-up command window shown in
[Figure 73 on page 93] To issue automation commands:

1. Type 6 in the entry field on the pop-up command window.
2. Press Enter.
AON/SNA displays the SNA Help Desk Automation Commands panel shown

in [Figure 74

s
FKVK1ACM SNA Help Desk CNMO1
Automation Commands

Current Resource Name: TA1PT209
Select a command:

Automation Flag
Thresholds

Monitor Intervals
Active Monitoring
SNBU Connect

Change SNBU Speed
Automation Definition
Status History
LUDRPOOL

OOoONOO B WN =

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11

F12=Cancel
o J

Figure 74. Using the SNA Help Desk Automation Commands panel

3. Type the number of the command you want in the entry field. You can select
one of the following commands:

Automation Flag
Enables you to set, change, or delete the automation recovery settings
in the control file.

Thresholds
Enables you to set, change, or delete the threshold settings in the
control file.

Monitor Intervals
Enables you to set or change the monitoring intervals.
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Active Monitoring
Enables you to set or change active monitoring.

SNBU Connect
Enables you to change the SNBU connection, if SNBU is one of your
resources.

Change SNBU Speed
Enables you to change the modem speed, if SNBU is one of your
resources.

Automation Definition
Displays the configuration data for this resource.

Status History
Displays all the status information for this resource.

LUDRPOOL
Displays X.25 results from the LUDRPOOL command.
4. Press Enter.
AON/SNA issues the command that you selected.

Issuing NetView Commands: You can issue six different NetView commands
from the NetView Commands panel. You can access this panel by selecting
NetView Commands from a pop-up command window shown in
page 93| To issue NetView commands:

1. Type 7 in the entry field on the pop-up commands window.

2. Press Enter.

AON/SNA displays the SNA Help Desk NetView Commands panel shown in
[Figure 73

4 N
FKVKINCM SNA Help Desk CNMO1
NetView Commands
Current Resource Name: TA1PT209
Resource Domain : CNMO1
Select a command:
_ 1. Hardware Monitor
2. Session Monitor
3. Timer
4. Activate
5. Inactivate
6. Help Status ACTIV--L--
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
N\ %

Figure 75. Using the SNA Help Desk NetView Commands panel

3. Type the number of the command you want in the entry field. You can select
one of the following commands:

Hardware Monitor
Displays the most recent events for the resource.
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Session Monitor
Displays the summary information for the latest response time.

Timer Enables you to set or change the timers for the resource.

Activate
Attempts to activate the resource.

Inactivate
Attempts to deactivate the resource.

Help Status
Shows the status of the resource that is displayed in the Current
Resource Name field on the NetView Commands panel.

4. Press Enter.
AON/SNA issues the command that you selected.

Using NetView Access Services (NVAS)

NetView Access Services (NVAS) provides simultaneous access to one or several
applications from a single terminal, using one user ID and password. The
applications include any of the following:

* System (for example, CICS®)

e Subsystem (for example, TSO/E)

* Application

* Transaction within a system

AON/SNA supports only the relay mode sessions for NetView Access Services
(NVAS).

To select NetView Access Services from the SNA Automation: Help Desk panel
shown in [Figure 76 on page 97}

1. Type your NVAS user ID in the Enter name field.
2. Type 3 in the entry field.
3. Press Enter.
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/FKVKIOOO SNA Automation: Help Desk h
*kk%k * ** *% *% ** *k%k *kkk*k *%
*% * k% *% *kkk *% ** *% *% *% *%
** *kk kk k% *% ** ** *kk*k *% *kkkk ** *% *kkk *kkkkk kk k%
*% *% *% *% *% *% k% *% k% ** k% *k%
*% *%x kkk k% *% *% *k khkhkkhkk *% *% *% k% *%k kkkkkk *% *kkk
* k% k% *%k k% *% *% ** *% *% *% *k k% *%k k% *% k% k%
*kkk ** * k% *% *% *% *kkk *kkk *kkkk *kkkk *kkk *kkkk *% **

*%
* %

Enter name...: OPER1__
Select option: 3 1. Recycle resource

2. Problem Determination
3

n

. NetView Access Services User ID
. NetView Help Desk

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11

F12=Cancel
o %

Figure 76. Selecting the Option for NetView Access Services (NVAS) Problems

AON/SNA displays the SNA Help Desk panel for NetView Access Services shown

in [Figure 77

/ N
FKVKCHP1 Operator Command Interface: SNA Help Desk CNMO1
NetView Access Services: EMSO1
USERID= OPER1 GROUP= PROD
Enter a Non-blank character next to selection to Cancel. Then press enter.
Terminal Address Relay LUs Application LUs ACB Type
_ TAITT170 _ EMSO1FO01 AONO1026 I
_ EMSO1F03 AON06012 ]
_ EMSO1FO1 AONO5012 I
_ EMSO1F02 AONO4008 ]
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Rol11
\F7=Backward F8=Forward F12=Cancel )

Figure 77. SNA Help Desk panel for NetView Access Services

The SNA Help Desk panel for NetView Access Services lists all available
applications that are active for your user ID. The SNA Help Desk panel for
NetView Access Services can display up to 99 applications for a single NetView
Access Services user ID. You can use the F7 and F8 function keys to look at all of
the applications.

The SNA Help Desk panel for NetView Access Services displays information about
the ID and what LUs the ID is logged on to. From here, you can cancel the
NetView Access Services user ID. This action cancels one or more of the
applications under the NetView Access Services user ID.
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The SNA Help Desk panel for NetView Access Services provides the following
information for the user ID:

Terminal Address
The address on which the NetView Access Services user ID is logged on. If
the address shows as DISCONNECTED, the ID is disconnected. However,
AON/SNA might still run applications that you originally logged on to by
the user ID.

Relay LU
The pseudo terminal name given when an application is selected by the
NetView Access Services user ID. If the name shows as NO SESSIONS, the
NetView Access Services user 1D is logged on and is currently on the
selection list.

Application LU
The primary logical unit for the application. The naming conventions are
important to help identify the application.

ACB Type
Explains the type of session the ID is logged on to. The settings are:
U Unique
I Individual
S Shared

A shared session is a special case because it uses the same relay LU as the other
NetView Access Services user ID. To cancel a relay LU that is shared, AON/SNA
cancels the terminal address instead. If AON/SNA cancels a shared user ID, the
user of that ID can log on to NetView Access Services with that ID and issue the
LF command against the application that is stopped.

Canceling a NetView Access Services user ID
To cancel a NetView Access Services user ID and all NetView Access Services
applications:

1. Type a non-blank character in the entry field next to the terminal address.
2. Press Enter.

AON/SNA cancels the NetView Access Services user ID and all the NetView
Access Services applications.

To cancel one or more applications running under the NetView Access Services
user ID:

1. Press the Tab key to move the cursor to the Relay LUs column.

2. Type a non-blank character in the entry field next to the relay LUs and
applications you want to cancel.

3. Press Enter.
AON/SNA cancels the applications you selected.

To cancel any other type of ACB session:
1. Type a non-blank character in the entry field next to the terminal address.
2. Press Enter.

AON/SNA cancels the ACB session you selected.

Attention: AON/SNA does not display a confirmation panel before canceling the
NetView Access Services user ID. Use this function carefully.
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Chapter 11. Using SNAMAP

SNAMAP provides a tool to view a list of all the resources on a domain. You
create the list by selecting one of the following resource types:

* Major nodes

* Applications

* Cross-domain resource managers

* Cross-domain resources

* Link stations

* Cluster controllers

¢ Terminals

» User entered resource name

SNAMAP displays lower connected nodes. This contrasts with the SNA Help Desk
which provides a view of a resource and its connected higher nodes.

Vs
FKVK0000 SNA Automation: Menu CNMO1

Select an option
2 Tutorial

Help Desk

SNAMAP

VTAM Options Management

NetStat

VTAM Commands

APPN menu

Switched Network Backup menu

X.25 menu

NCP Recovery Definitions (NCP name= )

LCoOoONOTGTEWNEF—EO

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11

F12=Cancel
- J

Figure 78. Selecting SNAMAP on the SNA Automation: Menu panel

To use SNAMAP:
1. Tie 2 in the entry field on the SNA Automation: Menu panel shown in

Figure 78
2. Press Enter.

AON/SNA displays the SNA Automation: SNAMAP panel shown in

Note: You can also get to the SNA Automation: SNAMAP panel by typing
AON 2.2 or SNAMAP on any command line and pressing Enter.
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FKVK2000 SNA Automation: SNAMAP CNMO1

Select an option
1 1. Major Nodes

. Applications

. Cross Domain Resource Managers

. Cross Domain Resources

. Link Stations

. Cluster Controllers

. Terminals

CONOOT P~ WN -

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11

F12=Cancel
o J

Figure 79. SNA Automation: SNAMAP panel

3. Type the number of the option you want in the entry field. This example selects
option 1 (Major Nodes) shown in

4. Press Enter.
AON/SNA displays the Operator Command Interface: SNAMAP panel shown

in[Figure 80
4 N
FKVK2100 Operator Command Interface: SNAMAP CNMO1
Type an action code. Then press Enter. More  +
1=Activate 2=Inactivate
Type Status
_ VTAMSEG APPL SEGMENT ACTIV
_AOIMPU PU T4/5 MAJ NODE ACTIV
_ ISTPDILU CDRSC SEGMENT ACTIV
_ISTADJCP ADJCP MAJOR NODE ACTIV
_ ISTCDRDY CDRSC SEGMENT ACTIV
_ ISTDSWMN SW SNA MAJ NODE ACTIV
_ TAIN100 PU T4/5 MAJ NODE ACTIV
_ AONIAPPC APPL SEGMENT ACTIV
_ AN22E01 APPL SEGMENT ACTIV
_ AN23E02 APPL SEGMENT ACTIV
_A023E01 APPL SEGMENT ACTIV
_ AN23E1A APPL SEGMENT ACTIV
_ AN23EVP APPL SEGMENT ACTIV
_ AO1EMS APPL SEGMENT ACTIV
_ AQLTCPIP APPL SEGMENT ACTIV
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
F7=Backward F8=Forward F11=Zoom F12=Cancel )

Figure 80. Operator Command Interface: SNAMAP panel

The Operator Command Interface: SNAMAP panel lists the available resources
and shows the type and status of each resource. Press the F7 and F8 function
keys to scroll through the list of resources if they are displayed on more than
one panel.

You can use one of the following action codes on a specified resource:
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1=Activate

Activates the resource you specify
2=Inactivate

Deactivates the resource you specify

See the following sections for more information about activating and
deactivating a resource.

Activating resources

You can activate a specific resource from the Operator Command Interface:
SNAMAP panel. For example, to activate the AN23E(2 resource:

1. Press the Tab key to move the cursor to the AN23E(2 resource, as shown on
the Operator Command Interface: SNAMAP panel in [Figure 80 on page 100}
2. Type 1 in the entry field beside the AN23E02 resource.
3. Press Enter.
AON/SNA displays a message indicating that the resource is now active, as
shown in
4 N\
FKVK2100 Operator Command Interface: SNAMAP CNMO1
Type an action code. Then press Enter. More: +
1=Activate 2=Inactivate
Type Status
_ VTAMSEG APPL SEGMENT ACTIV
_AO01MPU PU T4/5 MAJ NODE ACTIV
_ ISTPDILU CDRSC SEGMENT ACTIV
_ ISTADJCP ADJCP MAJOR NODE ACTIV
_ ISTCDRDY CDRSC SEGMENT ACTIV
_ TAIN100 PU T4/5 MAJ NODE ACTIV
AON1APPC APPL SEGMENT ACTIV
_ AN22EO1 APPL SEGMENT ACTIV
*  AN23E02 APPL SEGMENT ACTIV
_ A023E01 APPL SEGMENT ACTIV
~ AN23EIA APPL SEGMENT ACTIV
_AOLEMS APPL SEGMENT ACTIV
_ AQITCPIP APPL SEGMENT ACTIV
_AO1TSO APPL SEGMENT ACTIV
_ CDRMO1 CDRM SEGMENT ACTIV
IST11321 AN23E62 IS ACTIVE, TYPE = APPL SEGMENT
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
F7=Backward F8=Forward F11=Zoom F12=Cancel )

Figure 81. Activate Message

Deactivating resources

You can deactivate a specific resource from the Operator Command Interface:
SNAMAP panel. For example, to deactivate the AON1APPC resource:

1.

Press the Tab key to move the cursor to the AON1APPC resource, as shown on
the Operator Command Interface: SNAMAP panel in [Figure 80 on page 100}

Type 2 in the entry field beside the AON1APPC resource.
Press Enter.

AON/SNA displays a message indicating that the resource is now inactive, as
shown in [Figure 82 on page 102}
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/FKVKZIOO Operator Command Interface: SNAMAP CNMO1 h
Type an action code. Then press Enter. More: +
1=Activate 2=Inactivate
Type Status
_ VTAMSEG APPL SEGMENT ACTIV
_ AOIMPU PU T4/5 MAJ NODE ACTIV
_ ISTPDILU CDRSC SEGMENT ACTIV
_ISTADJCP ADJCP MAJOR NODE ACTIV
_ ISTCDRDY CDRSC SEGMENT ACTIV
_ ISTDSWMN SW SNA MAJ NODE ACTIV
_ TAIN100 PU T4/5 MAJ NODE ACTIV
* AON1APPC APPL SEGMENT ACTIV
_ AN22E01 APPL SEGMENT ACTIV
_ AN23E02 APPL SEGMENT ACTIV
_A023E01 APPL SEGMENT ACTIV
_ AN23E1A APPL SEGMENT ACTIV
_ AOQLEMS APPL SEGMENT ACTIV
_AOLTCPIP APPL SEGMENT ACTIV
_AO1TSO APPL SEGMENT ACTIV
IST1133I AON1APPC IS NOW INACTIVE, TYPE = APPL SEGMENT
Command ===>
F1=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
F7=Backward F8=Forward F11=Zoom F12=Cancel

Figure 82. Deactivate Message

4. Press F5 to refresh the panel.

You can also press the F4 function key to display the pop-up command window, or
the F11 function key to display the next level of information for a resource. Both of
these function keys are cursor sensitive and display the information for the
resource at the position of the cursor. The following sections describe the use of
these keys.

Viewing lower connected nodes

You can use the F11 function key to view the connected lower nodes for a specific
resource. AON/SNA labels this function key as a zoom key. To see the connected
lower nodes:

1. On the Operator Command Interface: SNAMAP panel, press the Tab key to
move the cursor to the resource you want. This example shows the TAIN100
resource.

2. Press F11.

AON/SNA displays the lower connected nodes for the TAIN100 resource in a
pop-up window on the right side of the panel shown in [Figure 83 on page 103}
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FKVK2110 Operator Command Interface: SNAMAP CNMO1
Type an action code. Then press Enter. More  +

1=Activate 2=Inactivate

_ VTAMSEG : Type an action code. Then press Enter. More: +

_ AOIMPU ¢ l=Activate 2=Inactivate

_ISTPDILU 8 Type Status

_ISTADJCP : _ TAO7LNPA LINES ACTIV----T

_ ISTCDRDY : _ TAO7L000 LINES NEVAC

_ ISTDSWMN : _ TAG7L004 LINES NEVAC

_ TAIN100 : _ LO7CA000 LINES NEVAC

_ AONIAPPC : _ LO7CA001 LINES NEVAC

_ AN22E01 : _ LO7CA002 LINES NEVAC

_ AN23E02 : _ Le7CA003 LINES NEVAC

_A023E01 : _ Le7CA004 LINES NEVAC

_ AN23EIA :

_ AN23EVP : Fl=Help F3=Return F4=Commands F5=Refresh F6=Roll

_ AOIEMS : F7=Backward F8=Forward F11=Zoom F12=Cancel :

_Ao1TcpIP
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
F7=Backward F8=Forward Fl1=Zoom F12=Cancel

Figure 83. Viewing lower connected nodes

You can activate or deactivate the resources listed in the pop-up window. For more
information about activating and deactivating the resources, see [*Activatin
fresources” on page 101|and [“Deactivating resources” on page 101/

Using SNAMAP pop-up commands

You can use the F4 function key to display a list of pop-up commands that you can
issue for a specified resource. For example, you might want to display the status
history of a resource before you activate it.

To display the command list and issue a command:

1. On the Operator Command Interface: SNAMAP panel, press the Tab key to
move the cursor to the resource you want. This example shows the TAO7ZLNPA
resource.

2. Press F4.

AON/SNA displays the commands you can use in a pop-up window on the
right side of the panel shown in [Figure 84 on page 104
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/FKVK2111 Operator Command Interface: SNAMAP CNMO1 h
Type an action code. Then press Enter. More +
l1=Activate 2=Inactivate = iiiiiiieeiiiiiseensennsen

............................... : ID: TA@7LNPA

_ VTAMSEG : Type an action code. Then pre : More: +
_ AOIMPU : 1l=Activate 2=Inactivate
_ ISTPDILU B Type : 5 1. Activate
_ISTADJCP : _ TAO7LNPA LINES : 2. AutoView
_ ISTCDRDY : _ TAO7L000 LINES 3. Display
_ ISTDSWMN : _ TAO7L004 LINES 4. Display Config : :
_ TA1IN100 : _ LO7CA00O LINES 5. Display History : :
_ AONIAPPC : _ LO7CA0O1 LINES 6. Help Desk
_ AN22E01 ¢ _ LO7CA002 LINES 7. Inactivate
_ AN23E02 : _ LO7CA003 LINES 8 8
_A023E01 : _ LO7CA004 LINES  : Fl=Help F12=Cancel : :
_ AN23E1A B 80000000000000000000000008 8
_ AN23EVP : Fl=Help F3=Return F4=Commands F5=Refresh F6=Rol1l
_ AOIEMS : F7=Backward F8=Forward F11=Zoom Fl12=Cancel :
_Ao1TCPIP
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Commands  F5=Refresh F6=Ro11
F7=Backward F8=Forward F11=Zoom F12=Cancel

Figure 84. Displaying the Command List Pop-up panel

3. Type the number of the command you want to issue in the entry field in the
pop-up command window. In this example, you can issue one of the following
commands:

Activate
Activates the resource.

AutoView
Shows all the automation settings for the resource and enables you to
change the settings.
Display
Displays the details about this resource.
Display Config
Displays the control file for the resource.
Display History
Displays the status file history for the resource.
Help Desk

Displays the problem determination information from the SNA Help
Desk.

Inactivate
Deactivates the resource.

Monitor
Displays the monitoring intervals for the resource.

Recovery
Displays the recovery settings for the resource.

Thresholds
Displays the error threshold settings for the resource.

Timer Displays the timer settings for the resource.
Press the F7 and F8 function keys to scroll through the list of commands.
4. Press Enter.
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AON/SNA processes the command you selected.

Chapter 11. Using SNAMAP 105



106  User's Guide: Automated Operations Network



Chapter 12. Displaying network status

To display the status of specified resource groups, use the NetStat option. To check
the status of your network, specify the type of resource and which resources of
that type to display.

Ve
FKVK0000 SNA Automation: Menu CNMO1

Select an option
4 Tutorial

Help Desk

SNAMAP

VTAM Options Management

NetStat

VTAM Commands

APPN menu

Switched Network Backup menu

X.25 menu

NCP Recovery Definitions (NCP name= )

OLCoOoONOTOTPEWNFEO

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
- J

Figure 85. SNA Automation: Menu Panel — Selecting the NetStat option

To check the status of your network from the SNA Automation: Menu panel:
1. Type 4 in the entry field.
2. Press Enter.

AON/SNA displays the SNA Automation: NetStat panel shown in

Note: You can also display the NetStat panel by typing AON 2.4 or NETSTAT
on any command line and pressing Enter.
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FKVK4000 SNA Automation: NetStat CNMO1

Select a Type 1 1. A1l

2. Physical resources

3. Applications

4. Cross Domain Resource Managers
5

. Cross Domain Resources

Select Scope 2 1. Al
2. Not active (EXCEPT)
3.
Check Automation: 1 (1=Yes 2=No)
Send to DDF.....: 2 (1=Yes 2=No)

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 86. SNA Automation: NetStat panel

3. Type the number of the resource type you want in the Select a Type entry
field. You can select one of the following options:

All Displays all known resources. The default is All.

Physical resources
Displays only the physical resources. For example, this option displays
NCPs, lines, PUs, and LUs.

Applications
Displays all of the applications.

Cross Domain Resource Managers
Displays all of the cross-domain resource managers.

Cross Domain Resources
Displays all the cross-domain resources.
4. Type the number of the scope you want in the Select Scope entry field. You
can select one of the following options:
All Displays all resources regardless of their status.

Not active (EXCEPT)
Displays all resources currently not in an active state. The default is
EXCEPT.

User-defined field
Displays the scope of resources you specify. If you do not want to
display resources with a certain status, type an ~ before the status.

5. Specify whether you want to check automation. You can specify one of the
following values:

1=Yes Checks the recovery setting for the resource before it displays the
resource. If you specify Yes and recovery is turned off, the resource is
not displayed. This is the default.

2=No Does not check automation.

6. Specify if you want to send the resource to DDF. You can specify one of the
following values:
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1=Yes Updates DDF with the status of the resource you display. Specify Yes to

reset the status of the resource or reload DDF.

2=No Does not update DDF with the status of the resource. The default is No.

7. Press Enter.

AON/SNA displays the status of the resourc

Command Interface: NetStat panel shown in

es you specified on the Operator

/FKVK4100 Operator Command Interface: NetStat CNMO1 h
More: +

Name Type Status
TA27 CDRM NEVAC
TAO7LNPA LINE NEVAC
TAO7L000 LINE NEVAC
TAO7LO04 LINE NEVAC
L07CA000 LINE NEVAC
LO7CA001 LINE NEVAC
L07CA002 LINE NEVAC
LO7CA003 LINE NEVAC
LO7CAO04 LINE NEVAC
LO7CA005 LINE NEVAC
L07CAO06 LINE NEVAC
LO7CA007 LINE NEVAC
LO7CA009 LINE NEVAC
LO7CAO10 LINE NEVAC

Command ===>

Fl=Help F2=Main Menu  F3=Return F6=Ro11

F7=Backward F8=Forward F12=Cancel )

Figure 87. Operator Command Interface: NetStat Panel

Note: For information about the programmatic interface to the AON NETSTAT

function, see the SNA resource automation information, see [“SNA Resource

[Automation (FKVESYNC)” on page 387
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Chapter 13. Issuing VTAM commands

To issue VTAM commands and see the results of the commands on a panel, use
the VTAM commands option on the SNA Automation: Menu panel or the
VTAMCMD command. The VTAM commands option saves commands across user
task sessions. If any command is left on the panel when you exit the panel, it is
displayed in the same place when you return to the panel. This is helpful if you
have a small set of frequently used commands, and you do not want to look up
the syntax of a command each time you use it.

The VTAM command option is cursor sensitive. If you have several commands on
the panel, AON/SNA issues the command at the position of the cursor. You can
issue a command by typing a new command and pressing Enter, or use the Tab
key to move the cursor to the command you want to select and press Enter.

4 ] N
FKVK0000 SNA Automation: Menu CNMO1
Select an option
5 0. Tutorial
1. Help Desk
2.  SNAMAP
3. VTAM Options Management
4. NetStat
5. VTAM Commands
6.  APPN menu
7. Switched Network Backup menu
8.  X.25 menu
9. NCP Recovery Definitions (NCP name= )
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o %

Figure 88. Selecting the VTAM Commands option

To issue VTAM commands from the SNA Automation: Menu panel:
1. Type 5 in the entry field.
2. Press Enter.

AON/SNA displays the SNA Automation: VTAM Commands panel shown in
|Figure 89 on page 112l

Note: You can also get to the VTAM Commands panel by typing AON 2.5 or
VTAMCMD on any command line and pressing Enter.
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Ve
FKVK5000 SNA Automation: VTAM Commands CNMO1

Type in a VTAM Command or Tab to a Command. Then press Enter.

F NET,CHKPT,TYPE=ALL
ID=TA1PT209
TOPO

D NET,TOPO, LIST=SUMMARY
D NET,DIRECTRY,ID=USIBMTA.TAOL
D NET,TOPO,LIST=ICN
D NET,ADJCP, ID=x
ID=TA1T1048,E
ID=CICSO1A,E

NOTE: If the word NET does not occur in the command,
D NET is assumed.

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 89. SNA Automation: VTAM Commands panel

When you select this panel for the first time, the command input fields are blank.
However, because AON/SNA saves the commands across user sessions, including
NetView sessions, the panel fills up with the commands you use. This saves time if
you use a few commands frequently.

You can shorten the commands on this panel. For example, you can enter the D
NET,TOPO,LIST=ICN command as TOPO,LIST=ICN because AON/SNA assumes that
you want to use D NET if you do not specify the word NET.

To change a command, use the Tab key to move the cursor to the command and
type over it.

To add a VTAM command to this panel and issue it:

1. Type the command in the entry field. You can type only one command on each
line.

2. Press Enter.

AON/SNA issues the command and displays the Operator Command Interface:
VTAM Commands panel shown in [Figure 90 on page 113} In this example, the
DISPLAY NET,ID=TA1T1048 command response is displayed.
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1.
2.

~ ™\
FKVK5100 Operator Command Interface: VTAM Commands CNMO1
Output of: D NET,ID=TA1T1048,E More: +
ISTO971  DISPLAY ACCEPTED
ISTO751 NAME = USIBMTA.TA1T1048 , TYPE = CDRSC
IST4861  STATUS= ACT/S----Y, DESIRED STATE= ACTIV
IST9771  MDLTAB=x#*NA##% ASLTAB=##*NA%#x
IST8611  MODETAB=#*#NA*#* USSTAB=#xNAxx+ LOGTAB=#**NAx+*
IST9341  DLOGMOD=+#*%NA#x* USS LANGTAB=s#x*NAx+*
I1ST5971 CAPABILITY-PLU ENABLED ,SLU ENABLED ,SESSION LIMIT NONE
IST2311  CDRSC  MAJOR NODE = ISTCDRDY
IST4791 CDRM NAME = TAG6 , VERIFY OWNER = NO
IST11311  DEVICE = CDRSC
IST6541  1/0 TRACE = OFF, BUFFER TRACE = OFF
IST1711 ACTIVE SESSIONS = 0000000001, SESSION REQUESTS = 0000000000
IST2061 SESSIONS:
I1ST6341 NAME STATUS SID SEND RECV VR TP NETID
IST635I CNMO1024 ACTIV-P FIODB431A7D93BAD8 000D 0024 O 1 USIBMTA
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F7=Backward F8=Forward F12=Cancel )
Figure 90. Operator Command Interface: VTAM Commands panel
The output from the command is displayed on this panel. If the output is more
than one panel long, you can scroll through the panels to see all of the
information.
To issue previously saved commands:
Press the Tab key to move the cursor to the command you want to issue.
Press Enter.
AON/SNA issues the command and displays the output on the Operator
Command Interface: VTAM Commands panel.
Chapter 13. Issuing VTAM commands 113
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Chapter 14. Using Advanced Peer-to-Peer Networking (APPN)

AON/SNA Advanced Peer-to-Peer Networking (APPN) is a powerful, flexible,
easy-to-use networking solution for client-server and distributed applications
supported by VTAM 4.1 or later.

In an AON/SNA APPN environment, AON provides menu-driven commands to
simplify VTAM topology and directory database management. This environment
accepts operator commands for common AON/SNA APPN VTAM functions. It
also provides active monitoring of control points and control point sessions.

You can use the AON/SNA: APPN Command Menu panel to perform the
following APPN functions:

* Issue checkpoint commands

* Display control points

* Display directory

* Display transmission group profiles

Vs
FKVKOO0O SNA Automation: Menu CNMO1

Select an option
6 Tutorial

Help Desk

SNAMAP

VTAM Options Management

NetStat

VTAM Commands

APPN menu

Switched Network Backup menu

X.25 menu

NCP Recovery Definitions (NCP name= )

OWoOoONOTUGTPR,WMNEF—O

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11

F12=Cancel
o J

Figure 91. SNA Automation: Menu Panel — Selecting the APPN Menu Option

To use the APPN functions from the SNA Automation: Menu panel:
1. Type 6 in the entry field.
2. Press Enter.

AON/SNA displays the SNA Automation: APPN Commands Menu panel
shown in [Figure 92 on page 116

Note: You can also get to the APPN Commands Menu panel by typing AON
2.6 or APPN on any command line and pressing Enter.
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FKVKAGOO SNA Automation: APPN Commands Menu CNMO1
Select an option
_ 0. Tutorial
1. Issue Checkpoint Commands
2. Display Control Points
3. Display Directory
4. Display Transmission Group Profiles
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
- J

Figure 92. SNA Automation: APPN Commands Menu Panel

Displaying Control Points

You can select the display control points command from the SNA Automation:
APPN Commands Menu panel. After you make this selection, you can select from
the following actions for the resource:

* Details

* Delete topology

* Delete directory

* Active monitoring

e Timers

* AutoView

You can use the SNA Automation: APPN Control Points Display panel to identify
control points to specify in your statements in the CPCPSESS control file entry.

You can use the Display Control Points option on the SNA Automation: APPN
Commands Menu panel to work with the control points on your APPN network.
To do this:

1. Type 2 in the entry field on the SNA Automation: APPN Commands Menu
panel. shows this panel.

2. Press Enter.

AON/SNA displays the APPN CP Display panel shown in [Figure 93 on page|
117,

Note: You can also display the SNA Automation: APPN CP Display panel, type
AON 2.6.2 on any command line and pressing Enter.
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FKVKA200 SNA Automation: APPN CP Display CNMO1

Type an action code. Then press Enter. More: +
1=Details 2=Delete Topology 3=Delete Directory 4=Active Monitoring
5=Timers  6=AutoView

Control Point Node Type
1 ISTADJCP ADJCP MAJOR NODE
_ USIBMTA.TA1PT106 EN
_ TAlCP213 *NA*
_ TAICP214 *NA*
USIBMTAL.OPER1 EN

USIBMTA.NTCOPUNG *NA*
USIBMTA.TA1CP210 EN
APPN.TA1PT209 EN
USIBMXXX.YYY00000 EN
USIBMTA.TA1PT107 EN
USIBMTA.TA1PT220 EN
USIBMTA.TA1CP207 NN
USIBMTA.TA1PT203 EN

_ TA1CP208 *NA*

Command ===>

Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F12=Cancel

Figure 93. SNA Automation: APPN CP Display Panel

3. Type an action code in the entry field next to the resource you want. This
example shows the Details action code next to the ISTADJCP control point. You
can select one of the following actions:

1=Details
Displays detailed VTAM information for the control point on the
Operator Command Interface: APPN CP Detail panel. This is obtained
from the combined output of the VTAM D NET,E commands and its
link station. The output includes both session and LU information,
which is helpful in solving problems. The status of the link station is
often a clue to physical network problems, while the control point
status information shows configuration or application program
problems.

2=Delete topology
Deletes the control point from the topology database. Displays the
messages about the deletion on the Operator Command Interface:
VTAM commands panel.

3=Delete directory
Deletes the control point from the directory database. Displays the
messages about the deletion on the Operator Command Interface:
VTAM commands panel.

4=Active monitoring
Starts or stops active monitoring of the control point. AON/SNA
displays the Active Monitoring Settings panel and enables you to
change the settings.

5=Timers
Displays the AON Automation: Timer Set panel where you can add,
display, change, and delete the timers for the control point you select.

6=AutoView
Displays automation information for the control point. Displays the
AON: AutoView panel.

4. Press Enter.
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AON/SNA displays the Operator Command Interface: APPN CP Detail panel
shown in

Ve
FKVKA210 Operator Command Interface: APPN CP Detail CNMO1
Control Point ISTADJCP More:  +

ISTO971 DISPLAY ACCEPTED

ISTO751 NAME = ISTADJCP , TYPE = ADJCP MAJOR NODE
IST4861 STATUS= ACTIV , DESIRED STATE= ACTIV

IST1100I  ADJACENT CONTROL POINTS FROM MAJOR NODE ISTADJCP

IST11021  NODENAME NODETYPE CONNECTIONS CP CONNECTIONS
IST11031  USIBMTA.TAIPT106  EN 1 1
IST11031  TAICP213 *NA* 0 0
IST11031  TA1CP214 *NA* 0 0
IST11031  USIBMTA1.DOWNING  EN 1 1
IST11031  USIBMTA.NTCOPUN6 *NA= 0 0
IST11031  USIBMTA.TA1CP210  EN 1 1
IST11031  APPN.TA1PT209 EN 1 1
IST11031  USIBMXXX.YYY00000 EN 1 1
IST11031  USIBMTA.TA1PT107  EN 1 1
IST11031  USIBMTA.TA1PT220 EN 1 1
IST11031  USIBMTA.TA1CP207 NN 1 1

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F7=Backward F8=Forward F12=Cancel

-

Figure 94. Operator Command Interface: APPN CP Detail panel
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Chapter 15. NCP recovery definitions

To display the NCPRECOV Control File definitions for a particular NCP, or for all
NCPs you have defined, use the NCP Recovery Definitions menu option.

To display all defined NCPs choose option 9. To display a particular NCP, choose
option 9 and enter the name of the NCP in the NCP name= field on the panel.

Selecting the NCP Recovery Definition menu option causes the DSPCFG command
to be issued based upon your NCP selection.

displays the SNA Automation: Menu panel.

Ve
FKVK0000 SNA Automation: Menu CNMO1

Select an option
9 Tutorial

Help Desk

SNAMAP

VTAM Options Management

NetStat

VTAM Commands

APPN menu

Switched Network Backup menu

X.25 menu

NCP Recovery Definitions (NCP name= )

OCoOoONOTOTPEWNRFEO

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
- J

Figure 95. Selecting NCP Recovery Definitions

To access NCP Recovery Definitions from the SNA Automation: Menu panel:
1. Type 9 in the entry field.
2. Press Enter.

AON/SNA issues the DSPCFG command for all of your defined NCPs, which is
shown in [Figure 96 on page 120}
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EZLK7110 Display Configuration Data CNMO1

Select one of the following. Then press Enter.
1=Add 2=Change 3=Delete

NCPO1 NCPRECOV
~ HosT CNMOL
~ pump (Y,N)
~ RELOAD (Y,N)
~ LINKSTA 001-S
~ DUMPSTA 001-$
~ LOADTIME 00:05
— DUMPTIME 00:10
~ EXITOL FKVEX01
~ EXITO2 FKVEX02
~ EXITO3 FKVEX03
~ EXITO4 FKVEX04
LOADMOD NCPO1A

Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F12=Cancel

Figure 96. Selecting NCP Recovery Definitions

This is the DSPCFG panel for the NCP01 NCPRECOV Control File statement. In
this example, this is the only NCP being automated on this system.
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Chapter 16. Displaying SNA resource information with
AutoView

The AutoView function displays a summary of information for a single resource
and provides a list of commands you can issue for more information about the

resource and changing its automation settings. To use the AutoView panel, you

must know the name of the resource with which you want to work.

To display the AutoView selection panel:
1. Type SNAVIEW on the command line of any panel.

2. Press Enter. A panel similar to the one shown in is displayed. This
panel is dynamically ordered according to your installation, so the order of the
options on your panel might be different.

4 . N
EZLK2000 AON: AutoView NTVE1
Resource Name
Resource Type (Optional)
Select an Option
(Optional) _ 1. NVAIX
2. APPN
3. SNBU
4. 1P390
5. TCPIP
6. SNA
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o %

Figure 97. AON: AutoView panel

3. Type the resource name in the Resource Name field.

4. Optionally, tab to the Resource Type field and type the resource type (such as
LU, PU, NCP, or APPL).

5. Type 5 for SNA in the entry field. If you do not select an option, AON searches
all of the automation components to find the resource.

6. Press Enter.

For example, to use AutoView for the TA1P523A resource, type TA1P523A in the
Resource Name field, which is shown in [Figure 98 on page 122,
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Ve
EZLK2000 AON: AutoView CNMO1
Resource Name TA1P523A

Resource Type PU (Optional)

Select an Option

(Optional) _ 1. TCPIP

2. APPN
3. SNBU
4. SNA

Command ===>

Fl=Help F2=Main Menu  F3=Return F6=Ro11

F12=Cancel
- %

Figure 98. AON: AutoView Panel Sample Entry

Finding defined resources
Each automation component displays a different set of predefined information and
a different list of commands. Because no particular automation component is
selected in the example shown in AON searches all the automation
components for the resource, TA1P523A. When the resource is defined to more
than one automation component, AON lists all the places the resource is defined.

In AON found the resource, TA1P523A, defined as both a SNA and a
SNBU resource.

4 ] N
EZLKIDNT AON: Component Selection CNMO1
The resource chosen has valid definitions in the following installed
options. Select the applicable option.
Resource Chosen  TA1P523A
Select an Option
10. All
1. SNA
2. SNBU
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 99. AON: Component Selection panel
To select the SNA AutoView display:
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1. Type 1 in the entry field of the AON: Component Selection panel.

2. Press Enter.
shows the SNA AutoView display for the resource, TA1IP523A.

4 ] N
EZLKVIEW AON: AutoView CNMO1
Resname . . . . . . . . TA1P523A
Restype . . . . . . . . PU
Option . . . . . . .. SNA
Status . . . . ... PCTD2
Automation Status . . . TREACT
Automation Flag . . . . ON
DDF message . . . . . . NONE
2]
Resource Definitions _ 1. Automation (RECOVERY DEFAULTS)
2. Thresholds (THRESHOLDS DEFAULTS)
3. Active Monitoring (ACTMON DEFAULTS)
4. Monitor Intervals (MONIT DEFAULTS)
5. Timer (NONE)
6. Display Network LOG Information for TA1P523A
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o %

Figure 100. AON: AutoView panel

Viewing resource information

The following resource information is available:

The first group of information provides a summary of information about

the resource including the resource name, resource type, status, automation
settings for the resource, DDF message for the resource, if any, and other

information depending on the automation component that is used..

The second group is a list of commands you can issue for the resource to

display more information, change automation settings, or perform other
functions depending on the automation component used.

The third group of information (shown in parentheses) tells you which
control file entry is currently defining the settings for the commands
shown in the second group. For example, in the settings for
option 1 (Automation) are defined by the RECOVERY DEFAULTS control
file entry.

For commands that do not have a corresponding control file entry, such as
option 5 (Timer) the information in the parentheses indicates whether a
setting exists. In|Figure 100}, there are no timers set for TA1P523A.

You can select one of the following resource definitions:

Automation

Turns automation on and off.

Thresholds

Adds, changes, or deletes the threshold settings. The settings are
infrequent, frequent, and critical threshold.
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Active Monitoring
Indicates if the resource is active.

Monitor Intervals
Sets the intervals for trying to reactivate a resource.

Timer Adds, changes, or deletes a timer.

Display Network LOG Information
Displays only the Netlog information for the resource.
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Part 3. Using AON with TCP/IP

Chapter 17. Using the AON/TCP Operator Interface . . . . . . . . . . . . . . . . . . . .127
Accessing the Operator Interface . . . N 24
Tivoli NetView for AIX TCP/IP Automatlon Commands Menu P 071
Pinging a TCP/IP Node through a Service Point . . . . . . . . . . . . . . . . . . . . .129
Issuing a command to a Service Point . . . . . . . . . . . . . . . . . . . . . .0 132
Displaying the Critical Resource List . . . . . . . . . . . . . . . . . . . . . . . . .134
TCP/IP for z/OS . . . . . . . . ... s, 13e
PING . . . . P 1 1<
Connection Status (IPSTAT) Lo O G )
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Walk Command . . O o0
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IP Server Management . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .14
IP Resource Management . . . . O 1 16

IP Resource Management Main Panel O Fo 4]

IP Resource Management Add Panel . . . . . . . . . . . . . . . . . . . . . . . .15

IP Resource Management Change Panel . . . . . . . . . . . . . . . . . . . . . . .15

IP Resource Management Filters Panel . . . . . . . . . . . . . . . . . . . . . . . .15

IP Resource Management Command Window . . . . . . . . . . . . . . . . . . . . .10
SNMPView . . . . . . .. s s s s s 160

IP Resource Data . . . . . . . . . . . . . . . . . . . . . . . . ... . . . 161

MVS Stack Data . . . . . . . . . . . . . . . ... ... ... 166
Running IP Traces. . . OO oY
Issuing the IPTRACE Command e (et

IP Packet Tracing . . . . . . . . . . . . . . . . . . . . . . . .. ... .. I

OSA Packet Tracing . . . . . . . . . . . . . . . ..o 184
Component Tracing . . . . . . . . . . . . . . . . . . . . . . .. ... 188
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Chapter 17. Using the AON/TCP Operator Interface

This chapter explains how to navigate through the full-screen, menu-driven panels
that make up the operator interface for AON/TCP. As an operator, you can do
most of your work from within the operator interface.

Automated Operations Network (AON) provides a rich operator interface for
managing TCP/IP resources through an AIX service point (NV4AIX option) or a
z/0S (IP390 option) system. The functions provided by each option are dependent
on functions provided by the AIX or z/OS platforms; therefore, not all functions
are available for both options.

With the AIX option, you can manage TCP/IP resources through RUNCMD:s to
one, or more, AIX service points. For example, you can PING TCP/IP hosts
through the AIX service point. Also use the AIX option to define thresholds for
CPU utilization, disk utilization, resource failures, and security authorization
failures.

With the z/OS option, you can manage TCP/IP resources through z/0S
Communications Server IP. For example, you can use z/OS Communications
Server IP to issue PING and TRACERTE commands. Also, you can manage Telnet
and FTP sessions connecting to your z/OS system. Use the connection
management function to display connection information, to determine connection
status, and, if necessary, to take corrective actions. You can issue SNMP requests
(for example, GET), enable TCP/IP tracing, monitor resources for specific
performance thresholds, and automate and monitor critical sockets.

Note: Some of these z/OS functions no longer require AON. For more
information, see the topics that describe these functions.

Accessing the Operator Interface

You can perform any of the operator functions from the operator interface. With
the operator interface, you can look at color-coded status displays of the resources
on your network, change automation settings, receive messages, issue commands,
and perform many other functions that control automation and resource
availability. New AON/TCP users might find the panels an easier way to reach the
different functions.

You can access the AON/TCP operator interface from anywhere within the
NetView program or from the AON panels. To access AON/TCP from the NetView
program, perform the following steps:

1. Type AON on the command line.
2. Press Enter.

The AON: Operators Commands Main Menu panel, which is displayed in
[Figure 101 on page 128} is displayed:
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Ve
EZLKOOOO AON: Operator Commands Main Menu CNMO1

Select an option

Tutorial

AON Base Functions
SNA Automation
TCP/IP Automation

w N e o

Command ===>
Fl=Help F2=End F3=Return F6=Ro11

F12=Cancel
o J

Figure 101. AON: Operator Commands Main Menu Panel

The AON: Operator Commands Main Menu panel is the main panel for AON.
This panel displays all available components. AON checks the control file entry
for each AON component to determine if the component is installed and
initialized. If the component is not available, the name of the component on the
panel is not available.

3. To select the TCP/IP Menu option from the AON: Commands Main Menu
panel, type 3 in the entry field, and press Enter.

The TCP/IP Automation: Commands Menu panel is displayed. You
can use this panel to access all the functions of AON/TCP.

4 . N\

FKXK0000 TCP/IP Automation: Commands Menu CNMO1

Select an option

_ 1. NetView for AIX Menu
2. MVS TCP/IP Menu
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel

- %

Figure 102. TCP/IP Automation: Commands Menu

Note: You can also reach the AON/TCP interface by entering AONTCP on any
NetView command line.

128  User's Guide: Automated Operations Network



Tivoli NetView for AIX TCP/IP Automation: Commands Menu

This topic describes how to use the AON/TCP AIX commands. Selecting option 1
from [Figure 102 on page 128|displays the following panel:

4 N
FKXK1000 NetView for AIX TCP/IP Automation: Commands Menu CNMO1
Select an option
_ 1. Issue Ping
2. General Commands
3. Issue Remote Ping
4. Performance Thresholds Management
5. Display Resource List
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
N\ %

Figure 103. NetView for AIX TCP/IP Automation: Commands Menu Panel

To select an option from the TCP/IP Automation: Commands Menu panel, type
the number of the option you want to use in the entry field, and press Enter.

The number you select determines the AON/TCP option that is displayed. The
following list describes the AON/TCP menu options:

Option 1
Sends a RUNCMD to the AIX service point to PING a TCP/IP resource.
Option 2
Sends the user specified command (through a RUNCMD) to the AIX service
point.
Option 3
Sends a RUNCMD to the AIX service point to issue a remote PING of a
TCP/IP resource.
Option 4
Manages AON/TCP thresholds for disk and CPU utilization, resource failures,
and security authorization.
Option 5
Displays TCP/IP critical resource list, which lists resources that have been
defined using a TCP/IP policy definition statement.

Pinging a TCP/IP Node through a Service Point

Pinging a service point can be a useful diagnostic tool if you are having trouble
transmitting data. The response returned by the ping command indicates if the
service point and node are up and functioning.

To send a ping command to a service point, follow these steps:
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1. Type 1 in the entry field on the TCP/IP Automation: Commands Menu panel.
2. Press Enter.

AON/TCP displays the TCP/IP Automation: Ping a Service Point panel,
displayed in

Note: For fast access to the TCP/IP Automation: Ping a Service Point panel,
enter AON 3.1.1 or NV6KPING from the command line.

Vs
FKXK1100 TCP/IP Automation: Ping a Service Point CNMO1
Node Name
Service Point Name (? for Selection list)
Select Ping Flags to use, then press Enter. (A1l Flags are optional)
_ (-c) Ping Count 3__
_ (-1) Ping Time 5_
_ (-d) Socket-level debugging
_ (-n) Numeric Output only
— (-g) Summary only
_ (-r) Ping directly to Host
_ (-R) Record route option
_ (-v) Lists ICMP packets
_ (-s) Number of send data bytes 56_
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 104. TCP/IP Automation: Ping a Service Point Panel

3. Type the name of the node associated with the host you want to ping in the
Node Name field.

4. Optionally, you can type the name of the service point to which you want to
send the ping in the Service Point Name field. If you want to see a list of
possible service points, type ?. This field is optional, but accelerates the
response because all service points do not have to be checked for the node.

5. Optionally, you can type a non-blank character in the entry field next to any of
the following ping flags:

(-¢) Ping Count
Specifies the number of echo requests that you want to send and
receive. AON/TCP retrieves the default value from the control file.

(-i) Ping Time
Specifies the number of seconds to wait between sending each ping
request. AON/TCP retrieves the default value from the control file.

(-d) Socket-level debugging
Indicates that you want to get information about a host and start
socket-level debugging.

(-n) Numeric Output only
Indicates that you do not want AON/TCP to look up symbolic names
for host addresses.

(-q) Summary only
Specifies quiet output. If you specify this option, AON/TCP displays
only the summary lines at startup and finish time.
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(-r) Ping directly to Host
Indicates that you want to bypass the routing tables and send the ping
directly to a host on an attached network. You can use this option to
ping a local host through an interface that no longer has a route
through it.

(-R) Record route option
Indicates that you want to include the RECORD_ROUTE option in the
ECHO_REQUEST packet and display the route buffer on returned
packets.

(-v) Lists ICMP packets
Indicates that you want to request verbose output, which lists ICMP
packets that are received in addition to echo requests.

(-s) Number of send data bytes
Specifies the number of data bytes to send. The default is 56. Add 8
bytes for the ICMP header data to determine the actual number of
bytes to send per data packet.
6. Press Enter.

If you entered a question mark in the Service Point Name field, AON/TCP

displays the Operator Command Interface: SELECTION panel, displayed in
from which you can select the service point.

/- N\
EZLKSLCT Operator Command Interface: SELECTION NTV70

Select one of the following. Then press Enter.

SP

_ NV6HKHOST NV6000 NV6KPU

_ NTCOPUNG6 NV6000 NTCOPUNG

Command ===>

Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Rol11

F7=Backward F8=Forward F12=Cancel )

Figure 105. Operator Command Interface: SELECTION Panel

7. Type s (or any other non-blank character) beside the appropriate service point.
8. Press Enter.
AON/TCP displays the TCP/IP Automation: Ping a Service Point panel with

the service i oint name field filled in and a message as displayed in
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FKXK1100 TCP/IP Automation: Ping a Service Point CNMO1

Node Name TESTER1

Service Point Name NTCOPUN6 (? for Selection list)
(Optional)

Select Ping Flags to use, then press Enter. (A1l Flags are optional)

(-c) Ping Count 3__

(-i) Ping Time 5

(-d) Socket-level debugging

(-n) Numeric Output only

(-g) Summary only

(-r) Ping directly to Host

(-R) Record route option

(-v) Lists ICMP packets

(-s) Number of send data bytes 56_

FKX910I SERVICE POINT NAME SET. PRESS ENTER TO CONTINUE
Command ===>
F1=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 106. TCP/IP Automation: Ping a Service Point Panel with Message

9. Press Enter.
After performing a successful ping command, AON/TCP displays a panel like
the one displayed in

~

/'FKXKLWNZ OUTPUT FROM REMOTE CMDS 1 of 11
FKX5041 NETVIEW FOR AIX SERVICE POINT NTCOPUN6 RESPONSE FOR COMMAND
Executing RUNCMD "asis ping -c 3 -i 5 testerl"

PING testerl.anycity.xyz.com (1.23.45.67): 56 data bytes

64 bytes from 1.23.45.67: icmp_seq=0 tt1=60 time=84 ms

64 bytes from 1.23.45.67: icmp_seq=1 tt1=60 time=15 ms

64 bytes from 1.23.45.67: icmp_seq=2 tt1=60 time=15 ms

--- testerl.anycity.xyz.com ping statistics ---

3 packets transmitted, 3 packets received, 0% packet Toss
round-trip min/avg/max = 15/38/84 ms

DSI2681 RUNCMD COMPLETE

Command==>
PF3=Ret  PF4=Fndprev  PF5=Rptfnd PF6=Roll PF7=Back PF8=Forw PF12=Cancel

Figure 107. Ping Results Panel

This panel shows information such as how many packets were transmitted,
how many packets were received, and how long the ping round trip took.

Issuing a command to a Service Point

With the General Commands option on the TCP/IP Automation: Commands Menu
panel, you can issue a command to a service point.

To issue any valid AIX line output command to a service point:
1. Type 2 in the entry field on the TCP/IP Automation: Commands Menu panel.
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2.

Press Enter.
AON/TCP displays the TCP/IP Automation: Issue Command to Service Point

panel, displayed in [Figure 108] Because data is saved across sessions,

shows data in some of the fields.

Note: You can also access the TCP/IP Automation: Issue Command to Service
Point panel by entering AON 3.1.2 or NV6KCMD from any command

.

line.

i ] ) N
FKXK1200 TCP/IP Automation: Issue Command to Service Point CNMO1
Service Point Name NVIXTAO1_ (? for Selection list)
Type in the remote command below. Then press Enter.
(O | N 20 i K 4ooooia... Boooooooos [ Toveunn
who
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11

F11=Right F12=Cancel )

Figure 108. TCP/IP Automation: Issue Command to Service Point Panel

3.

Type the name of the service point, to which you want to send the command,
in the Service Point Name field. If you want to see a list of possible service
points, type 2.

Note: If you entered a question mark in the Service Point Name field on the
TCP/IP Automation: Issue Command to Service Point panel, AON/TCP
displays an Operator Command Interface: SELECTION panel like the
one displayed in |Figure 105 on page 131} from which you can select the
service point by typing s next to the appropriate service point. After
pressing Enter, AON/TCP displays the TCP/IP Automation: Issue
Command to Service Point panel with the Service Point Name field
filled in.

Type the AIX command on any of the available lines. Remember that the
service point is case-sensitive, so you must type the command exactly as the
command is expected to be on the panel. You can send any AIX command to
the NetView for AIX service point as long as the results are line mode and not
interactive in nature.

The length of the command to be issued cannot exceed 150 characters because
of a limitation on passing information between programs.

If you need more space than what is provided on one panel, you can press F11
to page to the right. To help you track your position, the last two characters on
the first panel are displayed as the first 2 characters on the second panel when
you page to the right.
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AON/TCP supports AIX pipe characters, but you must use the pipe character
that translates to EBCDIC X'6A".

This panel is cursor sensitive and saves entries across sessions. So, to issue a
needed command, place the cursor on the command. To change an existing
command, type over any command not needed.

5. Press Enter.

Note: If your command is longer than one panel, you can press Enter to issue
the command regardless of whether you scrolled the panel to the right.

AON/TCP displays a scrollable panel similar to the one displayed in
Figure 109

FKXKLWNZ2 OUTPUT FROM REMOTE CMDS Line 1 of 8
FKX5041 NV600O SERVICE POINT NTCOPUN6 RESPONSE FOR COMMAND -
Executing RUNCMD "asis who"
root hft/0 Mar 02 13:59
root pts/2 Apr 06 14:54
root pts/0 Apr 06 14:47
root pts/3 Apr 06 15:05
root pts/4 Apr 06 15:11
DSI2681 RUNCMD COMPLETE
o J

Figure 109. Results of Issuing a Command to a Service Point

Displaying the Critical Resource List

The Display Resource List option displays a list of the critical TCP/IP resources
that you defined with TCPIP entries in the control file. After seeing the available
resources, you can take one of the following actions:

* Ping a resource
e Issue AutoView for a resource

* Issue a remote ping to an AIX resource

To display a list of the TCP/IP resources that you defined for your network:

1. Type 5 in the entry field (on the NetView for AIX TCP/IP Automation:
Commands Menu panel, displayed in [Figure 103 on page 129).

2. Press Enter.

The TCP/IP Automation: Resource List panel, displayed in [Figure 110 on pagé

is displayed.

Note: You can also access the TCP/IP Automation: Resource List panel by
entering AON 3.1.5 from any command line.
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4 N\
FKXK1500 TCP/IP Automation: Resource List CNMO1
Select one of the following. Then press Enter. More:>
1=Ping  2=Autoview 3=Remote Ping
Alias Serv Pt. Type IP Address Host Name
_ BLDSERVER NV6KHOST  NAMESERV 1.23.4.567 server.plant.floor.c
_ COSERVER NV6KHOST NAMESERV 1.23.4.56 coserver.plant.floor.c
_ DUMMYSRV NMPIPL1O HOST 1.23.45.678 DUMMYSRV
_ OPSWS NV6KHOST  HOST 9.87.6.54 opsws.plant.floor.c
Command ===>
Fl=Help F2=Main Menu  F3=Return  F4=Commands F5=Refresh F6=Ro11
F7=Backward F8=Forward F11=Right F12=Cancel )
Figure 110. TCP/IP Automation: Resource List panel
The Resource List panel has the following fields:
Alias The alias, or nickname, of the host you are monitoring.
Serv Pt.
The service point responsible for the resource.
Type One of the following resource types:
e Host
* Nameserver
* INFC
* LINK
IP Address
The IP address of the host you are monitoring.
Host Name
The fully qualified name of the host you are monitoring.
3. Type the number of the action you want to perform in the entry field next to
the appropriate alias name. The following action codes are available:
1 Sends a ping command, which causes the same results as described in

[“Pinging a TCP/IP Node through a Service Point” on page 129 The
advantage of performing the ping this way is that the Node Name and
Service Point Name fields are already filled in for you.

2 Displays an AutoView for the alias name. This panel shows all
currently known information about the resource from the control file
and the service point. From this panel, you can manage all the
automation definitions for the resource.

3 Sends a remote ping command, which causes the same results as in
[“Pinging a TCP/IP Node through a Service Point” on page 129 The
advantage of performing the remote ping this way is that the Source
Node Name and Service Point Name fields are already filled in for
you.

4. Press Enter.
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AON/TCP displays the appropriate panel. If you entered 1 for Ping,
AON/TCP displays the panel in [Figure 104 on page 130} Follow the steps in
[“Pinging a TCP/IP Node through a Service Point” on page 129|to complete the
proper fields and issue a ping.

The Resource List panel disilais AIX resources. If you press F4 on [Figure 110 o

the panel in |Figure 111)is displayed containing the options window
where you can select options for the appropriate resource:

/,FKXK1501 TCP/IP Automation: Resource List CNMO1 h
Select one of the following. Then press Enter. More:>
1=Ping  2=AUtOVIEW ittt i i i i e i e it
Select an Option for BLDGSERVER
Alias
_ BLDSERVER __ 1. Ping server.plant.floor.co 8
_ COSERVER 2. Remote Ping server.plant.floor.co :
_ DUMMYSRV 3. Send command to NV6KHOST
_ OPSWS 4. Active Monitoring
5. Automation
6. Failure Thresholds
7. Performance Thresholds
8. Monitor Intervals
9. Timer
10. Display Configuration Data
11. Display Network LOG Information
: Fl=Help F12=Cancel
Command ===>
Fl=Help F2=Main Menu  F3=Return  F4=Commands F5=Refresh F6=Ro11
F7=Backward F8=Forward F11=Right F12=Cancel )

Figure 111. TCP/IP Automation: Resource List Panel

From this panel, you can perform the following tasks:

* Issue a ping to a resource.

* Issue a remote ping to a resource.

* Send a command to a resource.

* Display an AON ACTMON entry for a resource.

* Display the AON RECOVERY policy for a resource.

* Display an AON MONIT entry for a resource.
 Display timers that are set for a resource.

* Display TCP/IP control file definitions for a resource.
¢ Issue the BLOG command.

TCP/IP for z/OS

This section explains the function that uses z/OS Communications Server IP.

Selecting option 2 on the panel in [Figure 102 on page 128| (TCP/IP Automation:
Commands Menu) displays the MVS TCP/IP commands menu, which is displayed
in [Figure 112 on page 137}
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Vs
FKXK2000 MVS TCP/IP Commands Menu NTV9D

Select an option

. Issue Ping

. MVS IP Session Status

. Issue Tracerte Command

. Issue Commands

. SNMP MENU

. IP Server Management

. IP Resource Manager

. SNMP View

. CISCOWorks Blue Inter-network Status Monitor
. TCP/IP Trace Control Center. SP:

QWO NOOOTHS WN =

—

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
N J

Figure 112. MVS TCP/IP Automation: Commands Menu Panel

The options on this panel provide the following functions:

Option 1
Ping a resource through z/0OS Communications Server IP.

Option 2
Solve problems and manage IP connections for your z/OS system, such as
TN3270 and FTP sessions.

Option 3
Issue a TCP/IP TraceRte command against a resource.

Option 4
View a full-screen panel that contains TSO or UNIX line mode commands.
Responses are correlated and displayed in a full-screen panel.

Option 5
Link to the SNMP menu where you can issue SNMP commands.

Option 6
Monitor and control TSO and UNIX command servers.

Option 7
Provides management functions for TCP/IP resources, such as managing
policy definitions and proactive monitoring.

Option 8
Provides generic interface resource views through SNMPView.

Option 9
Provides Cisco router management functions through Cisco Works Blue.

Note: AON/TCP provides a link to Cisco Works Blue from this panel, but
before attempting to select this option, perform all of the installation or
customization steps required to run Cisco Works Blue, for example,
authorizing all NetView operators to use Cisco Works Blue.

Option 10
Perform diagnostic traces to resolve TCP/IP problems.
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Usage Notes: For options 5, 8, and 10, the resources must support SNMP requests.
Some functions of options 2 and 7 might also require SNMP
support.

PING

Note: This function no longer requires AON. To use this function, issue the PING
or MVSPING command. The information about this function is also
included in |[BM Tivoli NetView for z/OS IP Management]

Pinging is used to test connectivity to an IP host and can be a useful tool. To ping
a resource, select option 1 from the panel shown in [Figure 112 on page 137|or enter
PING, MVSPING, or AON 3.2.1 from any command line.

Note: PING is also available from the NetView management console menus.

When you issue a PING or MVSPING command without any parameters, the

panel shown in [Figure 113|is displayed.

4 N
FKXK2100 MVS TCP/IP Automation: Ping from a Service Point CNMO1
Host Name or IP Address
Service Point Name (? for Selection list)
Ping Count 4
Ping Timeout 3
Ping Length 16
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 113. TCP/IP Automation: Ping Panel

The resource name can be an IP host name or an IP address. If no service point
name is specified, the TCP/IP policy definitions for the service point associated
with the resource are searched. Optionally, you can change the ping count, the
ping timeout, and the ping length.

If you issue a PING or MVSPING command for a particular resource from an
NCCF command line, the results are correlated and displayed from the command
line rather than in panels.

For the syntax of and detailed information about the PING and MVSPING
commands, see the online help.
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Connection Status (IPSTAT)

Note: This function no longer requires AON. To use this function, issue the
IPSTAT command. The information about this function is also included in
[IBM Tivoli NetView for z/OS IP Management}

Users who connect to your z/OS environment can encounter various problems.
With the connection management function, you can perform the following tasks:

* Determine connection endpoints

* Identify the type of connection (such as TN3270, FIP, or SMTP)
¢ Determine if a connection is stopped

* Drop a connection

* Run TCP/IP problem determination commands, such as PING and TRACERTE,
to determine the cause of session problems

* Query sessions on multiple z/OS hosts and multiple TCP/IP stacks

* Access the SNMP command menu

* Display detailed information about specified Telnet connections

* Cause specified ports to not accept any new Telnet connections

* Cause previously quiesced ports to begin accepting Telnet connections

To access the connection management function, select option 2 displayed in
[Figure 112 on page 137} enter AON 3.2.2, or issue the IPSTAT command. A panel
similar to the one in[Figure 114]is displayed.

4 N\
FKXK2200 TCP/IP for z/0S Connection Status NTV70
Enter TCP/IP address or HOSTNAME:
Service Point System IP Address Host Name
_ NMPIPL10O TCPIP 9.42.45.10 nmpip110.tivlab.raleigh.ibm.com
_ NMPIPL1O_B TCPIP nmpip110-b.tivlab.raleigh.ibm.co
_ NMP1O1 TCPIP 9.42.45.101 nmplOl.tivliab.raleigh.ibm.com
_ NMP190 TCPIP 9.42.45.190 NMP190.TIVLAB.RALEIGH.IBM.COM
Command ===>
Fl=Help F2=Main Menu F3=Return F6=Ro11
F7=Backward F8=Forward F9=Filters Fl0=Details F12=Cancel Y

Figure 114. Connection Status: Main Panel

You can set filters for viewing connections by pressing F9 (Filters). For information
about setting filters, see [“Setting Connection Management Filters” on page 142.]

To see the details about a stack, select a stack by placing the cursor next to the
stack and press F10 (Details). After you view the details, return to the main
connection status panel by pressing F3 (Return).
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Displaying the Connections for a Stack

From the main connection status panel (FKXK2200), display one or more stacks

and the number of connections for each by following these steps:

1. Type a TCP/IP address or host name (or a wildcard, for example, an asterisk
(*)). Use of wild cards is the same as for the TCPCONN command; for more
information, see the online help for the TCPCONN command.

2. Select one or more stacks by placing any non-blank character next to each
stack.

3. Press Enter.

If, for example, you type an asterisk (*) for the TCP/IP address and select the first
stack (NMPIPL10), a panel similar to the one in is displayed.

Notes:

1. Depending on how you have customized your IPPORT policy definitions, this
panel might not show all active sessions. For additional information, see
IPPORT in the [[BM Tivoli NetView for z/OS Administration Referencd.

2. The IBM and Cisco TN3270 servers do not support the use of a wildcard (*) in
any part of the IP Address field. If you try to use a wildcard with a TN3270
server, the FKX962I message is displayed.

4 N
FKXK2210 TCP/IP for z/0S Connection Management
CLIENT
*
Service Active 1P
Point Hostname Connections Address
NMPIPL10 nmpip110.tiviab.r 7 9.42.45.10
Command ===>
Fl=Help F2=Main Menu F3=Return F4=Commands F5=Refresh F6=Ro11
F7=Backward F8=Forward F9=Filters F11=Zoom F12=Cancel )

Figure 115. Connection Management: Selected Stacks

To display a list of connections for a specific stack, select the stack by placing the
cursor next to it and press F11 (Zoom). For example, if you select NMPIPL10 on
the panel shown in a panel similar to the one in [Figure 116 on page 141|
is displayed. If you press F4 (Commands) next to a local port (in this example,
Local Port 1030), you can display connection information, which is described in
[“Displaying Connection Information” on page 141.|
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/FKXK2220 TCP/IP for z/0S Connection Management )
Active Connections 7
CLIENT = = = = = = = = = = = = - - > SERVICE POINT
NMPIPL10
* 9.42.45.10
TCP/IP STACK
Local Client
Port Client Address Port Send Receive
1030 201.2.10.11 23 13 36
23 201.2.10.11 1030 14 72
4022 9.42.45.101 1029 94 11875
1064 9.42.45.217 4022 3709 2689
4022 9.42.45.190 1027 105235 11358680
1028 9.42.45.190 4022 106994 11337389
1024 127.0.0.1 1025 17 1054
Command ===>
Fl=Help F2=Main Menu  F3=Return  F4=Commands F5=Refresh F6=Ro11
F7=Backward F8=Forward F9=Filters F12=Cancel )

Figure 116. Connection Management: Connections for Selected Stack

Displaying Connection Information

To see the information for a connection, including the LU and application, and a
list of commands that you can issue for the connection, select a connection by
placing the cursor next to it and press F4 (Commands). If you select local port 1030
on the TCP/IP for z/OS Connection Management panel (FKXK2220), which is

shown in and press F4, a panel that is similar to the one in is
displayed.

/FKXK2221 TCP/IP for z/0S Connection Managament h
SERVICE
CLIENT - = = = = = = = = = - > POINT - - = - = - = - - - > CONNECTION
NMPIPL10 1030
201.2.10.11 9.42.45.10 23
Local : IP Address 201.2.10.11
Port : Port 1030 Commands
1030 : Connection ID 00009B7F _ 1. Ping
23 LU NTCP7001 2. Tracerte
4022  : APPL NT707S02 3. Drop
1064 : Send 13 4. ARP Cache
4022 : Receive 36 5. SNMP Commands
1028 : Send Window 32720 6. Display Conn
1024 : Conn ResourceName  TCPIP 7. Quiesce Port
: 8. Resume Port
9. Conn Details g
10. Connection Status :
11. Packet Trace
Fl=Help  F4=LU Cmds  F5=APPL Cmds F6=Rol1l  F12=Cancel
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
\F7=Backward F8=Forward F9=Filters F12=Cancel )

Figure 117. Connection Management: Connection Information and Commands

From the list of commands that are displayed, type the number of the command
and press Enter. For example, if you type 9 (Conn Details) to see connection details
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and press Enter, a panel similar to the one in is displayed. If you type
11 (Packet Trace) and press Enter, the PKTTRACE Control panel (FKXK2A22),

shown in [Figure 160 on page 170} is displayed.

Note: For options 5, 6, 9, and 10, the resources must support SNMP requests.

4 N
CNMKWIND OUTPUT FROM TCPIP CONNECTION DETAILS LINE 0 OF 22

e G E e EE L Top of Data =--======-mmmmm e *
ibmMvsTcpConnectionInSegs.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 14
ibmMvsTcpConnectionOutSegs.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 13
ibmMvsTcpConnectionInOctets.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 492
ibmMvsTcpConnectionOutOctets.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 492
ibmMvsTcpConnectionAge.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = Wrong Type (sh

ibmMvsTcpConnectionlLastActivity.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 67150
ibmMvsTcpConnectionResourceName.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = TCPIP
ibmMvsTcpConnectionResourceld.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 39807
ibmMvsTcpConnectionSockOpt.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = "CO 00 "
ibmMvsTcpConnectionPolicyAction.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 =
ibmMvsTcpConnectionPolicyRule.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 =
ibmMvsTcpConnectionServerResrcld.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 26
ibmMvsTcpConnectionAppTName.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = NT70TS02
ibmMvsTcpConnectionLuName.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = NTCP7001
ibmMvsTcpConnectionLogMode.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = NSX32702
ibmMvsTcpConnectionProto.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = "02 "
ibmMvsTcpConnectionTtlsPolStat.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 =

ibmMvsTcpConnectionTt1sConnStat.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 1
ibmMvsTcpConnectionTt1sSs1Prot.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 = 4
ibmMvsTcpConnectionTt1sNegCipher.1.4.201.2.10.11.23.1.4.201.2.10.11.1030 =

TO SEE YOUR KEY SETTINGS, ENTER 'DISPFK'

CMD==>

- J

Figure 118. Connection Details Output

Press F3 to return to the Commands panel. To see the commands that can be
issued for the LU or the application, press F4 (LU Cmds) or F5 (APPL Cmds),
respectively. To close any of the command panels, press F12.

Determining If a Connection Is Stopped

To determine if a connection has stopped, press F5 to refresh the connection
information in the TCP/IP for z/OS Connection Management panel (FKXK2220),
shown in [Figure 116 on page 141} Check the send and receive columns. If, after
you refresh the panel, the send and receive columns for the connection have not
changed, the connection might be stopped.

To drop the connection, press F4 to display the command panel (Figure 117 o

age 141) and issue the command to drop the connection. The following actions
are taken:

1. A VARY TCPIP DROP command is issued for the connection.

Note: For the DROP option to work properly, the operator issuing the DROP
command must be authorized to issue the VARY TCPIP DROP
command.

2. The connection list is refreshed.
3. A message similar to the following message is displayed:
FKX611I SESSION 1006 WAS SUCCESSFULLY DROPPED

Setting Connection Management Filters

Displaying the connection management information can result in a large volume of
information for you to review to find a particular resource or set of resources. With
the connection management filters, you can limit the display to only the resources
of particular interest. You can set connection management filters from a panel; see
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[‘Using the Connection Management Filters Panel.”| You can also set connection
management filters from the command line; see [“Using a Command” on page 144

Using the Connection Management Filters Panel: To display the TCP/IP for
z/0OS Connection Management Filters panel (FKXKCSFO), which is shown in
press PF9 (Filters). The current filter settings are displayed on the panel.

4 N\
FKXKCSFO TCP/IP for z/0S Connection Management Filters D

The current filter settings are shown.
Type the data to be displayed in one or more fields.

Client IP Address

*

Port Logical Unit Application Name
* * *

Type an action code to define the logical operator for the search:
2 10R
2 AND

Command ===>
Fl=Help F3=Return F6=Ro11

F9=Defaults F12=Cancel
N\ %

Figure 119. Connection Management Filters Panel

You can filter the connections by client IP address, port, logical unit, and
application name. A blank or an asterisk (*) in an input field indicates that that
data is not to be filtered.

The logical operator setting is used for the filtering criteria when several input
fields are specified. If 1 (OR) is specified, connections that match any of the
specified criteria are displayed. If 2 (AND) is specified, only the connections that
match all of the specified criteria are displayed.

To see connections with IP addresses that begin with 201, type 201.+* in the IP
Address field, and press Enter.

Note: Use of wild cards is the same as for the TCPCONN command; for more
information, see the online help for TCPCONN.

The EZL9191 message that is displayed indicates that the filters have been saved.
Press F3 to return to the connections panel, which now lists the filtered
connections, as displayed in [Figure 120 on page 144} Out of the connections
originally displayed, only two connections met the filter criteria.
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/FKXKZZZO TCP/IP for z/0S Connection Management h
Active Connections 2
CLIENT = = = = = = = = = = = = - - > SERVICE POINT
NMPIPL10
* 9.42.45.10
TCP/IP STACK
Local Client
Port Client Address Port Send Receive
1030 201.2.10.11 23 59 105
23 201.2.10.11 1030 37 141

Command ===>
F1=Help F2=Main Menu  F3=Return  F4=Commands F5=Refresh F6=Ro11
F7=Backward F8=Forward F9=Filters F12=Cancel

Figure 120. Connection Management: Filtered Connections

Using a Command: You can use the FKXECSF command to set the connection
management filters. If you enter the command with no parameters, the filters panel
is displayed; see ['Using the Connection Management Filters Panel” on page 143

An example of the FKXECSF command follows. For more information about the
command, see the online help.

FKXESSF DISIP=201.*

Launching IP Packet Trace

From the TCP/IP for z/OS Connection Management panel (FKXK2221), which is
described in [“Displaying Connection Information” on page 141) you can launch
packet trace by entering 11 (Packet Trace). This runs the PKTTRACE command,
which starts a packet trace filter to trace the IP addresses and ports associated with
the connection that you selected.
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Ve
FKXK2221

TCP/IP for z/0S Connection Management
CLIENT - = = = = = = = = - = > Service Point - - - - - - > CONNECTION
NMP101 23
9.42.45.10 9.42.45.101 1043
Client : IP Address 9.42.45.10
Port : Port 23 Commands
23 : Connection ID 0000253A _ 1. Ping
: LU 2. Tracerte
: APPL 3. Drop
: Send 63 4. ARP Cache
: Receive 2250 5. SNMP Commands
: Send Window 32754 6. Display Conn
: Conn ResourceName  PHK 7. Quiesce Port
8. Resume Port
9. Conn Details g
10. Connection Status :
11. Packet Trace
Fl=Help F6=Ro11 F12=Cancel
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F9=Filters F12=Cancel

\f7=Backward F8=Forward

Figure 121. TCP/IP for z/OS Connection Management Panel (FKXK2221)

In the Display Packet Control panel (FKXK2A24) that is displayed here, as called
from the IPSTAT FKXK2220 or FKXK221C panel (see [Figure 120 on page 144). The
IP addresses and ports are carried over from the selected connection. In this
example, the Infc Name field shows ALL, which indicates that all packets from all
interfaces for this call are to be collected. From the Display Packet Control panel
(FKXK2A24), you can use any of the trace display and formatting functions that
are provided by the IPTRACE dialog.

4 . N
FKXK2A24 Display Packet Control LOCAL
Service Point/Stack: NMP101  Proc: TCPIP Infc Name: ALL
LAddr 9.42.45.101
RAddr 9.42.45.10
Portnum: * LPort: 1043 RPort: 23 Protocol _ ALL (default)
S TCP
_ upp
Time: Start = _Icmp
End * 0SPF
(Number)
MaxRecs: 1 1-Last 100 Truncate: 65535
2-First
Command ===>
Fl=Help F3=Return F4=View Packets F6=Ro11
S F8=Extended Options F10=Analyze F12=Cancel )

Figure 122. Display Packet Control Panel (FKXK2A24)

When you exit the IPTRACE panels, you are asked whether you want to stop the
trace. If you specify Y (Yes), the packet trace filter is stopped. If you specify N
(No), the packet trace filters are left active, and you must either stop them
manually or stop them by using the IPTRACE panels.
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4 ™\
FKXK222C TCP/IP for z/0S Connection Management
The Packet Trace that was started for this connection is still
active. Would you like to stop the trace now?
Y (Y or N)
Command ===>
Fl=Help F6=Ro11
o J

Figure 123. Starting or Stopping the Packet Trace

TRACERTE

Note: This function no longer requires AON. To use this function, issue the
TRACERTE command. The information about this function is also included
in[IBM Tivoli NetView for z/OS IP Management}

The TRACERTE command is used to trace the routes of data packets to a specified
IP host from the IP stack on the host on which the NetView program is running.
Use this command to determine connectivity with or routing to a particular
endpoint, roundtrip times between the NetView and target hosts, and routers
along the way. The TRACERTE command is useful in problem determination, for
example, in troubleshooting lost packets.

Note: The TRACERTE command is also available from NetView management
console menus.

To access TRACERTE functions, select option 3 in the MVS TCP/IP Commands
Menu (Figure 112 on page 137) or enter the TRACERTE or AON 3.2.3 command.
The panel displayed in [Figure 124 on page 147|is displayed. For information about
the fields on this panel, press F1 to see the online help.
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Vs
FKXK2300 MVS TCP/IP Automation: Trace Route from a service point CNMO1

Host Name or IP Address:

Service Point Name (? for Selection list)
Max 30
Try 3
Port 33434
Wait 5
Debug 2 (1=y , 2=N)
Skip DNS 1 (1=, 2=N)

Tookup

Command ===>
F3=Ret F4=Fndprev F5=Rptfnd F6=Rol1 F7=Back F8=Forward F12=Cancel

Figure 124. TCP/IP Automation: Trace Route Panel

The resource name can be an IP host name or an IP address. If a stack name is not
specified, the stack definitions in the CNMPOLCY member are searched for the
specified IP address or host name.

shows output from a TRACERTE command for a workstation with an
IP address of 1.23.45.678:

4 N\

FKXKLWN2 OUTPUT FROM TCP/IP 390 TRACE ROUTE Line 1 of 6

Trace route to 1.23.45.678 (1.23.45.678)
1 (1.23.45.6) 2ms 0 ms O ms
2 (1.23.45.66) 3ms 3ms 3 ms
3 (1.23.45.67) 8ms 9 ms 11 ms
4 (1.23.45.678) 13 ms 11 ms 10 ms

Command ===>
F3=Ret F4=Fndprev F5=Rptfnd F6=Rol11 F7=Back F8=Forward F12=Cancel )

Figure 125. TCP/IP Automation: Trace Route Output

For the syntax of and detailed information about the TRACERTE commands, see
the online help.

Issuing Commands

You can issue line mode TSO or UNIX commands from the NetView program
without logging on to TSO. To do that, select option 4 from the FKXK2000 panel to
display the [Figure 126 on page 148| panel.
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s
FKXK2400 TCP/IP Automation: Issue Command to Service Point CNMO1

Service Point Name nmpip110 (? for Selection 1ist)

Command Interface: 1 (1=UNIX 2 =TS0)

Type in the remote command below and press Enter.

0ceeennn.. | PN 20 Bo00000000 4oooo..... Booooooooo 6eeevnnnnn 7
netstat conn
netstat home
netstat
tracerte pquigley
time
netstat ?
netstat sock
netstat up
netstat tcp tcp32
netstat byte

Command ===>

Fl=Help F2=Main Menu F6=Ro11

F11=Right F12=Cancel
- J

Figure 126. TCP/IP Automation: Issue Command to Service Point Panel

You can also access the panel displayed in by using the AON 3.2.4

command. To easily issue a command, for example, move to the first command

line (netstat conn) and press Enter. A panel similar to the one displayed in
is displayed.

F3=Return

/'FKXKLWNZ OUTPUT FROM COMMAND Line 1 of 15 h
COMMAND:netstat conn WAS ISSUED TO SERVICE POINT: nmpip110
MVS TCP/IP Netstat V3R2
Active Transmission Blocks
User ID  Conn  Local Socket Foreign Socket State
INTCLIEN 1000  *..TELNET Kook Listen
INTCLIEN 1006 1.23.45.67..TELNET 1.23.45.678..1234 Established
OMVS 1004  *..10007 *, % Listen
SNMPD32  UDP *,.161 koK ubp
SNMPD32 1001  =*..1024 *, % Listen
SNMPQ32  UDP *,.162 KooKk ubp
SNMPQ32  UDP *,.1024 *, L x uppP
SNMPQ32 1002  *..1025 *.k Listen
NSSERV 1003  *..6000 Lk Listen
Command ===>
F3=Ret F4=Fndprev F5=RPTfnd F6=Roll F7=Back F8=Forward F12=Cancel )

Figure 127. Output from Command Issued to Service Point Panel
SNMP Management

Note: This function no longer requires AON. To use this function, issue the
NVSNMP command. The information about this function is also included in
[IBM Tivoli NetView for z/OS IP Management}

To manage SNMP, select option 5 from the MVS TCP/IP Automation: Commands
Menu displayed in [Figure 112 on page 137 or issue the NVSNMP or SNMP
command. The NVSNMP command provides a panel interface. The SNMP
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command, which provides the WALK, BULKWALK, GET, GETBULK, GETNEXT,
INFORM, and TRAP operations, is intended more for use in application programs.

When you issue the NVSNMP command, the panel displayed in [Figure 128]is
displayed. For information about the fields on the panel, press F1 to see the online
help.

4 N\
FKXK2500 TCP/IP for 390 SNMP Menu NTV70

Host Name or IP Address (blank: Use Stack Name)

TCP/IP Stack (? for Selection Tist)
1. Command:

_ Get _GetNext _Set _Walk

_ 2. Group Menu

_ 3. Remote Ping

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 128. TCP/IP SNMP Menu Panel

The SNMP Menu has three options: Command, Group Menu, and Remote Ping.
The following topics describe how to use the Command and Group Menu options.

If you specify a community name, it is used for the resulting SNMP request. If you
do not specify a community name, the stack definitions are searched for the
community name. If no community name is found, the z/OS default name public
is used. If a community name is not defined for the stack, then the default name
defined to z/OS Communications Server IP is used. The community name can be
defined in the TCP390 definition for the associated stack where the SNMP request
is being issued. For more information, see the TCP390 definition in the

[NetView for z/OS Administration Referencd,

Note: For security purposes, the community name is not displayed and is not
displayed in the NetView log.

Get Command

If you select the Get command for option 1 in the panel displayed in
[Figure 129 on page 150|is displayed.
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FKXK2510 TCP/IP for SNMP Commands NTV70

Resource: LOCAL

Password (Community) Command: GET
TCP/IP Stack: LOCAL

MIB Variables:

Command ===>
Fl=Help F2=Main Menu F3=Return F6=Ro11
F9=Options F12=Cancel
- J

Figure 129. TCP/IP SNMP Commands Panel: Get Command

The options panel shows the SNMP options and the system settings. These settings
can be defined in the policy definitions. Type an X beside the options that you
want to override. If the system definition is different from the SNMP default, the
fields are automatically selected.

Note: If Bulk is selected using F9 (Options), the command is changed to
GETBULK.

Set Command
If you select the Set command for option 1 in [Figure 128 on page 149 the panel

displayed in is displayed.

4 N
FKXK251S TCP/IP for 390 SNMP Commands CNMO1

Resource: LOCAL
Password (Community)
TCP/IP Stack: LOCAL Command: Set

MIB Variable Type
Value
sysName.0
NMPIPL10 Test system

Command ===>
Fl=Help F2=Main Menu F3=Return F6=Ro11
F9=Options F12=Cancel
- J

Figure 130. TCP/IP SNMP Commands Panel: Set Command

For the Set command, the Type and Value fields are added to the panel. Type is
used to override the MIB definition type. Value is used for the new value of the
MIB.

Walk Command
If you select the Walk command for option 1 in [Figure 128 on page 149, the panel
displayed in [Figure 131 on page 151|is displayed.
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FKXK2510 TCP/IP for SNMP Commands NTV70
Resource: 1.23.45.678

Password (Community) Command: WALK

TCP/IP Stack: LOCAL

MIB Variables:

Command ===>
Fl=Help F2=Main Menu F3=Return F6=Ro11
F9=0ptions F12=Cancel
- J

Figure 131. TCP/IP SNMP Commands Panel: Walk Command

For a Walk command, only one MIB can be specified, so only one is accepted from
the panel.

Note: If Bulk is selected using F9 (Options), the command is changed to
BULKWALK.

Using the Group Command
Figure 132is the resulting panel if you select the Group Menu in option 1 in

Figure 128 on page 149}

/ N
FKXK2520 TCP/IP for 390 SNMP Groups NTVID
More: +

Resource: LOCAL

Password (Community)

TCP/IP Stack: LOCAL

Groups:

ExtGroup LIST+ UDPTable TABLE atm WALK
system WALK ip WALK 3172sys WALK
sys2 LIST ipforward WALK 3172ifTrap WALK
sysOR TABLE ipAddrTable WALK 3172channel WALK
snmp WALK ipRouteTable WALK 31721an WALK
IFTable WALK ipNoTab LIST 3172b1k WALK
IFXTable WALK icmp WALK 3172db1k WALK
atTable WALK tcp WALK 3172device WALK
ubP WALK tcpConnTable WALK MvsTcpSystem WALK
UDPnotab LIST tcpNoTab LIST MvsTcpIf WALK
COMMAND ===>
ENTER=Get Group Data
Fl=Help F2=Main Menu F3=Return  F4=Description F6=Ro11
F7=Backward F8=Forward F9=Options F12=Cancel )

Figure 132. TCP/IP SNMP Groups Panel

The SNMP Group panel displays the groups that are defined in DSIPARM sample
FKXSNMP. To display more information about the group, tab to the group and
press F4. To display the SNMP options, press F9. For more information about
creating MIB groups, see|Appendix D, “Customizing the SNMP Group Definition|
[File (FKXSNMP),” on page 453 |

[Figure 133 on page 152| displays the description of the group UDPnotab, and has a
type of LIST. Note the four MIB variables that are displayed when you use the
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UDPnotab group.

4 N
FKXK2524 TCP/IP for 390 SNMP Groups Description NTV70
Group: UDPnotab Type: LIST
Abstract:
UDP group MIBs without the UDP Table
MIB Variables:
udpInDatagrams.0
udpNoPorts.0
udpTnErrors.0
udpOutDatagrams.0
Command ===>
Fl=Help F2=Main Menu F3=Return F6=Ro11
S F9=0ptions ENTER=Get Group Data F12=Cancel )

Figure 133. TCP/IP SNMP Groups Description Panel: LIST
displays the description of the group system and has a type of WALK.

4 N
FKXK2524 TCP/IP for 390 SNMP Groups Description NTV70
Group: system Type: WALK
Abstract:
System group MIB variables for SNMP vl or SNMP v2 including OR Table
The definition of this group can be found in:
RFC1907 for v2 or RFC1450 for vl.
MIB Variables: FULL Name:SYSTEM
Command ===>
Fl=Help F2=Main Menu F3=Return F6=Ro11
S F9=0ptions ENTER=Get Group Data F12=Cancel )

Figure 134. TCP/IP SNMP Groups Description Panel: WALK

[Figure 135 on page 153| displays the description of the group UDPTable and has a
type of TABLE.

152  User's Guide: Automated Operations Network



4 N\
FKXK2524 TCP/IP for 390 SNMP Groups Description NTV70
Group: UDPTable Type: TABLE
Abstract:

UDP group MIBs with the UDP Table

MIB Variables: INDEX MIB: 1.3.6.1.2.1.7.5
udpLocalAddress
udpLocalPorts

Command ===>
Fl=Help F2=Main Menu F3=Return  F4=Description F6=Ro11
L F9=Options ENTER=Get Group Data F12=Cancel )

Figure 135. TCP/IP SNMP Groups Description Panel: TABLE

Using Extended SNMP Groups

If you need more flexibility than SNMP Groups provides, use extended SNMP
Groups. These groups are different in that you can use them to code generic MIB
objects (using the LIST+ statement), which are to be appended with group
variables obtained from a pop-up panel when this group is selected.

For example, select option 2 on the SNMP Menu panel displayed in [Figure 128 on
page 149| to use extended SNMP groups. When option 2 is selected, [Figure 132 o

page 151|is displayed.

In [Figure 132 on page 151} move the cursor to LIST+ Group name (ExtGroup) and
press Enter.

The panel in|Figure 136 on page 154]is displayed.

Note: To use the LIST+ function you must first customize the FKXSNMP member
in DSIPARM offline. For information about customizing the FKXSNMP
member, see [Appendix D, “Customizing the SNMP Group Definition File|
[FKXSNMP),” on page 453 .|
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Ve
FKXK252V TCP/IP for 390 SNMP Group Extensions NTV9D

Resource: LOCAL
Password (Community)
TCP/IP Stack: LOCAL

Groups  :
ExtGroup : PLEASE ENTER AN INTERFACE NUMBER
system ]
sys2 : 2
sysOR 8
snmp
IFTable
IFXTable

atTable
upp
UDPnotab

COMMAND ===>
\f1=He1p F2=Main Menu F3=Return F6=Roll F12=Cancel

Figure 136. TCP/IP SNMP Group Extensions Panel

On the SNMP Group Extensions panel, type 2 to display details for interface 2 and
press Enter. Listed MIB variable information for interface adapter number 2 is

collected and displayed as

p
CNMKWIND Output from SNMP GET to LOCAL LINE 0 OF 20
S ——— TP OF MR cocmmmmeremmeecceerorrrereeeroe

START OF DATA
ifName.2 = LOOPBACK
ifLinkUpDownTrapEnable.2 = 1

END OF DATA

TO SEE YOUR KEY STTINGS, ENTER 'DISPLAY'
CMD==>
-

Figure 137. SNMP GET to LOCAL Output

IP Server Management

To manage TSO server sessions, select option 6 from the TCP/IP for z/OS
Automation: Commands Menu displayed in [Figure 112 on page 137} When you
select option 6, the panel displayed in [Figure 138 on page 155|is displayed:
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4 N
FKXK2600 TCP/IP for 390 Servers NTVEL
More :
Select an option:
1=Start 2=Stop
PPI
Service Submit  Receiver PPI

Domid Point Server Type JCL Ids Buffer  Status
_ NTVE1l NMP217 UNIX UNIX n/a CNMEUNIX 0 ACTIVE
_ NTVEL NMP217 NV2TS1 TSO CNMSJTSO $E100001 0 ACTIVE
_NTVE1l NMP217 NV2TS2  TSO CNMSJTSO $E100002 0 ACTIVE
_ NTVEL NMP217 NV2TS3  TSO CNMSJTSO $E100003 0 ACTIVE
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F7=Backward F8=Forward F12=Cancel

Figure 138. IP Servers Panel

In the panel displayed in three TSO servers for NMP217 and the UNIX
server for NMP217 are displayed. Use the following steps to start or stop a server:

1. Move the cursor to a server.
2. Type 1 to start the server or 2 to stop the server.
3. Press F5 to refresh the panel.

Note: You can start or stop multiple servers at the same time.

A single CNMEUNIX server is used for each service point that requires
UNIX system services. Therefore, starting or stopping any of the service
point entries that use the CNMEUNIX server also starts or stops the single
CNMEUNIX server. The status of the server is reflected on all service point
entries in the service point list. The status of STARTING or STOPPING is
displayed only on the service point entry for which a start or stop command
is entered.

IP Resource Management

Note: This function no longer requires AON. To use this function, issue the
IPMAN command. The information about this function is also included in
[IBM Tivoli NetView for z/OS IP Management|

This section provides information about managing IP resources that are defined
using the IP Resource Management panels.

Note: Some of the IP Resource Management panels use SNMP requests to collect
data. The Community name used for those requests is defined on the

TCP390 definition for the associated stack where the request is being issued.
For more information, see the TCP390 definition statement in the [[BM Tivol4

[NetView for z/OS Administration Referencd
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IP Resource Management Main Panel

You can control monitoring of IP Resources from the IP Resource Management
main panel, displayed in [‘IP Resource Management Filters Panel” on page 159) To
display this panel, enter AON 3.2.7 or issue the IPMAN command.

You can select the following monitoring functions in the IP Resource Management
main panel:

* ADD/START

» DISPLAY/CHANGE

* DELETE
e START
* STOP
~
FKXK2700 TCP/IP for 390 Resource Management
REFRESH: 0
Select an IP Management Active Monitoring command and press ENTER
1=ADD/START  2=DISPLAY/CHANGE 3=DELETE 4=START 5=STOP
Resource TCP/1IP Actmon
Resource Type Stack Definition M Status
_ #*NEW*=* IPHOST
_ *xNEWx= IPPORT
_ LOOP1026 IPPORT NMP101 R DOWN
_ NMPIPL10O IPHOST NMP101 A NORMAL
_ Loop1024 IPPORT NMP101 A NORMAL
_ TN3270 IPPORT NMP101 A NORMAL
_ NMPIPL10O TCP390 NMPIPL10 A NORMAL
_ NMP101 TCP390 NMP101 A NORMAL
_ NMp217 TCP390 NMP217 A NORMAL
_ NMPIPL1OV6 TCP390 NMPIPL10V6 R UNKNOWN
_ TELNETAS IPTELNET N NORMAL
Command ===>
Fl=Help F2=Main Menu  F3=Return  F4=Commands F5=Refresh F6=Ro11
F7=Backward F8=Forward F9=Display Opts F10=Connections F12=Cancel )

Figure 139. TCP/IP Resource Management Main Panel

Note the templates that are named *NEW**, one for IPHOST and one for IPPORT.
These are the most used resource types. Select either template to add a resource by
using the required fields for the type in the FKXK2760 panel, described in
[Resource Management Add Panel” on page 157

The following commands can be issued directly from the IP Resource Management
main panel by typing the command number next to the resource name:

1 Display the Add/Change Panel in add mode. When the resource is added,
monitoring is started. For additional information, see
Management Add Panel” on page 157

2 Display the Add/Change panel in change mode. For additional
information, see [“IP Resource Management Change Panel” on page 159

3 Deletes the entry only from the in-store control file and ends all
monitoring.

4 Start monitoring for the resource.

5 Stop monitoring for the resource.
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Note: For IP Port Monitoring, all ports under a defined stack are always
actively monitored at the start of the NetView program. They cannot
be stopped or started individually.

The following fields are displayed for each IP resource defined in the control file:

Resource
The name of the resource you are monitoring.

Resource Type
The resource type can be TCP390, IPHOST, IPINFC, IPNAMESRY, IPPORT,
IPTELNET, IPTN3270, or OSAPORT.

TCP/IP Stack
When the name in this field is the same as the resource name, it is a stack.
This status indicates whether the TCP/IP stack specified on the TCPNAME
parameter of the TCP390 statement is active. It does not indicate whether
the IP address as specified on the IPADDR statement or the host name as
specified on the HOSTNAME statement match the primary interface
address or host name currently in use by the TCP/IP stack.

Actmon Definition
If a reference to an ACTMON definition exists, that name is displayed in
this field.

M The monitoring field contains the current active monitoring status. This list
shows the monitoring status:
A Active monitoring
R Recovery monitoring
N No monitoring.

Status The status field contains the status. These are the possible status indicators:
* NORMAL (GREEN)
+ DOWN (RED)
* DEGRADED (PINK)
* THRESH (YELLOW)
+ UNKNOWN (BLUE)

REFRESH
The IP Resource Manager main panel can be automatically refreshed, by
changing the value of this field, from 0 (no refresh) to 59 minutes.

IP Resource Management Add Panel
Select ADD (option 1) on the IP Resource Management main panel to display the
following panel (Figure 140 on page 158):
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FKXK2760 TCP/IP for 390 Resource Management

Update the allowable fields, Press F4
to ADD resource and Start Monitoring

CMD Options
X - Fixed Field
1 - Change Field

R-Required Field

CMD  KEYWORD VALUE 2 - Delete Field
R RESNAME
X RESTYPE IPPORT
X OPTION 1P390
R SP NMP217
_ PORT 8008
_ PROTOCOL  TCP
_ TCPNAME T530EENV
_ FORMAT PORT
_ ACTMON IPPORT
_ DESC "NetView Web Browser Socket"
_ STATUS NORMAL
INTVL 00:10

Command ===>
Fl=Help F2=Main Menu
\f7=Backward F8=Forward

F6=Ro11
F12=Cancel

F3=Return F4=SUBMIT UPDATE

F9=Add a field

Figure 140. TCP/IP Resource Management Add Panel

With the Add panel, you can add resources dynamically into the in-store control
file. When the resource is added, proactive monitoring is started for the resource.
There is a delay before the monitoring field (M column) is updated on the main

panel. Use F5 to refresh the panel until the change is displayed.

The IP Resource Management Add panel contains the following fields:

Command
A fixed field or a field that is updated using one of the following command
options:
1 Change Value for keyword.
2 Delete keyword and its value.
R Indicates field is required. This option is set by the program.
X Indicates the field cannot be changed. This option is set by the
program.
Keyword

Specifies the keyword name as set in the control file.

Value

Specifies the current value of the keyword under most circumstances. The
value is cleared for ADD operations if a new value is required.

Notes:

Keywords marked with an X cannot be updated. In cases where multiple field
relationships exist, not all required keywords are marked with an R.

2. Values for keywords are not syntax checked. Entering incorrect data can cause
unpredictable results.

Changes are validated before a page forward or backward attempt. When R

required fields are accepted their command is changed to X or fixed field,

automatically.

To submit the changes, press F4. To add a new keyword-value pair press F9 to

display the Add keyword window.
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IP Resource Management Change Panel

Selecting Option 2 (change) on the IP Resource Management main panel displays
the panel displayed in |Figure 141

4 N
FKXK2760 TCP/IP for 390 Resource Management
Update the allowable fields, Press F4 CMD Options
to Change the settings X - Fixed Field R-Required Field
1 - Change Field
CMD KEYWORD VALUE 2 - Delete Field
X RESNAME NMPIPL10O
X RESTYPE IPHOST
X OPTION IP390
_ SP NMPIPL10
_ ACTMON ALLHOSTS
_ IPADDR 1.23.45.67
_ HOSTNAME ~ NMPIPL10O
~ INTVL 00:15
_ STATUS NORMAL
_ FORMAT PING
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=SUBMIT UPDATE F6=Rol11
\f7=Backward F8=Forward F9=Add a field F12=Cancel )

Figure 141. TCP/IP Resource Management Change Panel

IP Resource Management Filters Panel

The IP Resource Management Filters panel can be displayed by entering
IPMANSSF with no parameters or by pressing F9 on the IP Resource Management
main panel.

4 N
FKXK2710 IP Resource Management Filters NTVE1

The current filter and sort settings are displayed. Change the settings
and press ENTER to activate.

Type the data to be displayed in one or more fields.
Resource Resource  TCP/IP Status
Name Type Stack Name
* * *

Type an action code to define the logical operator for the search:

1 1-0R 2-AND

*

Type numbers from 1 to 4 to define the column order for sorting.

Resource Resource  TCP/IP Status
Name Type Stack Name
1 2 3 4

Type an action code to define the sort order.
1 1 - Ascending order 2 - Descending order

Command ===>
F1=Help F3=Return F6=Ro11

F9=Defaults F12=Cancel
o %

Figure 142. IP Resource Management Filters Panel

Use this panel to select the resources that you want to display. The settings
selected are saved on a task basis and apply in future queries. You can specify
filter criteria for exact names or names starting with specific characters, if the
criteria is followed by an asterisk (*). The following fields can be filtered:
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Resource Name
Specify criteria for the resource name.

Resource Type
Specify criteria for the resource type.

TCP/IP
Specify criteria for the TCP/IP stack name.

Status Specify criteria based on resource status.

For filter options, specify the relationship between these options as 1 for OR or 2
for AND.

For sort options, specify 1-4 in any order. The four fields are then sorted based on
the specified sort order. Indicate whether these sorts are to be done in ascending or
descending order by entering a 1 or 2 in the last input field.

Pressing Enter causes the filter and sort entries to be validated and saved for use
by the IP Resource Manager.

Pressing F9 restores the default filter and sort settings.

Press F3 to exit or F12 to cancel.

IP Resource Management Command Window

To display the COMMANDS window, press F4 from the IP Resource Management
main panel or the SNMP Details panel. The information displayed depends on the
resource type of the resource that has been selected.

/;KXK2740 TCP/IP for 390 Resource Management h

Select a command and press Enter

Resource  : COMMANDS (based on Resource Type)
Resource Type
———————————————————————— : _ 1- Ping

_ x*NEW** IPHOST 8 2- Tracerte

_ xxNEW=x= IPPORT 3 3- Connection Management

_ LOOP1026 IPPORT : 4- SNMP

_ NMPIPL1O IPHOST : 5- Display Timers

_Loop1024 IPPORT 8 6- SNMP Details Panel

_ TN3270 IPPORT :

_ NMPIPL10 TCP390

/  NMP101 TCP390

_ NMP217 TCP390

_ NMPIPL1OV6 TCP390 : :

_ TELNETAS IPTELNET P

Command ===>

Fl=Help F2=Main Menu  F3=Return F6=Ro11

F12=Cancel

- J
Figure 143. TCP/IP Resource Management Panel: Commands Window

SNMPView

In general, the data displayed by SNMPView is retrieved from SNMP MIB
variables. Any data field, with the underscore (_) next to it, can be set by
performing the following steps:

1. Enter a non-blank character in place of the underscore.
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2. Change the MIB data to be displayed.
3. Press Enter.

You can use the SNMPView function to display system wide and interface specific
MIB data for your TCP/IP stacks and network resources.

To navigate through the panels, and display information about a resource, use
option 8 on the MVS TCP/IP Commands Menu shown in [Figure 112 on page 137}
Type 8 and press Enter. The panel is displayed.

g N\
FKXK2800 TCP/IP for 390 SNMP Resource View NTVE1

Host Name or IP Address: (blank: Use Local Stack Name)

X MVS Stack _ IP Resource

TCP/IP Stack Name : LOCAL

_ Go Directly to the Interface List

_ Go to the details for Interface ___ IP Address

_ Go to the Connection List for IP Address
Community Name :

Command ===>

Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel

o J

Figure 144. TCP/IP SNMP Resource View Panel

IP Resource Data
To display IP Resource MIB data for NMPIPL25, fill in the text fields in
in the following way:

1. Type NMPIPL25 in the Host Name or IP Address field.
Delete the X from the default MVS Stack selection.
Type X to select IP Resource view.

A own

Press Enter. A selection list is displayed.

o

Type / in front of the selection you want and press Enter.
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Ve
FKXK2800 TCP/IP for 390 SNMP Resource View B63NV

Host Name or IP Address: NMPIPL25
(blank: Use Stack Name)

MVS Stack X IP Resource

TCP/IP Stack Name: NMPIPL25 (? for Selection list)

Go Directly to the Interface List
Go to the details for Interface __ IP Address

Go to the Connection List for IP Address
Community Name:

Command ===>
F1=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
o J

Figure 145. TCP/IP SNMP Resource View Sample Panel

When you press Enter from the Resource View panel, displayed in
Sistem MIB data is displayed on the Resource View: System panel, displayed in

Figure 146
4 ] N
FKXK2810 TCP/IP for 390 SNMP Resource View: System NTV70
SYSTEM DATA for:
NMPIPL25
System Name = NMPIPL25 Test System for AON Development w/v2r5
Location = D214/503
Object ID = 1.3.6.1.4.1.2.3.13
UP Time = 24270200
_ Contact = operator
Services = PHYSICAL DL/SUBNET INTERNET E to E APPL
Description = AON NetView Test System NMPIPL25
Set Community Name:
Command ===>
Fl=Help  F2=Main Menu F3=Return F4=Commands F5=Refresh F6=Ro11
Fll=Interfaces F12=Cancel
o J

Figure 146. TCP/IP SNMP Resource View: System Panel

From the system panel displayed in [Figure 146] press F4 to issue commands. The
panel displayed in [Figure 147 on page 163] which contains the Commands window,
is displayed.
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4 N
FKXK2814 TCP/IP for 390 SNMP Resource View: System NTV70
SYSTEM DATA for:
nmpip125
System Name =
Commands :
Location = _ 1. Ping
2. Session Status
Object ID = 3. TraceRte
UP Time = 4. SNMP Commands
Contact = ---- 5. IP Data :
Host-Wide | 6. TCP and UDP Data:
Services = Data ---- 7. ICMP Data
Description =
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel
- J
Figure 147. TCP/IP SNMP Resource View: System Panel with Commands Panel
From |&_:igure 147[ type 5 in the Commands window and press Enter. The panel
displayed in [Figure 148| is displayed.
) N
FKXK281P TCP/IP for 390 SNMP Resource View: System NTV70
IP DATA for:
NMPIPL25
_ Gateway Forwarding = YES(1) Reassemble Timeout = 60
_ Default TTL = 64 Reassemble Requests = 0
Total Datagrams Received = 7617 Reassemble Success = 0
IP Header Discards = 0 Reassemble Fail 0
Invalid Address Discards = 0 Fragments Success = 0
Forwarded Datagrams = 0 Fragments Fail 0
Unknown Protocol Discards = 0 Fragments Create = 0
A11 Other Discards = 0 Routing Discards = 0
Delivered Datagrams = 8619
Qutput Requests = 7657
Output Discards = 0
Discard No Route Avail. = 0
Set Community Name:
Command ===>
F1=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F12=Cancel
& %
Figure 148. TCP/IP SNMP Resource View: System Panel
Press F3 to return to the panel displayed in [Figure 147} Type 6, and press Enter.
The panel [Figure 149 on page 164|is displayed.
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FKXK281T TCP/IP for 390 SNMP Resource View: System NTV70

TCP DATA UDP DATA
NMPIPL25

Retransmit Algorithm = vanj(4) Datagrams Recieved 5587
Min. Retransmit Timeout = 500 No Destination Ports = 998
Max. Retransmit Timeout = 120000 Error Datagrams Received = 0
Maximum TCP Connections -1 Datagrams Sent 6627
Active Open Connections
Passive Open Connections
Falied Connect Attempts
Establish Resets

Current Established Conn
Segments Received
Segments Sent
Retransmitted Segments
Bad TCP CHKSUMS =
RST Flagged Segments

LI [ |
—
n

OO ENO O
—_ o

Command ===>
F1=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F12=Cancel

-
Figure 149. TCP/IP SNMP Resource View: System Panel

Press F3 to return to panel displayed in|Figure 147 on page 163] Choose option 7
and press Enter. The Resource View: System panel with Commands window is

displayed, as displayed in

/'FKXK2811 TCP/IP for 390 SNMP Resource View: System NTV70
ICMP DATA for:
NMPIPL25
IN ouT
Messages 1003 998
Errors 0 997
Destination Unreachable 999 997
Time Exceeded 0 0
Parameter Problems 0 0
Source Quenches 0 0
Redirect 0 0
Echo Requests 1 0
Echo Replies 3 1
Timestamp Requests 0 0
Timestamp Replies 0 0
Address Mask Requests 0 0
Address Mask Replies 0 0
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F12=Cancel

-

Figure 150. TCP/IP SNMP Resource View: System Panel with Commands Window

Return to the panel displayed in|Figure 146 on page 162|and press F11. The panel
displayed in [Figure 151 on page 165|is displayed.
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FKXK2820 TCP/IP for 390 SNMP Resource View : Interfaces NTV70

INTERFACES for:

nmpip125
Status

IF Desired Actual IP Address Description

1 ACTIVE ACTIVE Loopback Device

| 2 ACTIVE ACTIVE 127.6.0.1 Loopback
3 DOWN DOWN Channel to channel Device
|_4 DOWN DOWN 9.67.50.57 Channel to channel (3088)
5  DOWN DOWN Channel to channel Device
|_6 DOWN  DOWN Channel to channel (3088)

Command ===>

Fl=Help F2=Main Menu F3=Return  F4=Commands  F5=Refresh F6=Ro11
F9=Details F11=Connections F12=Cancel

- J
Figure 151. TCP/IP SNMP Resource View: Interfaces Panel
From the Interfaces panel, press F4. The SNMP Resource View: Interfaces panel is
displayed with the Commands window as displayed in [Figure 152,
4 . N\

FKXK2824 TCP/IP for 390 SNMP Resource View : Interfaces NTV70

INTERFACES for:

nmpip125

STAtUS e e e e,

IF Desired Actual IP Addr : Interface Name: g

1 ACTIVE ACTIVE : nmpipl25

| 2 ACTIVE ACTIVE 127. :

3 DOWN DOWN : Commands:

|_ 4 DOWN  DOWN 9.67 :

5  DOWN DOWN g _ 1. Ping

|_6 DOWN  DOWN 2. Session Stats

3. TraceRte
4. SNMP Commands
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F12=Cancel

- J

Figure 152. TCP/IP SNMP Resource View: Interfaces Panel with Commands Window

[Figure 153 on page 166]is an example of displaying a list of IP interfaces for an IP

resource, such as resources.Xyz.com.
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FKXK2820 TCP/IP for 390 SNMP Resource View: Interfaces NTVID

INTERFACES for:
resources.xyz.com

Status
IF Desired Actual IP Address Description
1 ACTIVE ACTIVE 127.0.0.1 MS TCP Loopback interface
2 ACTIVE ACTIVE 34.34.130.1 XYZ PCI Token-Ring Family Adapter

Command ===>
Fl=Help F2=Main Menu F3=Return F4=Commands  F5=Refresh F6=Ro11
F9=Details F11=Connections F12=Cancel

-

Figure 153. TCP/IP SNMP Resource View: Interfaces Panel

To display interface details, Tab to an interface, and press F9. The (IP resource)
interface detail panel, displayed in is displayed.

Vs
FKXK282D TCP/IP for 390 SNMP Resource View: Interfaces NTVID
INTERFACE DETAILS for:
resources.xyz.com
IF Name : N/A
IP ADDRESS : 34.34.130.1 Physical Address: '123412341234"'h
Description: XYZ PCI Token-Ring Family Adapter
_ Desired Status: ACTIVE Actual Status: ACTIVE
Interface Type = 1s088025TokenRing(9)
Max Datagram Size = 4056 Interface Speed = 1600000
Last Status Change = 0 TCP Connections = N/A
Network Mask = 34.34.130.1 Reassemble Max Size = 65535
IF Specific = 0.0
Connector Present = N/A Link Traps Enabled = N/A
High Speed = N/A Accept Any Packets = N/A
Set Community Name:
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
F8=Statistics F11=Connections F12=Cancel

-

Figure 154. TCP/IPO SNMP Resource View: Interfaces Panel

MVS Stack Data
To display MVS stack data for NMPIPL27, perform the following steps:

1. Type NMPIPL27 in the Host Name or IP Address field.

2. If the current default is IP Resource, then delete the X from the IP Resource
selection.

3. Type X to select MVS Stack view.

4. In the TCP/IP Stack Name field, type ? and press Enter. A selection list is
displayed.

5. Type / in front of the selection you want and press Enter.
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The TCP/IP SNMP Stack View: System panel, displayed in

4 N
FKXK28MO TCP/IP for 390 SNMP Stack View: System NTV9D
SYSTEM DATA for MVS Stack:
NMPIPL27
Proc Name = TCP38 ASID = 60 _ Primary IF Index = 4
Primary IP ADDRESS = 1.23.45.67
System Name = SNMPBASE - Unspecified
UP Time = 2007-4-17,10:2:28.8
Services = Physical DL/Subnet Internet EtoE Appl
Description = Sysname: 0S/390 Nodename: F79MVS Release: 08.00 Vers
ion: 02 Machine: 9672
Set Community Name:
Command ===>
Fl=Help F2=Main Menu F3=Return F4=Commands F5=Refresh F6=Ro11
L F8=Page 2 F9=Page 3 Fll=Interfaces Fl12=Cancel )

Figure 155. TCP/IP SNMP Stack View: System Panel

From the panel shown in press F11. The TCP/IP Stack View: Interfaces
panel is displayed with the interfaces defined for your TCP/IP stack.

/'FKXK282M TCP/IP for 390 SNMP Stack View: Interfaces NTVID h
INTERFACES for:
NMPIPL27
Status
IF GWY Desired Actual IP Address Description
1 N ACTIVE ACTIVE Loopback Device
| 2 NACTIVE ACTIVE 127.0.0.1 Loopback
3 N ACTIVE ACTIVE Channel to channel Device
| 4 Y ACTIVE ACTIVE 1.23.45.67 Channel to channel (3088)
Command ===>
Fl=Help  F2=Main Menu F3=Return F4=Commands F5=Refresh F6=Ro11
S F9=Details F11=Connections F12=Cancel )

Figure 156. TCP/IP SNMP Stack View: Interfaces Panel

To display interface details, tab to an interface, and press F9. The interface detail
panel, shown in [Figure 157 on page 168, is displayed.
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/,FKXK28MK TCP/IP for 390 SNMP Stack View: Interfaces NTVID h
INTERFACE DETAILS for:
NMPIPL27
IF Name : TCPLNK9D IP ADDRESS: 1.23.45.67
Device Base Number: 270 on IF: 3

Description: Channel to channel (3088)
_ Desired Status: ACTIVE Actual Status: ACTIVE

Interface Type channel(70)

Link Type = ctc(2)

Max Datagram Size = 32760 Interface Speed = 450000

Last Status Change = 2787 TCP Connections = N/A

Network Mask = 255.0.0.0 Reassemble Max Size = 0

IF Specific = 0.0

Connector Present = NO(2) _ Link Traps Enabled = YES(1)

High Speed = 3,500,000 - 4,499,999 _ Accept Any Packets = NO(2)

Set Community Name:

Command ===>

Fl=Help F2=Main Menu  F3=Return F5=Refresh F6=Ro11
L F8=Statistics F9=Gateway F11=Connections F12=Cancel )

Figure 157. TCP/IP SNMP Stack View: Interfaces (Detail) Panel

Running IP Traces

Note: This function no longer requires AON. To use this function, issue the
IPTRACE command. The information about this function is also included in
[IBM Tivoli NetView for z/OS IP Management|

Use the IPTRACE command to start and view diagnostic traces to help resolve
TCP/IP problems. The following traces are available:

* IP packet trace is used for IP data flow problems and copies IP packets as they
are received or sent.

e OSA packet trace is used for Open Systems Adapter (OSA) data flow problems
and copies OSA packets as they are received or sent.

* Component trace is used to trace data processing problems between the client
and the server.

If you want to use an external writer, it must be established before you use IP
trace. The trace data is written to the writer. See z/0S MVS Diagnosis: Tools and
Service Aids for more information about creating source JCL for an external writer,
or for more details about trace functions.

Issuing the IPTRACE Command

Issue the IPTRACE command from the NetView command line.

If you issue the IPTRACE * command, all known stacks are displayed in the
TCP/IP for 390 IPTrace Control Center panel (FKXK2A00), which is shown in
[Figure 158 on page 169| From this panel, you must select the stack that you want
to trace by tabbing to the stack and pressing Enter. Active stacks are highlighted in
green. Inactive stacks are displayed in blue and cannot be selected.
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4 N
FKXK2A00 TCP/IP for 390 IPTrace Control Center
Service Point/ Proc NetView Trace
Stack Name Domain Status
NMP101 TCPIP LOCAL PKT/ACT OSA/ACT
NMP217 TCPIP NTVEL 0SA/ACT

Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
F7=Backward F8=Forward F12=Cancel

Figure 158. TCP/IP IPTrace Control Center Panel

If you issue IPTRACE with no parameters, information about the local stack is
displayed in the IPTrace Control Center panel (FKXK2A01), which is shown in
This panel is also displayed if you selected a stack on the TCP/IP for
390 IPTrace Control Center panel (FKXK2AQ0).

~
FKXK2A01 IPTrace Control Center NTVF9
Service Point/Stack: NMP101 Proc: TCPIP Domain: LOCAL
Status/Owner Start For Writer
CTRACE SYSTCPIP NONE/NA NA NA *NONE*
PKTTRACE SYSTCPDA ACTIVE/OPER3  2008-05-09-16:42:38 NA *NONE*
OSATRACE SYSTCPOT ACTIVE/NA NA NA *NONE*
Command ===>
Fl=Help F2=Main Menu  F3=Return F5=Refresh F6 =Roll
F7=Backward F8=Forward F12=Cancel )

Figure 159. IPTrace Control Center Panel

This panel provides information about tracing on the selected stack. To select a
trace, type any non-blank character next to the trace that you want and press Enter.
* If you select PKTTRACE (IP packet trace), see [‘IP Packet Tracing” on page 170

. ﬁ)u select OSATRACE (OSA packet trace), see|”OSA Packet Tracing” on page

« If you select CTRACE (component trace), see [‘Component Tracing” on page 188
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IP Packet Tracing

When you select PKTTRACE on the IPTrace Control Center panel (FKXK2A01), the
PKTTRACE Control panel (FKXK2A22), which is shown in is
displayed. The PKTTRACE Control panel is also displayed when you select
command 11 (Packet Trace) on the TCP/IP for z/OS Connection Management
panel (FKXK2221), which is shown in [Figure 117 on page 141].

4 N
FKXK2A22 PKTTRACE Control SYSTCPDA ACTIVE for NVDomain: LOCAL
Service Point/Stack: NMP101 TCPNAME: TCPIP
PKTS: ACTIVE On Task: TCPPAUTO GTF: NO
Start Time: 2010-04-28-07:57:45 Writer: *NONE*
Options: 1-START/ADD 2-STOP 3-VIEW PACKETS
Ports Record
Infc/Link Stat Prot IP Address/Prefix Src  Portnm Dest Count
_ ALL * * * * *
_ TCPIPLINK ON = * * * * 1
_ TCPIPLINKB OFF * * * * * 0
_ TCPIPLINK6 OFF = * * * * 0
Command ===>
Fl=Help F2=Main Menu  F3=Return F4=Stop SYSTCPDA F5=Refresh F6=Roll
F7=Backward F8=Forward F9=Assist F10=PKTS Management F12=Cancel )

Figure 160. PKTTRACE Control Panel

Starting and Stopping IP Packet Traces: Starting and stopping IP packet traces
involves the following tasks:

* [“Managing the z/OS Communication Server IP Packet Trace”|

* [“Managing the NetView IP Packet Trace Collection Process” on page 171|

Managing the z/OS Communication Server IP Packet Trace: 1f SYSTCPDA is not
shown as ACTIVE on the PKTTRACE Control panel (FKXK2A22), type any
character next to at least one interface (for example, TCPIPLINK®6) and press F4
(Start SYSTCPDA) to start packet tracing by the SYSTCPDA component of z/OS
Communications Server. After packet tracing starts, SYSTCPDA is shown as
ACTIVE, the status of the interface changes to ON, and the options change.

Instead of tracing by specific interface name, you can select ALL to start tracing for
all the interfaces on the stack. If you select ALL, status and record counts are not
displayed. Status and record counts are reported by and displayed for each
interface on the stack.

To set optional filters or see more detail for an interface, press F9 (Assist) on the
PKTTRACE Control panel (FKXK2A22) to go to the PKTTRACE Control Assistant
panel (FKXK2A29). On that panel, make any changes that are needed and press F3
to return.

On the PKTTRACE Control panel (FKXK2A22), note the Options line:
Options: 1-START/ADD 2-STOP 3-VIEW PACKETS

To start an IP packet trace filter for an interface, type 1 next to the interface name
that you want to trace, and press Enter. To stop an IP packet trace filter, type 2
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next to the interface name, and press Enter. To view the packets that were traced,
tiie 3 next to the interface name, and press Enter; see|“Viewing IP Packet Trace|

Managing the NetView IP Packet Trace Collection Process: To manage the packet
collection process (the PKTS task), press F10 (PKTS Management). The NetView
PKTS Management panel (FKXK2A23), which is shown in is displayed.
Use this panel to start and stop the collection of packet data. Make any changes
that are needed, and press F3 to return to the PKTTRACE Control panel
(FKXK2A22).

Note: Instead of using the NetView PKTS Management panel, you can use the
PKTS command or statements in the CNMSTUSR or CxxSTGEN member;
see information about defining and controlling packet trace data collection
in [[BM Tivoli NetView for z/OS IP Management

~
FKXK2A23 NetView PKTS Management PKTS Status: ACTIVE
Domain:LOCAL
Start with Storage Size: M
_ Stop
_ Stopcoll
Define TCPName: TCPIP OPID: TCPPAUTO
_ Purge
Intfname *
LAddr *
RAddr *
Protocol 1 1-Al1
LPort = RPort =* PORTNUM * 2-TCP
Time: Start = 3-UDP
End = 4-0SPF
5 (Number)
Command ===>
Fl=Help F3=Return F6=Ro11
F12=Cancel
N\ %

Figure 161. NetView PKTS Management Panel for IP Packet Trace

Viewing IP Packet Trace Data: Use the Display Packet Control panel
(FKXK2A24), which is shown in|Figure 162 on page 172} to specify additional
filtering criteria. This panel is displayed by typing 3 next to the interface to be
traced on the PKTTRACE Control panel (FKXK2A22).
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e . N
FKXK2A24 Display Packet Control LOCAL
Service Point/Stack: NMP101 Proc: TCPIP Infc Name: TCPIPLINKL
LAddr =
RAddr *
Portnum: * LPort: =* RPort: =* Protocol _ ALL (default)
_Tcp
_ uop
Time: Start = _Icmp
End * _ OSPF
(Number)
MaxRecs: 1 1-Last 100 Truncate: 65535
2-First
Command ===>
Fl=Help F3=Return F4=View Packets F6=Ro11
L F8=Extended Options F10=Analyze F12=Cancel )

Figure 162. Display Packet Control Panel

The interface name in the Infc Name field is carried over from the Infc/Link field
on the PKTTRACE Control panel (FKXK2A22) but can be changed to search for
packets that are associated with any valid interface. You can also use an asterisk (*)
at the end of the interface name as a wildcard to see packets that are from several
interfaces that have similar names; for example, to see packets for all interfaces
that have names that start with TCPIP, you can specify TCPIP* in the Infc Name
field.

To display packet trace data, set any display options and press F4 (View Packets).
For displaying packets, you can make only one selection in the Protocol field.
Pressing F4 opens the PKTTRACE SUMMARY panel (FKXK2A26); see

Note: You can request a more specific trace report by pressing F8 (Extended
Options), which opens the Display Packets Control Extended Options panel
(FKXK2A25). On that panel, you can set options for detailed packet data.
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/;KXKZAZG PKTTRACE ~ SUMMARY NTVF9
More:+
DP Nr hh:mm:ss.mmmmmm IpId Seq_num Ack_num Wndw Flags
1U22456 17:02:51.672076 0000 protocol=UDP

F1778580 00010001 *l.e..... . Woooooo *
0U22455 17:02:51.671244 8A2C protocol=UDP
F1770100 00010000 *1....... . Wooooo0 *

0722454 17:02:45.513074 8A2B 379439144 3454140397 32768 ACK PSH
1722453 17:02:45.513031 DED8 3454140396 379439144 32768 ACK PSH

1U22452 17:02:36.548436 0000 protocol=UDP

A8068580 00010001 *y.e..... «.cevnn. *
0U22451 17:02:36.547755 8A2A protocol=UDP
A8060100 00010000 *y.....ev vovernn. *
1U22450 17:02:36.106447 0000 protocol=UDP
AAB88580 00010001 *..e..... vovvvnn. *
0U22449 17:02:36.105802 8A29 protocol=UDP
AABB0100 00010000 *......cev vuvernn. *
Command ===>
Fl=Help F3=Return F4=Details F5=Refresh F6=Ro11
F7=Backward F8=Forward F9=Commands F11=Right F12=Cancel

Figure 163. PKTTRACE SUMMARY Panel

The PKTTRACE SUMMARY panel (FKXK2A26) provides summary packet trace

information data for the packets requested. To navigate the panel, press F11 (Right)

to scroll to the right or F8 (Forward) to scroll forward.

To see commands that are available for a specific packet, press F9 (Commands). A
list of commands that you can use for the selected packet, such as Ping, TraceRte,

and Hostnames, is displayed.

From the PKTTRACE SUMMARY panel (FKXK2A26 or FKXK2A27), select a packet

and press F4 (Details). The details of the selected packet are displayed in the
Packet Detail window, which is shown in

/'CNMKWIND OUTPUT FROM Packet Detail LINE 0 OF 81 h
R e L PR Top of Data -=-=----cmmmmmm e *
z/0S TCP/IP Packet Trace Formatter, (C) IBM 2000-2006, 2007.052
xxxx 2008/05/09
RcdNr Sysname Mnemonic Entry Id  Time Stamp Description
22456 NMP101  PACKET 00000004 17:02:51.672076 Packet Trace
From Interface : TCPIPLINK Device: QDIO Ethernet Ful1=324
Tod Clock : 2008/05/09 17:02:51.672076 Intfx: 5
Sequence # : 0 Flags: Pkt
Source 1 9.42.4.253
Destination 1 9.42.45.101
Source Port 53 Dest Port: 22679 Asid: 0030 TCB: 00000000
IpHeader: Version : 4 Header Length: 20
Tos : 00 Q0S: Routine Normal Service
Packet Length 1 324 ID Number: 0000
Fragment : DontFragment Offset: 0
TTL : 62 Protocol: UDP CheckSum: F6F3 F
Source : 9.42.4.253
TO SEE YOUR KEY SETTINGS, ENTER 'DISPFK'
CMD==>
%
Figure 164. Packet Detail for the Packet Selected in PKTTRACE SUMMARY
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Analyzing and Saving IP Packet Traces: If you press F10 (Analyze) in the
Display Packet Control panel (FKXK2A24), the analysis function scans the TCP,
UDP, and ICMP trace sessions in the collected trace data and analyzes the TCP
sessions for a set of error conditions. To keep data from being lost, stop the trace
collection before starting analysis. The amount of data that is analyzed is based on
the options that are selected on the Display Packet Control panel (FKXK2A24).

Note: The UDP and ICMP sessions are listed so that you can view the session
report for the individual sessions, but these sessions are not analyzed.

From the resulting display, you can request a list of the sessions that contain
specific types of errors, and, from that list, you can request the detailed
information for a specific session. The detailed data for a session contains all the
packets in the collected trace data that is associated with the selected session.

For the analysis function, the rules for the Protocol field on the Display Packet

Control panel (FKXK2A24) are as follows:

* The TCP, UDP, and ICMP protocols are supported.

* More than one protocol can be selected, and any combination of the supported
protocols is allowed.

* Selecting ALL, or selecting ALL in combination with any of the supported
protocols, processes all the supported protocols.

* The OSPF and numeric protocols are not supported. If these protocols are
specified, either singly or in combination with other protocols (including ALL),
an error message is displayed.

If you select only UDP or ICMP as the protocol on the Display Packet Control
panel (FKXK2A24), when you press F10 (Analyze), the trace analysis panel for the
selected protocol is displayed. See [“Viewing UDP and ICMP Sessions” on page]
180,

Otherwise, when you press F10 (Analyze), the Packet Trace Analysis panel
(FKXK2B10), which is shown in lists all the sessions that were found,

based on the options that you selected.

4 ] ™\
FKXK2B10 Packet Trace Analysis NTVF9
TCP Sessions 9 UDP Sessions 23
ICMP Sessions 1
_ TCP Sessions with error flags 8
_ Unacknowledged Syns 1
_ Retransmissions 0
_ Duplicate Acks 7
_ Zero Window Size 0
_ Window Probes 0
_ Reset Flags 1
_ Delayed Acks 3
Command ===>
Fl=Help F3=Return F4=Sessions F6=Ro11
F12=Cancel
Ao J

Figure 165. Packet Trace Analysis Panel
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From this panel, you can select the TCP Sessions with error flags option to
display the TCP sessions that have error flags, or select a specific TCP session error
type (Retransmissions, Duplicate Acks, Zero Window Size, Window Probes,
Reset Flags, or Delayed Acks) to display all sessions that have the selected error
flag. After you make a selection (for example, Duplicate Acks), press F4 (Sessions)
to display a list of the sessions that meet your specification on the Packet Trace
Analysis TCP Sessions panel (FKXK2B22). For more information about TCP session
analysis, see [“Analyzing TCP Sessions.”]

The following actions are also available from the Packet Trace Analysis panel
(FKXK2B10):

* Place the cursor on TCP Sessions and press F4 (Sessions) to go to the Packet
Trace Analysis All TCP Sessions panel (FKXK2B20), which lists all TCP sessions
and the number of packets and error flags for each.

* Place the cursor on UDP Sessions or ICMP Sessions and press F4 (Sessions) to
go to the trace analysis panel for the selected protocol. For more information
about UDP and ICMP sessions, see |“Viewing UDP and ICMP Sessions” on page]

Analyzing TCP Sessions: The Packet Trace Analysis TCP Sessions panel
(FKXK2B22), which is shown in displays the sessions with the error
type that you specified on the Packet Trace Analysis panel (FKXK2B10). The Trace
Flag Type field shows the error type that you selected, in this case, Duplicate Ack.
Two lines are displayed for each session with packets that match the requested
error flag type. The first line contains the number of packets in the session and the
local IP address and port. The second line contains the remote IP address and port
for the session.

FKXK2B22 Packet Trace Analysis TCP Sessions NTVF9 h
Trace Flag Type: Duplicate Ack
Packets Flags IP Address-Ports (Local and Remote)
_ 90 2 9.42.45.101-1033
9.42.45.10-23
_ 140 1 9.42.45.101-1035
9.42.45.10-23
_ 96 2 9.42.45.101-1038
9.42.45.10-23
_ 70 2 9.42.45.101-23
9.42.45.196-1026
_ 14 1 9.42.45.101-1034
9.42.45.196-21
_ 24 1 9.42.45.101-1037
9.42.45.196-21
_ 22 1 9.42.45.101-1039
9.42.45.196-23
Command ===>
Fl=Help F3=Return F4=Select F6=Ro11
F12=Cancel
o J

Figure 166. Packet Trace Analysis TCP Sessions Panel

If you select a session on the Packet Trace Analysis TCP Sessions panel
(FKXK2B22) and press F4 (Select), the Session Analysis panel (FKXK2B51) is
displayed. This panel is shown in [Figure 167 on page 176} Note the following
information on this panel about the selected session, all of which can be useful in
diagnosing a connection or network problem:

* The resolved host names for the local and remote IP addresses
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e The connection status of ESTABLISHED
¢ The number of errors of each type for both inbound and outbound data
e The variations in window sizes for inbound and outbound data

4 . ] N
FKXK2B51 Session Analysis LOCAL
Local IP 9.42.45.101
Port 1026 Host Name nmplOl.tivlab.raleigh.ibm.com
Remote IP 9.42.45.10
Port 23 Host Name nmpipl1l0.tivlab.raleigh.ibm.com
Total Packets Summarized 30 Status ESTABLISHED
Flags Inbound  Outbound Window Size Inbound Outbound
Retransmissions 0 0 Largest 32768 32768
Duplicate Acks 0 1 Average 32759 32753
Reset 0 0 Smallest 32750 32707
Window Size 0 0 0
Window Probes 0 0
Delay Ack 1 2
Command ===>
Fl=Help F3=Return F6=Ro11
S F8=Packets F9=Actions Fl0=Report F12=Cancel )

Figure 167. Session Analysis Panel

From the Session Analysis panel (FKXK2B51), shown in you can
continue your analysis as follows:

* To go to the Session Analysis Packets panel (FKXK2B53), press F8 (Packets); see
[“Displaying Session Packets.”]

* To go to the Session Analysis Actions panel (FKXK2B52), press F9 (Actions); see
[“Issuing Commands for Sessions” on page 178

* To display a full z/OS Communications Server session report, press F10
(Report). For more information, see the z/OS Communications Server library.

Displaying Session Packets: _The Session Analysis Packets panel (FKXK2B53), which
is shown in [Figure 168 on page 177] displays the available packets. To navigate the
panel, press F11 (Right) to scroll to the right or F8 (Forward) to scroll forward.
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Rcviind Data Delta Time

32768
32768
32768
32768
32765
32765
32765
32765
32765
32765
32765
32762
32750
32765
32765
32765

—_
O WWWOIINODWOWWoOwWwo oo

0.

F4=Packet Detail
F11=Right

/;KXK2B53 Session Analysis Packets
Packet Summary
TcpHdr 10 F Seq Ack
S 0 2258808397 0
A S I 2414361815 2258808398
A 0 u 2258808398 2414361816
AP 1 . 2414361816 2258808398
A 0 d 2258808398 2414361819
AP 0 . 2258808398 2414361819
AP 0 . 2258808401 2414361819
AP I a 2414361819 2258808404
AP I . 2414361819 2258808404
AP 0 d 2258808404 2414361822
AP I . 2414361822 2258808404
AP 0 + 2258808404 2414361828
AP I + 2414361828 2258808422
AP 0 + 2258808422 2414361831
AP 0 . 2258808425 2414361831
AP I + 2414361831 2258808425
Command ===>
Fl=Help F3=Return
F7=Backward F8=Forward

0
0
0
0
0
0
0
0.
0
0
0
0
0
0
0

000000
.017182
.000071
.042128
277782
.344952
.000511
.000861
011026
.245366
.000851
.000643
.016542
.000281
.000100
.000855

LOCAL
More:+

TimeStamp
13:15:56.397877
13:15:56.415059
13:15:56.415130
13:15:56.457258
13:15:56.735040
13:15:57.079992
13:15:57.080503
13:15:57.081364
13:15:57.092390
13:15:57.337756
13:15:57.338607
13:15:57.339250
13:15:57.355792
13:15:57.356073
13:15:57.356173
13:15:57.357028

F6=Ro11
F12=Cancel

Figure 168. Session Analysis Packets Panel

To see the details of a packet, select a packet on the Session Analysis Packets panel

(FKXK2B53 or FKXK2B54) and press F4. The Packet Detail window, which is

shown in [Figure 169 on page 178 displays the full content of the selected packet.

To return (to FKXK2B53 or FKXK2B54), press F3.

Chapter 17. Using the AON/TCP Operator Interface

177



/ENMKWIND OUTPUT FROM Packet Detail LINE 0@ OF 48
K - Top of Data -=---==-==————m o *
z/0S TCP/IP Packet Trace Formatter, Copyright IBM Corp. 2000, 2009; 2009.028
*xxx 2010/02/12
RcdNr Sysname Mnemonic Entry Id  Time Stamp Description
971 NMP101  PACKET 00000004 13:15:56.415130 Packet Trace
To Interface : TCPIPLINK Device: QDIO Ethernet Ful1=52
Tod Clock 1 2010/02/12 13:15:56.415130 Intfx: 5
Segment # : 0 Flags: Out
Source : 9.42.45.101
Destination : 9.42.45.196
Source Port : 1029 Dest Port: 23 Asid: 002C TCB: 00000000
IpHeader: Version : 4 Header Length: 20
Tos : 00 Q0S: Routine Normal Service
Packet Length : 52 ID Number: 523A
Fragment 8 Offset: 0
TTL : 64 Protocol: TCP CheckSum: BBOD F
Source 1 9.42.45.101
Destination 9.42.45.196
TCP
Source Port : 1029 () Destination Port: 23 (telnet)
Sequence Number : 2258808398 Ack Number: 2414361816
Header Length : 32 Flags: Ack
Window Size . 32768 CheckSum: C87B FFFF Urgent Data Pointer:
Option : NOP
Option : NOP
Option : Timestamp Len: 10 Value: 1EE2BE99 Echo: 1EE2BE98
Ip Header : 20 IP: 9.42.45.101, 9.42.45.196 Offset: ©
000000 45000034 523A0000 4006BBOD 092A2D65 092A2DC4
Protocol Header . 32 Port: 1029, 23 Offset: 14
000000 04050017 86A2AE4E 8FE83CD8 80108000 C87BO000 0101080A 1EE2BE99 1EE2BE98
No packets required reassembly
TO SEE YOUR KEY SETTINGS, ENTER 'DISPFK'
CMD==>
o

Figure 169. Packet Detail for the Packet Selected in Session Analysis Packets

Issuing Commands for Sessions: _The Session Analysis Actions panel (FKXK2B52),
which is shown in [Figure 170 on page 179} displays commands that you can issue.
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Vs
FKXK2B52 Session Analysis Actions LOCAL
NMP101

Local 1IP 9.42.45.101
Port 1032 Host Name nmpl0l.ti | 2 Command

Remote IP 9.42.45.196 1. Drop Connection
Port 23 Host Name nmpl196.ti 2. Save Session Packets

Total Packets Summarized 47

Flags Inbound  Outbound
Retransmissions 0
Duplicate Acks 0
Reset 0
Window Size 0 0
Window Probes 0
Delay Ack 1

F6=Ro11 F12=Cancel

0
1
0
0 F1=Help F3=Return
0
2

Command ===>

Figure 170. Session Analysis Actions Panel

The following actions are available from the Session Analysis Actions panel
(FKXK2B52):

¢ To drop the active connection for this session, enter 1 (Drop Connection); see
[“Dropping a Connection.”|

* To save the session packets, enter 2 (Save Session Packets); see
[Session Packets” on page 180.]

Dropping a Connection: If you entered 1 (Drop Connection), the Session Analysis
Drop Command Confirmation panel (FKXK2B5A), which is shown in [Figure 171} is
displayed. This panel provides information about the connection that is to be

dropped. Press F4 (Confirm Drop) to confirm that you want to drop the
connection, or press F3 (Return) to cancel the drop request.

4 N
FKXK2B5A Session Analysis Drop Command Confirmation
Connection ID: 00000083 Stack Name: TCPIP Domain: LOCAL
Connection Started: 06/23/10 09:50:01 Status: ESTABLISHED
Local IP Address : 9.42.45.101
Local Port : 1026
Remote IP Address: 9.42.45.10
Remote Port : 23
To drop this connection press F4. To cancel this command press F3.
Command ===>
Fl=Help F3=Return F4=Confirm Drop F6=Ro11
F12=Cancel
& %

Figure 171. Session Analysis Drop Command Confirmation Panel
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Saving the Session Packets: 1f you entered 2 (Save Session Packets), the Saved
Packet Trace Details panel (FKXK2B62), which is shown in is displayed.
This panel provides details about the packet trace that you want to save. Provide a
description (for example, "Print server problem") and press F4 to save the trace.
The FKX4751 message indicates that the trace was saved. You can retrieve the trace
later; see|“Retrieving Saved IP Packet Traces” on page 182)

/,FKXKZBGZ Saved Packet Trace Details
Service Point/Stack: NMP101  Domain: LOCAL Proc: TCPIP
Save Time: 09/09/10 18:37:40 by Operator PHK
Description: PRINT SERVER PROBLEM

Trace Start Time: 09/09/10 12:46:58 Packets: 47
Trace Last Time : 09/09/10 12:47:08

Local IP: 9.42.45.101
Remote IP: 9.42.45.196
Local Port: 1032 Remote Port: 23 Protocol: TCP

Interface Name: ALL

Command ===>
Fl=Help F3=Return F4=View Trace F6=Ro11

F11=Delete Trace Fl2=Cancel
o %

Figure 172. Saved Packet Trace Details Panel (Saving Data)

Viewing UDP and ICMP Sessions: If you selected only UDP or ICMP as the
protocol before pressing F10 (Analyze) on the Display Packet Control panel
(FKXK2A24) or if you placed the cursor on UDP Sessions or ICMP Sessions
before pressing F4 on the Packet Trace Analysis panel (FKXK2B10), the sessions are
displayed in the Packet Trace Analysis UDP Sessions or the Packet Trace Analysis
ICMP Sessions panel (FKXK2B23), which is shown in [Figure 173 on page 181}

180 User's Guide: Automated Operations Network




-

/;KXK2B23 Packet Trace Analysis UDP Sessions NTVF9
Packets IP Address-Ports (Local and Remote)
_ 2 9.42.45.101-9850
9.42.4.253-53
_ 4 9.42.45.101-9851
9.42.4.253-53
_ 4 9.42.45.101-9860
9.42.4.253-53
_ 4 9.42.45.101-9861
9.42.4.253-53
Command ===>
Fl=Help F3=Return F4=Session Report F6=Ro11
F12=Cancel

Figure 173. Packet Trace Analysis UDP Sessions Panel

In this panel, the IP addresses and ports that are shown under IP Address-Ports
are the connection partners for UDP sessions. For ICMP sessions, only IP addresses
are shown.

Note: ICMP is a connectionless protocol that does not have actual sessions, but the
Communications Server IP Trace Session Report collects the ICMP packets
between two hosts and displays them in a session report; this is known as
an ICMP session.

Select a session and press F4 to see the session report for that session, such as the
UDP session report that is shown in the PACKET DETAIL window in
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/,CNMKWIND OUTPUT FROM PACKET DETAIL

Top of Data
BNH7731 NUMBER OF PACKETS: 2 , MISSED BUFFERS: O , TCPNAME: TCPIP

z/0S TCP/IP Packet Trace Formatter, Copyright IBM Corp. 2000, 2009; 2009.028

LINE 0 OF 50

*xxxx 2010/04/16
No packets required reassembly

Interface Table Report

First TimeStamp:
Last TimeStamp:

2010/04/16 13:26:29.545709
2010/04/16 13:26:29.546448

Index Count Link Address

5 2 TCPIPLINK 9.42.45.101
UDP Sessions Report

1 sessions found

2 UDP packets summarized
Local IP address: 9.42.45.101
Local port, app: 9850
Remote IP address: 9.42.4.253
Remote port, app: 53 domain
Protocol: uppP

Duration: 00:00:00.000739
Statistics: Inbound,  Outbound
Packets: 1, 1
Fragments: 0, 0 ( 0%), ( 0%)
Bytes sent: 298, 49
Time spent sending: 00:00:00.0, 00:00:00.0 ( 100%), ( 0%)
Time spent fragments: 00:00:00.0, 00:00:00.0 ( 0%), ( 0%)
Throughput: 454,711, 74.768 K/s
Largest segment size: 298, 49
Average segment size: 298, 49
Smallest segment size: 298, 49
Direction change: 1, 0
UDP Flags IO Delta Time DatLn RcdNr Inf Ip_id Froff Drop

0
0

0
0

0 00:00:00.000000 13:26:29.545709 49 2848
D I 00:00:00.000739 13:26:29.546448 298 2849
16384 bytes of storage were used for the session report
TO SEE YOUR KEY SETTINGS, ENTER 'DISPFK'
CMD==>

5 738C
5 0000

Figure 174. UDP Session Report (Packet Detail for the Selected UDP Session)

The following actions are available from this window:

* To view the contents of a packet, move the cursor to a packet summary that is
highlighted in green and press F4.

* To save the UDP or ICMP packet data, press F9.

Retrieving Saved IP Packet Traces: Use the LISTTRC command, which has no
parameters, from the NetView command line to see a list of all of the traces that
are saved. The Saved Packet Traces panel (FKXK2B61), which is shown in
[Figure 175 on page 183} displays any packet traces that you saved. This panel
shows the print server problem trace that was saved in [’Saving the Session|
[Packets” on page 180
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/ N
FKXK2B61 Saved Packet Traces
Collect Time Operator Domain Stack Description
_09/09/10 12:40:37  PHK LOCAL TCPIP TEST
_09/09/10 12:51:14  PHK LOCAL TCPIP PRINT SERVER PROBLEM

Command ===>
Fl=Help F3=Return
F7=Backward F8=Forward

-

F4=View Trace F6=Ro11
F10=Details Fll=Delete Trace F12=Cancel

Figure 175. Saved Packet Traces Panel

You can select a trace and press F4 (View Trace) to display the content of this trace
or press F11 (Delete Trace) to delete the data that was saved for this trace.

If you select the PRINT SERVER PROBLEM trace and press F10 (Details), the
Saved Packet Trace Details panel (FKXK2B62), which is shown in

displays information about the saved packet trace.

Save Time: 06/02/26 18:37:40
Description: PRINT SERVER PROBLEM

Trace Start Time: 09/09/10 12:46:58
Trace Last Time : 09/09/10 12:47:08

Local IP: 9.42.45.101
Remote IP: 9.42.45.196
Local Port: 1032 Remote Port: 23

Interface Name: ALL

Command ===>
F1=Help F3=Return

-

Ve
FKXK2B62 Saved Packet Trace Details

Service Point/Stack: NMP101  Domain: LOCAL Proc: TCPIP

by Operator PHK

Packets: 47

Protocol: TCP

F4=View Trace F6=Ro11
Fl11=Delete Trace Fl2=Cancel

Figure 176. Saved Packet Trace Details Panel (Viewing Saved Data)

From the Saved Packet Trace Details panel, you can press F4 (View Trace) to
display the content of this trace or press F11 (Delete Trace) to delete the data that
was saved for this trace. If you press F4, the FMTPACKT Session Detail Report,

which is shown in [Figure 177 on page 184) displays the content of this trace.
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/,CNMKWIND OUTPUT FROM FMTPACKT Session Detail Report LINE 0@ OF 269 h
L e LR PR Top of Data =---=--==—=———-cmmmmmme *
BNH7731 NUMBER OF PACKETS: 221 , MISSED BUFFERS: O , TCPNAME: TCPIP
z/0S TCP/IP Packet Trace Formatter, Copyright IBM Corp. 2000, 2009; 2009.028
xxx%x 2010/09/09
No packets required reassembly
Interface Table Report
Index Count Link Address
2 221 LOOPBACK 9.42.45.101
UDP Sessions Report
1 sessions found
221 UDP packets summarized
Local 1IP address: 9.42.45.101
Local port, app: 161 snmp
Remote IP address: 9.42.45.101
Remote port, app: 5823
Protocol: upp
First TimeStamp: 2010/09/09 10:59:02.698435
Last TimeStamp: 2010/09/09 10:59:02.800651
Duration: 00:00:00.102216
Statistics: Inbound,  Outbound
Packets: 0, 221
Fragments: 0, 0 ( 0%), ( 0%)
Bytes sent: 0, 10657
Time spent sending: 00:00:00.0, 00:00:00.1 ( 0%), ( 100%)
Time spent fragments: 00:00:00.0, 00:00:00.0 ( 0%), ( 0%)
Throughput: 0, 101.887 K/s
Largest segment size: 0, 83
Average segment size: 0, 48
Smallest segment size: 0, 45
Direction change: 0, 0
UDP Flags I0 Delta Time DatLn RcdNr Inf Ip_id Froff Drop
0 00:00:00.000000 10:59:02.698435 47 41638 2 73F6 0 0
0 00:00:00.000588 10:59:02.699023 47 41640 2 73F8 0 0
0 00:00:00.000426 10:59:02.699450 47 41642 2 73FA 0 0
TO SEE YOUR KEY SETTINGS, ENTER 'DISPFK'
CMD==>
%

Figure 177. FMTPACKT Session Detail Report

OSA Packet Tracing
When you select OSATRACE, the OSATRACE Control panel (FKXK2A30), which is
shown in [Figure 178 on page 185} is displayed.
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4 N
FKXK2A30 OSATRACE Control SYSTCPOT ACTIVE for NVDomain: LOCAL
z/0S : VIRI1
Service Point/Stack: TVT2007  TCPNAME: TCPIP7
OPKTS: ACTIVE On Task: AUTOOPKT  GTF: NO
Start Time: Writer: *NONE*

Options: 1-START  2-STOP 3-VIEW PACKETS

0SA Port Stat/ Length Data Record Time Discard Nofilter
Auth
_ 0SAl OFF 224 1024 2147483647 10080 EXCEPTION NONE
UNKNOWN 0 0 0 0
_ 0SAA ON 224 1024 2147483647 10080 EXCEPTION ALL
LOGICAL 0 172 12 164
NEW 224 1024 2147483647 10080 EXCEPTION NONE

Command ===>
Fl=Help F3=Return F4=Stop SYSTCPOT F5=Refresh F6=Roll
F7=Backward F8=Forward F9=Filters F10=PKTS Management F12=Cancel

Figure 178. OSATRACE Control Panel

Starting and Stopping an OSA Packet Trace: Starting and stopping OSA packet
traces involves the following tasks:

* [“Managing the z/OS Communication Server OSA Packet Trace’]

* ["Managing the NetView OSA Packet Trace Collection Process” on page 18§

Managing the z/OS Communication Server OSA Packet Trace: 1f SYSTCPOT is not
shown as ACTIVE on the OSATRACE Control panel (FKXK2A30), type any
character next to at least one interface (for example, OSAA) and press F4 (Start
SYSTCPOT) to start packet tracing by the SYSTCPOT component of z/OS
Communications Server. After OSA packet tracing starts, SYSTCPOT is shown as
ACTIVE, the status of the interface changes to ON, and the options change.

Note: z/OS VIR11 Communications Server or later is required for OSA packet
trace. The OSA SNMP subagent must be active to control OSA traces.

To set optional filters or to see more detail for an interface, press F9 (Filters) on the
OSATRACE Control panel (FKXK2A30) to go to the OSATRACE Filters panel
(FKXK2A31), which is shown in [Figure 179 on page 186 Make any changes that
are needed, press F4 to update the filters, and then press F3 to return.
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4 N
FKXK2A31 OSATRACE Filters SYSTCPOT ACTIVE for NVDomain: LOCAL
z/0S : VIR11
Service Point/Stack: TVT2007 Proc: TCPIP7
0SA Port Name: 0SAA Clear Filters: NO  (YES/NO)

Protocol Ethernet Port Device VLAN ID Mac Address
Type 1D

TCP 00020

Command ===>
F1=Help F3=Return  F4=Update Filters F6=Ro11
F8=IP Addesses F12=Cancel
o J

Figure 179. OSATRACE Filters Panel

To set optional IP address filters for the interface from the OSATRACE Filters
panel (FKXK2A31), press F8 (IP Addresses) to go to the OSATRACE Filters panel
(FKXK2A32). After you make your changes, press F3 until you return to the
OSATRACE Control panel (FKXK2A30).

On the OSATRACE Control panel (FKXK2A30), note the Options line:
Options: 1-START  2-STOP 3-VIEW PACKETS

To start an OSA packet trace filter for an OSA port name, type 1 next to the OSA
port name that you want to trace, and press Enter. To stop an OSA packet trace

filter, type 2 next to the OSA port name, and press Enter. To view the packets that
were traced, type 3 next to the OSA port name, and press Enter; see [*Viewing OSA

[Packet Trace Data” on page 187.|

Managing the NetView OSA Packet Trace Collection Process: To manage the packet
collection process (the PKTS task), press F10 (PKTS Management). The NetView
PKTS Management panel (FKXK2A33), which is shown in [Figure 180 on page 187,
is displayed. Use this panel to start and stop the collection of packet data. Make
any changes that are needed, and press F3 to return to the OSATRACE Control
panel (FKXK2A30).

Note: Instead of using the NetView PKTS Management panel, you can use the
PKTS command or statements in the CNMSTUSR or CxxSTGEN member;
see information about defining and controlling packet trace data collection
in [IBM Tivoli NetView for z/OS IP Management
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4 N
FKXK2A33 NetView PKTS Management PKTS Status: ACTIVE
for PSOURCE=0SA Domain:LOCAL

Start with Storage Size: M
Stop

_ Stopcoll
Define TCPName: TCPIP7 OPID: AUTOOPKT

_ Purge

Portname *

Time: Start =
End =

Command ===>
Fl=Help F3=Return F6=Ro11
F12=Cancel

-
Figure 180. NetView PKTS Management Panel for OSA Packet Trace

Viewing OSA Packet Trace Data: _Use the Display OSA Packet Control panel

(FKXK2A34), which is shown in [Figure 181 to specify additional filtering criteria.
This panel is displayed by typing 3 next to the OSA port name to be traced on the

OSATRACE Control panel (FKXK2A30).

4 N
FKXK2A34 Display OSA Packet Control LOCAL
Service Point/Stack: TVT2007 Proc: TCPIP7
OSA Port Name: 0SAA
Time: Start =
End *
MaxRecs: 1 1-Last 100 Truncate: 65535
2-First
Command ===>
Fl=Help F3=Return F4=View Packets F6=Ro11
F8=Extended Options F12=Cancel
o %

Figure 181. Display OSA Packet Control Panel

To display packet trace data, set any display options and press F4 (View Packets).
Pressing F4 opens the OSA TRACE PACKETS SUMMARY panel (FKXK2A36); see

[Figure 182 on page 188

Note: You can request a more specific trace report by pressing F8 (Extended
Options), which opens the Display OSA Packets Control Extended Options
panel (FKXK2A35). On that panel, you can set options for detailed packet

data.
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FKXK2A36 OSA TRACE PACKETS SUMMARY D52NV
Qap
DP Nr hh:mm:ss.mmmmmm IpId Seq_num Ack_num Wndw Flags
10 6317 14:05:03.638377 D22D DISCARD=1115 (Unknown)
0201002C C0096BOL *....{.,. ...,..k.*
10 6316 14:05:03.638375 D22D DISCARD=1068 (GMAC TABLE EMPTY)
0201002C C0096BO1 *....{., kox
IG 6314 14:04:56.125070 D229 DISCARD=1068 (GMAC TABLE EMPTY)

IG 6312 14:04:55.019146 D228 DISCARD=1068 (GMAC TABLE EMPTY)

10 6311 14:04:53.629588 D225 DISCARD=1115 (Unknown)

0201002C C0096BO1 *....{., ko
10 6310 14:04:53.629585 D225 DISCARD=1068 (GMAC TABLE EMPTY)
0201002C C0096BO1 *....{., ko
10 6309 14:04:43.624203 D21F DISCARD=1115 (Unknown)
0201002C C0096BO1 *....{., ko
10 6308 14:04:43.624201 D21F DISCARD=1068 (GMAC TABLE EMPTY)
0201002C C0096BO1 *....{.,. kox
Command ===>
Fl=Help F3=Return F4=Details F5=Refresh F6=Ro11
F7=Backward F8=Forward F11=Right F12=Cancel )
Figure 182. OSA TRACE PACKETS SUMMARY Panel
The OSA TRACE PACKETS SUMMARY panel (FKXK2A36) provides summary
packet trace information data for the packets requested. To navigate the panel,
press F11 (Right) to scroll to the right or F8 (Forward) to scroll forward.
From the OSA TRACE PACKETS SUMMARY panel (FKXK2A36 or FKXK2A37),
select a packet and press F4 (Details). The details of the selected packet are
displayed in the Packet Detail window, which is shown in |Figure 183
4 ] N
CNMKWIND OUTPUT FROM Packet Detail LINE 0 OF 53
K e - Top of Data -----==---mmmmmmmmm oo *
z/0S TCP/IP Packet Trace Formatter, (C) IBM 2000-2008, 2008.210
*xxx 2009/01/19
RcdNr Sysname Mnemonic Entry Id  Time Stamp Description
6317 TVT2007 OSAENTA 00000007 14:05:03.638377 0SA-Express NTA
From Interface : EZANTAOSAA Ful1=64
Tod Clock 1 2009/01/19 14:05:05.493685
Frame: Device ID : N/A Sequence Nr: 33701 Discard: 1115 (U
Segment # : 0 Flags: In Nta Lpar L3 Dscrd
Source 1 9.42.42.132
Destination 1 224.0.0.5
Source Port HC) Dest Port: 0 Asid: 0000 TCB: 00000000
IpHeader: Version : 4 Header Length: 20
Tos : 00 QO0S: Routine Normal Service
Packet Length : 64 ID Number: D22D
Fragment 3 Offset: 0
TTL 3 1 Protocol: OSPFIGP CheckSum: D384 F
TO SEE YOUR KEY SETTINGS, ENTER 'DISPFK'
CMD==>
o %

Figure 183. Packet Detail for the Selected OSA Packet

Component Tracing

When you select CTRACE for a service point with no scheduled tracing, the
TCP/IP for 390 CTRACE Control panel (FKXK2A12), which is shown in
is displayed. For a service point with active or delayed tracing, the
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TCP/IP for 390 CTRACE Control panel (FKXK2A10), which is shown in|Figure 188
is displayed. For information about the fields on the panel, press F1

to see the online help.

4 N
FKXK2A12 TCP/IP for 390 CTRACE Control SYSTCPIP A55NV
Service Point/Stack: TVT2009 Proc: TCPIP Domain: LOCAL
Delay Start Until: YYYY-MM-DD-HH.MM.SS On Task: JOEF
Set a Timer for HH.MM.SS Writer: CTTCP__
_ LISTS (IPAddrs, Ports, Job Names, ASIDs )
Command ===>
Fl=Help F2=Main Menu F3=Return F4=Start Trace F6 =Rol1
F10=Options F12=Cancel
o J

Figure 184. CTRACE Control Panel (FKXK2A12)

Before you begin a trace, provide the following information on the TCP/IP for 390
CTRACE Control panel (FKXK2A12):

* You can specify IP addresses, IP ports, job names, and address space identifiers
(ASIDs) that are to be traced. To do that, select the LISTS field; see |”Specifying|
IP Addresses, IP Ports, Job Names, and Address Space Identifiers for the]
Component Trace.”]

* You must specify options for the trace. To do that, press F10; se
[Options for the Component Trace” on page 190)

* You must decide if the trace is to begin immediately or is to be scheduled for a
later date or time. This cannot be done until the trace options are specified. See
[“Starting or Scheduling the Component Trace” on page 191)

Specifying IP Addresses, IP Ports, Job Names, and Address Space Identifiers for
the Component Trace: When you select the LISTS field, the TCP/IP for 390
CTRACE Control panel (FKXK2A11) displays the IP addresses and submasks
component trace filters currently set for this stack. If the CTRACE status is
ACTIVE, all component trace filters currently set are collected and displayed.
When the CTRACE status is in DELAY mode, all global variables for component
trace filters that are set for a delayed start are displayed. When the trace is
inactive, this panel looks similar to the one in IFigure 185 on page 19d, and you can
edit the IPADDRs/Mask(Prefix) fields. For information about the fields on the
panel, press F1 to see the online help.
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Ve
FKXK2A11 TCP/IP for 390 CTRACE Control SYSTCPIP A55NV
Service Point/Stack: TVT2009 Proc: TCPIP Domain: LOCAL
IPADDRs/Mask (Prefix)
Command ===>
Fl=Help F2=Main Menu  F3=Return F6=Ro11
Y F8=Ports/Jobs F12=Cancel

Figure 185. CTRACE Control Panel (FKXK2A11)

When the trace is inactive, you can also edit the IP ports, job names, and ASID
fields. To do that, press F8 (Ports/Jobs) to go to the TCP/IP for 390 CTRACE
Control panel (FKXK2A1A), which is shown in Select the option you
want to view or change, and press F3 after the option is changed. For more
information about trace options, see z/OS Communications Server IP: Guide. For

information about the fields on the panel, press F1 to see the online help.

s
FKXK2A1A TCP/IP for 390
Service Point/Stack: TVT2009

Ports

CTRACE Control
Proc: TCPIP

SYSTCPIP
Domain:

Job Names

Command ===>
Fl=Help
F7=I1PADDRs

F2=Main Menu

F3=Return

A55NV
LOCAL

F6=Ro11
F12=Cancel

Figure 186. CTRACE Control Panel (FKXK2A1A)

Specifying Options for the Component Trace: Pressing F10 displays the TCP/IP
for 390 CTRACE Control panel (FKXK2A14), which is shown in [Figure 187 on page]
The Options field lists the defined options. You can select them individually or
select ALL to select all of them. At least one option must be selected. The options
cannot be changed after the trace is scheduled. After selecting the trace options,
press E3 to return to the TCP/IP for 390 CTRACE Control panel (FKXK2A12).
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Note: If you select ALL, all options except Serial, Storage, and Timer are selected.
These options degrade performance if you choose all of them

simultaneously.
7 N\
FKXK2A14 TCP/IP for 390 CTRACE Control SYSTCPIP A55NV
OPTIONS:
AL _ ALLMIN _ ACCESS _AFP _ ARP
_ CLAW _ CONFIG _ CSOCKET _ DbLC _EID
_ ENGINE _ FIREWALL  _  ICMP _ O IN ~INIT
~ INTERNET _ I0CTL ~ IPADDR ~ IPSEC _ LATCH
_Lecs _ MESSAGE _ MINIMUM _ MISC _ND
_ NONE _ OETCP _ OEUDP _ OPCMDS _ 0OPMSG
_ PASAPI _PFS _ PFSMIN _ PING _ PoLICY
_ PORT — QUEUE ~ RAW _ ROUTE _RW
_ SERIAL _ SmTP _ SNMP _ SOCKAPI _ SOCKET
_ STORAGE ~ _  SYSTEM _TC _TCP _ TCPMIN
_ TELNET _ TELNVTAM _ TIMER _ TN _uD
_ Upp _ VTAM _ VTAMDATA _ WORKUNIT _ XCF
Command ===>
Fl=Help F2=Main Menu F3=Return F6 =Rol11
F12=Cancel
- J

Figure 187. CTRACE Control Panel (FKXK2A14)

Starting or Scheduling the Component Trace: After you select options on the
TCP/IP for 390 CTRACE Control panel (FKXK2A14), you can start a trace on the
TCP/IP for 390 CTRACE Control panel (FKXK2A12), which is shown in
in any of these ways:

 To start the trace immediately, press F4 (Start Trace).

* To delay the start of the trace, specify the date or date and time that tracing is to
begin in the Delay Start Until field. The time must be specified in a 24-hour
format. If the date portion YYYY-MM-DD is omitted and the input HH.MM.SS is
earlier than the current time, the trace starts on the next day at the input time.
For example, if the current time on the system clock is 9:33 a.m. and you specify
07.45.00 as the time to begin component tracing, the trace is scheduled to begin
the following day at 7:45 a.m.

* To specify how long the trace is to run, specify a time in the Set a Timer for
field. If you leave the Set a Timer for field blank, the trace runs until it is
manually stopped.

If you want the trace to run on another task, enter any valid operator ID (as
defined in DSIOPF) in the On Task field, which is valid only for delayed traces.

Note: If you specify another operator ID, that operator must be logged on at the
time the trace runs.

The Writer field contains the source JCL to create an external writer where trace
data is stored. The writer must be established before the trace runs. For more
information about creating source JCL for an external writer, see z/0S MV'S
Diagnosis: Tools and Service Aids. The writer name for component tracing can be
customized. Copy the following statement to the CNMSTUSR or CxxSTGEN
member, and then change it to the appropriate name. For information about
changing CNMSTYLE statements, see [IBM Tivoli NetView for z/OS Installation]
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. If the NetView program has been started, issue the RESTYLE
COMMON command to pick up the change.

COMMON.EZLTCPcTRACEwriter = new CTTCP  // AON TCP component writer name

After you finish setting options, press F4 to begin or schedule the trace. The trace
can take several minutes to run because of system processing. The trace might also
begin a couple of minutes past the specified time, depending on system processing.
When an immediate trace is successfully scheduled, a message similar to the
following message is displayed in the IPTrace Control Center panel (FKXK2AOQ1):

FKX400I CTRACE SCHEDULED FOR SP TVT2009 BY OPERATOR JOEF
For a delayed trace, the FKX401I message is displayed.

Displaying an Active Component Trace: To view the details of an active or
delayed component trace, select CTRACE from the IPTrace Control Center panel
(FKXK2AO01). The TCP/IP for 390 CTRACE Control panel (FKXK2A10), which is
shown in is displayed.

/FKXKZAIO TCP/IP for 390 CTRACE Control SYSTCPIP A55NV h
Service Point/Stack: TVT2009 Proc: TCPIP Domain: LOCAL
Start Time: 2007-10-04-14:19:18 Duration: NA
Timer ID: NONE Writer: CTTCP

Active Options:
ALL

LISTS (IPAddrs, Ports, Job Names, ASIDs )

Command ===>
Fl=Help F2=Main Menu  F3=Return  F4=Stop Trace F6 =Rol1l

F12=Cancel
Ao J

Figure 188. CTRACE Control Panel (FKXK2A10)

Stopping an Active or Canceling a Delayed Component Trace: To stop an active
trace or to cancel a delayed trace, press F4 (Stop Trace) on the TCP/IP for 390
CTRACE Control panel (FKXK2A10), which is shown in . When you
press F4, the system can take several minutes to respond because of system
processing.

When an active trace is successfully stopped, the FKX403I message is displayed.
When a delayed trace is successfully canceled, the DSI205] message is displayed.
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Part 4. AON Customization
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Chapter 18. Introducing AON customization

The Automated Operations Network (AON) provides a comprehensive set of
programs that can be customized and extended to provide network automation.
The following components of AON provide consistent automation across multiple
network protocols:

* SNA Automation (AON/SNA)

e TCP/IP Automation (AON/TCP)

AON intercepts alerts and messages that indicate problems with network
resources. AON attempts to recover failed resources and monitor resources until
they recover. After a resource has recovered, the components of AON keep a
record of the resource failures to track recurring network problems.

To automate network functions, AON provides facilities for:

* Online access to centralized information

* Automated problem determination and recovery actions

* User-written routines and user-tailored panels

* Online tutorials and product information through the operator interface.

The following sections describe the programs that enable AON to automate z/OS
networks.

Centralized access to information

AON enables users to gain access to network information from panels and issue
commands to multiple systems from a single terminal. This centralized control is
provided by:

* Dynamic Display Facility (DDF)

* Focal-point services

* NetView operator interface

Dynamic Display Facility (DDF)
The DDF is the central focus of resource status information. It displays network
resources currently being acted on by AON in an exception-based hierarchical
panel display. As you add new resources to your network, DDF can automatically
reflect those resources without requiring you to change AON control file entries.
AON also updates message notifications held by the command facility (NCCF).

The DDF enterprise-wide resource display provides real-time, exception-oriented
status monitoring. An operator at the focal-point NetView can view the status of
multiple networks from the DDF panels. AON dynamically updates DDF panels
with resource status information. Multiple programs can update DDF with
resource status without concern for the sequence or priorities posted by other
programs. Many operators can view DDF and receive updates without having an
impact on the network.

AON provides default settings for DDF to represent the status of your network

resources. Default DDF settings display only resources that require operator
intervention. The mark function enables operators to take responsibility for a failed
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resource that requires operator intervention. DDF is updated to indicate who is
working on the problem. When failed components recover, DDF automatically
removes them from the display.

DDF displays are color-coded to indicate the status of the network components.
The color indicates the severity of a failure. If AON detects a problem with a
resource, it displays the resource in red, pink, or yellow (default color definitions).
Typically, a failure displayed in red is more severe than a failure displayed in
yellow. Green (or not displayed) indicates that the resource status is normal.

You can customize DDF settings, including colors. For example, by changing a
control file, you can make DDF display all resources instead of displaying only
those resources that require intervention.

For more information about customizing and using DDF, see |Chapter 19,|
[“Understanding Dynamic Display Facility (DDF) design,” on page 205 and
subsequent chapters.

NetView Operator Interface

With the NetView operator interface to AON, users can:
* Issue commands
* Receive responses for functions provided by AON and other NetView facilities

Operators can enter commands either in line mode (on any NetView command
line) or in full-screen mode. Full-screen mode provides easy-to-use command
pop-up windows.

Additionally, NetView management console (NMC) operators can access an AON
window to display automated resource recovery information and control file
information for SNA resources.

Focal point services

You can specify one domain as the focal point in a multidomain network. AON
routines forward notification messages from multiple hosts to a single focal-point
host. This enables a network operator to receive all the network notifications at a
single console.

To support focal points, you define routes, called gateways, from one NetView to
another. AON forwards automation notifications, commands, and responses
through these gateways.

To implement focal-point services, you define a hierarchical domain structure
composed of a focal-point domain and distributed domains. You can also define a
backup for the focal-point host, for situations when the primary focal-point host is
unavailable. Through focal-point services, you can:

* Enable operators to send commands and receive responses through the
gateways. This eliminates the need for personal NetView-NetView task (NNT)
sessions for each operator.

+ Manage the Resource Access Control Facility (RACF®) passwords for gateway
automation operators

e Set up and initiate automated operator NNT sessions

* Display the status of gateway automation operators and user NNT sessions
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Automated recovery

This section describes the AON generic recovery processes. AON provides generic
automated recovery processes used by the components of AON, which enable you
to focus on other areas of operations. AON automation provides the following
benefits:

* Fast recovery
* Great network availability
* Automatic responses to predefined messages

¢ Reminder notification of unavailable resources or resources that are in manual
recovery mode

* Limited operator intervention
¢ AON categorization recovery as critical or non-critical

* More time for the operations staff to work in other areas where automation is
not currently available

Although AON can help you automate and manage several different types of
networks, the tasks required to automate these networks are similar in nature.
There are different methods of getting resource status in each type of network, but
the basic structure of the automation is essentially the same.

AON includes routines that perform similar tasks on different types of networks.
This means that the automation process for systems network architecture (SNA),
Advanced Peer-to-Peer Networking (APPN), or Transmission Control
Protocol/Internet Protocol (TCP/IP) resources is the same, although the actual
programs that perform the automation steps might be different. For example, if a
resource fails in a SNA or Internet Protocol network, information about the
resource (such as resource type, connectivity, and status) must be gathered before
automated recovery can continue for that resource. Each of these network types
has a different program that gathers resource information, but they are called and
processed in the same manner by the AON automation routine.

The benefits of having common automation routines are:
* Code reliability

* Transfer of skill across networks (because the process is the same for the
different types of networks)

* Easier problem determination

AON automates network operations such as resource recovery. This section
provides an overview of how AON facilitates recovery, and describes the tools it
uses to accomplish automation of network operators, including:

* Automation table

* Automated tasks

* Logging

* Providing generic failure and recovery routines

* Sending messages to the notification operators when further action is required
¢ Sending records to the automation log for tracking purposes

AON supports network resource recovery by monitoring critical resources and
taking automated action based on tailored criteria. Each automation component
recovers specific types of resources. For example, SNA automation recovers SNA
(VTAM) resources. AON reacts to adverse conditions of network resources and
notifies operators of these conditions, when appropriate.
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Recovery criteria can be set based on resource type, resource naming convention,
explicit resource name, or network-wide settings. You can select various
parameters and options to control when and how recovery takes place.

The AON control file contains automation criteria. There are two ways to update
the control file, dynamically or statically:

* You can update the control file dynamically through the POLICY command
interface or through the AON operator interface. These changes remain in effect
until you reload the control file or until the current tasks that were started by
the NetView program end.

* You can update the control file statically with a system editor, such as the
Interactive System Productivity Facility (ISPF). After editing the control file, you
can use the POLICY command to reload the control file, reinitialize AON, or
recycle your NetView environment.

Automation and status logs

To improve problem determination productivity, AON uses automation logs and
status logs to record the automation process and status of the network resources.

The status log tracks:

* Last 10 failures of a resource, with the time stamp

* Current automation status and threshold exceptions

* Last operator notified about a resource or one that acted on a resource

Users can issue the AON DSPSTS command to display status log information.
AON provides a facility (DBMAINT) to maintain this VSAM status file.

The AON automation log records all automation activity. When a resource becomes
unavailable or when the resource becomes available again, AON writes availability
records to the log. These records indicate whether the action was caused by
automation, the Help Desk function, or by an operator. You can issue the AON
NLOG command to view the automation log.

NetView log

AON writes entries to the NetView log for all significant events relative to the
control file. This includes operator messages, internal events, and errors within the
control file.

Automation notification

AON provides you with a notification policy that can be customized to do the
following types of operator notification:

¢ Issue a message.

* Generate an alert or resolution to the hardware monitor.

* Update the DDE

* Send an event to the event server.

* Send an email request.

* Generate a beeper request.

Operators using NetView management console can request Alert History to view
alerts generated by AON. AON also sets the Automation in Progress status so you
can see that automation is attempting to recover the failed resource. Failed
resources that cannot be recovered can be seen in the Operator Intervention
Network view (OIV).
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Automation table

NetView enables you to issue commands based on any incoming message or
Management Services Unit (MSU). You can specify criteria that must be satisfied
before running a program. The criteria can include the presence of specific message
text data, resource names, other message attributes, or specific MSU data.

AON provides a predefined message table structure (included in DSITBLO01) with
each component adding prescribed messages, or MSUs, and criteria. When any of
these prescribed messages and conditions occur, the AON generic failure or
recovery routines are started to take action. Actions are defined in the AON option
definition tables. In some cases, the automation table directly drives a command
list.

Automation operators

The multiple automation operator design enables AON to divide its workload
among several, separately defined automated operators by using the concurrent
processing capability of NetView. All AON automation operators are started during
initialization and must be active at all times.

The automation operators are identified by unique names corresponding to their
responsibilities. For example, some of the automation operators supplied with
AON include:

AIPOPER
Sets and resets the AIP (Automation In Progress) operator status bit in RODM.
This bit causes a display pattern to be placed on the object in NetView
management console. RODM AIP operators issue the commands necessary to
update resource objects in RODM views with the AIP operator status. These
operators are also used in the management of the OIV processing.

ALRTOPER

Sends alerts and resolutions to NetView over an LU 6.2 session.
BASEOPER

Provides backup for other automation operators.
DVIPOPER

Used for DVIPA polling processes.
GATOPER

The outbound gateway operator for automation notification forwarding.
INFOPER

Serializes the updates to the inform log.
MSGOPER

Formats and issues AON notifications and DDF updates.
NETOPER

Initiates routines based on the NetView automation table and AON generic
failure and recovery routines.

NV6KOP
Used for Tivoli NetView for AIX automation

OIVOPER
An optional operator task used by the Operation Intervention View (OIV)
function. When enabled, automatically deletes resources from the OIV at
specified intervals. Only resources with the display status of satisfactory (129)
are removed.
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TCPOPER
Used for TCP/IP automation

TRAPOPER
Used for trap automation processes

WKSTOPER
Sends and receives commands and responses between AON and a workstation
with the interface installed.

X250PER
Used by X25 automation processes

For more information, refer to the IBM Tivoli NetView for z/OS Administration
Reference.

Notification operators

Notification operators are operators identified (in NTFYOP control file entries) to
receive messages generated by AON. Notifications are necessary to understand and
operate the network. They must be routed to the notification operators or the
automation operators.

In a distributed network, notification operators are defined at the focal-point
domain. Notification operators can also be defined at the distributed domain. If
they are defined at both, notifications are forwarded to notification operators at
both the focal point and distributed domains.

If the host that creates the automation notification is not the focal-point domain,
the message is forwarded to the focal-point domain. In a single NetView
environment, the domain is its own focal point.

When the notification arrives or is generated at the focal-point host, this
notification is sent to the notification operators and can be “frozen” on the
operator's screen. AON enables you to specify the types of messages that are
frozen on the operator's screen. When notifications are frozen, operators can use
the DM command to remove them from the screen.

The notification operators are defined in the control file by operator name,
operator description, and message class. For example:

NTFYOP OPER1,OPER='OPERATOR 1',CLASS=10

The class of the notification is compared to the class of each defined notification
operator. Each notification operator with a class matching the class of the
automation notification receives the notification. For example, all AON
notifications have a class of 90. Therefore, any notification operators defined with
CLASS=90 receive all notifications.

Thresholds (SNA Only)

AON tracks resource failures and recoveries in a status file. If the number of errors
exceeds a defined threshold over a period of time (which is defined in the
THRESHOLDS control file entry), AON alerts the notification operator that the
resource is experiencing multiple errors and continues recovery attempts. For
critical thresholds, AON stops recovery attempts.

AON uses three types of threshold definitions:
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Critical
AON uses critical thresholds to stop automated recovery. AON deactivates
the resource and notifies the notification operators. Automated recovery is
stopped until an operator reactivates the resource.

Frequent
AON uses frequent thresholds to indicate recurring errors that might
warrant an operator's attention. When a resource exceeds a frequent
threshold, automated recovery continues, but AON sends a message to the
notification operators and makes an entry in the automation log.

Infrequent
AON uses infrequent thresholds to indicate that a resource is experiencing
random or intermittent errors. Automated recovery continues, but AON
sends a message to the notification operators and makes an entry in the
automation log. When a resource fails and one of these thresholds is
exceeded, AON sends a notification to the defined AON notification
operator.

Large-scale thresholding

AON uses the LSTHRESH (large-scale thresholding) control file entry to count
network-wide events of a particular type, and then sets a threshold on the number
of times the event can happen over specific period of time.

User exits

AON is designed to fulfill most automated recovery needs. However, an
installation can have particular automation requirements that must be met. AON
provides user exits that you can code for specific recovery processing, monitored
intervals, threshold checking, and SNA resource information gathering.

You set user exit values in the control file. The user exits are run from certain AON
common routines.

For more information about user exits, see [Chapter 27, “AON user exits,” on page|

System console

AON uses the NetView write-to-operator with reply (WTOR) facility to
communicate with and solicit responses from the system operator. Likewise, a
system operator can run AON routines and commands from the system console by
preceding the command with the subsystem designation assigned to NetView.

Database Maintenance Facility (DBMAINT)

AON provides a database maintenance facility (DBMAINT) that performs database
maintenance for the NetView hardware monitor and session monitor. You can also
use DBMAINT to purge records from the AON status file. This database
maintenance includes the deletion of records before a specified date and the
reorganization of the VSAM database.

DBMAINT uses the ENVIRON SETUP entry in the AON control file to correctly
perform database maintenance. The ENVIRON SETUP control file entry must

match the way the VSAM database was allocated, or errors occur.

You can use the DBMAINT facility from a full-screen operator interface panel or
you can schedule it to run on an automation operator station task. The latter can
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be achieved by building a Timer entry in the AON control file that runs DBMAINT
at a specific time and date. This process automates database and file maintenance.
If also enables you to schedule database maintenance during non-peak hours of
operation.

Tailored routines and displays

You can expand the AON functions to meet additional automation needs unique to
your network systems. You can do this by:

* Tailoring the EZLCFGO1 control file

* Using the common routines provided with AON

Tailoring the EZLCFGO01 Control File

NetView loads the DSIPARM member EZLCFGO01 control file during initialization.
This file contains values such as the notification operator IDs, the automation
operator IDs, threshold values for resources, monitoring values, and recovery
values. In most cases you can change the control file values without restarting
NetView, because the new values become effective as soon as the AON control file
is reloaded.

The data in the control file is organized by keywords, and therefore is independent
of the program language or operating system. You can set values for individual
resources, resource types, or system-wide defaults. This reduces the need for
generating a set of variables to contain the information needed for each individual
resource. You can input your own data in the AON control file to have a common
depository for information used by programs on your network.

When you first install AON, system programmers customize control file entries for
their network needs.

For more information, see the IBM Tivoli NetView for z/OS Automation Guide.

Using the Common Routines Provided with AON

AON includes routines that you can use to code network automation extensions.
These routines provide easy-to-use generic functions for expanding automation
capabilities beyond those supplied and supported by AON. You can use these
generic functions to reduce development time when you create procedures or
extend those provided.

Common routines perform automated actions such as transferring information and
checking the control file. User-written programs can call common routines from the
message table, control file, or an extended routine to accomplish a required task.

For more information about common AON routines, see [Chapter 25, “Coding]|
lcommon routines,” on page 325)

Cross-domain logon

With AON cross-domain logon (CDLOG), you can log on to all or a select group of
domains. CDLOG enables you to select which domains you want.

If CDLOG is unable to establish a session with the domain you selected, it displays
the message received when attempting to start the session. After trying to set up
sessions with other NetView domains, CDLOG indicates the status of all the
domains in the domain list.
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To use the AON/SNA Help Desk for resources in another domain, you must
define the CDLOG entry. The SNA Help Desk determines which domain owns a
resource. For the help desk to do this, however, you must be able to log on to all
the domains known to your NetView. Automatic logon has two types of logon
procedures:

* Automatic mode

* Semiautomatic mode

Automatic mode takes the operator ID and password from the control file and logs
on to the selected domains. Semiautomatic mode requires operator action to select
domains and provide passwords.

The AON remote gateway (RGWY command) requires CDLOG definitions to start
RMTCMD sessions. Several AON functions use the remote gateway sessions.

Chapter 18. Introducing AON customization 203



204  User's Guide: Automated Operations Network



Chapter 19. Understanding Dynamic Display Facility (DDF)
design

The Dynamic Display Facility (DDF) enables you to identify and focus on a
specific problem in the network. The DDF functions enable you to alter or extend
your DDF installation. This chapter describes the structure and processing of DDF:
* Understanding the hierarchical display of DDF

* Defining dependencies

* Defining the priority and color of the resources

* Updating status

* Defining panels

* Defining multiple systems

* Implementing DDF

¢ Defining the contents of DDF

* Understanding the flow of DDF

* Starting and stopping DDF

* Loading panels

* Loading tree structures

* Using the definition procedure

Note: Most of the examples used in this chapter are specific to Systems Network
Architecture (SNA) resources, but the concepts apply to all AON automation
components. To customize DDF to suit your environment, modify one or
more members in DSIPARM and DDF panels in CNMPNL1. Sample
members and panels are provided. Those samples contain references to
domain CNMO1. You cannot substitute system symbolics within any of those
samples. Instead, you can use the EZLEISP1 utility shipped in CNMCLST.
For more information, refer to the [[BM Tivoli NetView for z/OS Installation.|
[Confiquring Additional Components.

Setting up the Dynamic Display Facility for AON

The Dynamic Display Facility (DDF) enables you to identify and focus on a
specific problem in the network. DDF uses colors to represent the status of various
network resources. DDF can track the error, warning, action, or informational states
of network resources. DDF uses tree structures to implement the hierarchical
display of status information. Although DDF can display the status of all network
resources, you can tailor DDF to display only resources that have an error.

To facilitate the installation of DDF, the distribution tape provides samples to set
up a typical DDF implementation. This implementation reflects DDF updates for a
single domain (no focal point implementation).

You can use three types of definitions to set up DDFE. Each of these types has its
own file or files. The definition types are:

* Entries in the control file

¢ Tree structures (one file per domain)

* Panel characteristics (one file per panel)

The sample control file and panels are set up to run for domain CNMOL1. If your

domain ID is different, change all occurrences of CNMO01 to your domain ID in the
following members:
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* All members whose name starts with EZL (such as EZLCFGO01 and EZLTREE)
* All members whose name starts with FKVPN (for AON/SNA)
* All members whose name starts with FKXPN (for AON/TCP)

Understanding the Hierarchical Status display

DDF uses colors to represent the status of various network resources. DDF can
track the error, warning, action, or informational states of network resources.
Although DDF can display the status of all network resources, you can tailor DDF
to display only resources that have an error. This helps you focus on network
problems rather than the entire network and save central processing unit (CPU)
time.

DDF displays the status of resources (active or inactive). Each type of status is
displayed in a different color. For example, inactive resources are red and active
resources are green. For more information, see [‘Defining default colors for status|
components (EMPTYCOLOR)” on page 244/

You can tailor DDF to display the status of all resources of a particular type. If you
use this design, DDF displays each resource type in a different color. For example,
DDF might display a Network Control Program (NCP) problem in red and a line
problem in pink. See|“Displaying Network Status on a single panel” on page 265|
for instructions about tailoring DDF to display by resource type.

DDF presents a hierarchical status display. [Figure 189 on page 207]illustrates a
sequence of sample SNA-specific DDF panels, moving from the domain to the
resource level.
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/EZLPNLST

DATA CENTER NETWORKS
CNMO1  MESSAGEVIEW  GROUPS OPERATORS  GATEWAY
SNA
(FKVPNSNA h
CNM01 NETWORK STATUS
TCP/IR
SUBAREA RESOURCES APPN RESOURCES  X25 RESOURCES

NCPS CONTROL POINTS ~ X25 MACHINES

CDRMS END NODES X25 PU SVC INOP

CDRSCS

LINES

LINKS

P

ALFJ,ELSK FKVPNLP PAGE 1 OF 1

CNMO01 NETWORK STATUS - PHYSICAL UNITS
MISCE " o001 PU089 PU
N
6 ---- DETAIL STATUS DISPLAY - h
B 10F 3
N~ COMPONENT: PU0O1 SYSTEM : CNMO1
COLOR :RED PRIORITY: 550
DATE - 06/24/00 TIME £ 12:04:02
REPORTER : AONNET2 NODE  :CNMO1
(3] DUPLICATE COUNT:

N 'EZL5011 RECOVERY FOR PU PU001 ON CNMO01 HALTED - 4
ERRORS SINCE 06:30 ON 06/24/00 - CRITICAL ERROR
THRESHOLD EXCEEDED'

N J

Figure 189. Sample DDF panel flow of SNA Resources

In [Figure 189 you can see:

The Data Center Networks panel is the first DDF panel. In
SNA, and TCP/IP represent the SNA and TCP/IP resources in the domain,
CNMO1. To see the types of SNA resources defined to CNMO01, move the
cursor to SNA and press the down key, F8.

A All the monitored SNA resource types within network CNMO1 are
displayed on the CNMO01 Network Status panel. To see the names of the
physical units defined to CNMO01, move the cursor to PUS and press the
down key, F8.

H The next panel shows the names of the physical units that are experiencing
problems. DDF shows each monitored resource in the color of its status.
For example PUOO1 is shown in red if the status is INACTIVE, which
requires operator intervention for recovery. To see the detail record, move
the cursor to PU001 and press the Detail key, F2.

4 The status details record for PU001 is shown on the Detail Status Display.
The physical unit PU0O01 requires operator intervention because a critical
threshold has been reached and automation has stopped.
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When you select a problem for analysis, press F2 (the DDF MARK command) to
inform others that you are working on the problem. Also, before you resolve a
problem, check DDF to determine whether someone is already working on the
problem.

AON uses many different programs to update resource status in DDF regardless of
the sequence or priorities posted by other programs. As AON automation resolves
the problems, DDF removes the resources from the display.

Defining dependencies

DDF uses tree structures to implement the hierarchical display of status
information. A tree structure starts with the system name as the root node and a
level number of 1. The leaves of the tree represent the monitored resources, and

the level numbers reflect which resources depend on each other. DDF generic
values can also represent the leaves. shows the tree structure provided
with the AON/SNA component and includes member EZLTREE in the DSIPARM.
This example also shows the order of dependency.

/* NETWORK: CNMO1 =/
1 CNMO1
2 SYSTEM
3 GATEWAY
3 GROUPS
4 CALIF
5 LA
5 SANFRAN
5 SANDIEGO
4 NEWYORK
4 ATLANTA
3 OPID
4 OPER1
3 NETWORK
4 RESOURCE
4 SNA
5 SNA
6 NCP
LINE
LINKSTA
CDRM
CDRSC
PU
LU
SESSION
APPL

[e) ) e, o) o)) e o) o))

o
oo >
el
mao o
=70 =

5 X25
6 X25MCH

Figure 190. DDF Tree Structure

Color in the tree structure is based on the order of dependencies. To consolidate
the status of monitored network resources at the root node, specify the DDF
parameter PROPAGATE UP. shows how DDF reflects any color changes
for LINE on LINE, SNA, NETWORK, SYSTEM, and CNMO01. The color of the root
node reflects the most important or critical status in a network operations center. If
all the monitored resources are green, or active and not displayed, DDF shows the
root node in green on the Data Center Network panel.
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Defining the priority and color of the resources

If more than one panel of information is available, DDF places 1 of n field in the
upper right corner of the first Detail Status Display. On any series of detail status
displays, DDF displays the most critical status color first. If more than one display
has the same status color, DDF displays the most recent first.

shows three of these panels. This example shows that DDF has 14 status
display panels.

4 N
---- DETAIL STATUS DISPLAY ----
2 0F 14
COMPONENT: LINE1 SYSTEM  : CNMO1
COLOR : PINK PRIORITY : 260
DATE 1 06/24/11 TIME 1 12:59:07
REPORTER : AONNET1 NODE : CNMO1

DUPLICATE COUNT:

EZL5061 LINE LINE1 ON CNMO1 INACTIVE - RECOVERY MONITORING
HAS BEEN INITIATED

o %
4 N
---- DETAIL STATUS DISPLAY ----
6 OF 14

COMPONENT: MK34RSCS SYSTEM : CNMO1

COLOR : TURQUOISE PRIORITY : 460

DATE : 06/24/11 TIME : 12:58:41

REPORTER : AONNET1 NODE : CNMo1

DUPLICATE COUNT:

EZL5071 REMINDER: CDRSC MK34RSCS ON CNMO1 HAS BEEN UNRECOVERABLE
FOR 1 MIN.

J
4 ---- DETAIL STATUS DISPLAY ---- h
8 OF 14

COMPONENT: EZLAPPL SYSTEM  : CNMO1

COLOR : GREEN PRIORITY : 900

DATE 1 06/24/11 TIME 1 12:19:13

REPORTER : AUTO1 NODE : CNMO1

DUPLICATE COUNT:

AON INITIALIZATION ENTRY FOR RESOURCE TYPE APPL )

Figure 191. Sample Detail Status Displays

In [Figure 191} notice that the pink and turquoise panels precede the green status

panel. During DDF initialization, DDF assigns colors to specific priority ranges as
defined in DSIPARM member EZLINIT. DDF orders Detail Status Displays by
priority and assigns the following priority ranges to these colors:
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Red Priority 100 - 199

Pink Priority 200 - 299
Yellow Priority 300 - 399
Turquoise Priority 400 - 499
Green Priority 500 - 599

When a new status is added, DDF issues a DDFADD command with the
appropriate priority. For example, when the status descriptor with the priority 350
is added DDF displays yellow.

Status descriptors are connected to the status component in ascending order of
priority. Therefore, if DDF assigns two status descriptors for PU with priorities of
120 and 150, DDF displays the one with the priority of 120 first. The PU is
displayed in red. If a status component has multiple status descriptors with equal
priorities, the status descriptors are chained off the status component in order of
arrival time. Use the DDFDEL command to delete status descriptors.

Updating status

To define the status and types used to set priority and color, place the definitions
in the control file. When an automation event occurs, AON logging routines scan
the control file for the DDF entry for that status or type. DDF uses the information
from the control file and issues a DDFADD request. shows the status, color,
and priority as provided with the AON base control file entries. The TCP/IP
components add more DDF status types.

Table 1. Examples of DDF Status Defaults (EZLCFGDS)

Resource Status Color Defaults Priority

ACT* GREEN+ 550

CON* GREEN+ 550

TIN* RED 160

INA* RED 150

INO* RED 160

NEV* YELLOW 360

PAC* PINK 260

PCT* PINK 260

uP GREEN+ 550

STOP RED 150

RES* TURQUOISE 460

RCV* GREEN 550

REAC* PINK 270

Note:
+ Indicates that the status of resources with the default of green display with a
REQ=NOADD option.

If the DDF status contains a CLEAR=Y, REQ=NOADD, and DDF posts a resource
at that status, DDF removes the existing descriptor, and does not add the new
descriptor. Thus, DDF no longer displays the resource name.

If DDF uses resource status for color determination, code both Virtual
Telecommunications Access Method (VTAM) status and automation status. Use
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wildcard characters to reduce the number of entries required. The NETSTAT
command for DDF update uses VTAM status when you define DDFREFRESH as Y
in the ENVIRON SETUP DDF control file. The current network status output from
NETSTAT primes DDF.

Dynamic updates

DDF uses automation status for dynamic updates during network automation
activity. If you define the NETSTAT CHKAUTO parameter as Y, AON checks the
automation flags for the resource before adding them to DDEF. If this check
determines that automation is off for the resource, DDF does not add the resource.

For example, when DDF sets PU001 to an INACTYV state, the logging routines scan
the control file for the INA* entry for DDF and generate a DDFADD request with a
priority of 150. PU001 is displayed in red on the DDF status panel. After DDF sets
PUO001 to an ACTIVE state, the logging routines scan the control file for the active
state DDF entry and generate a DDFDEL request. DDF then deletes PU001 from
the DDF status panel.

Problem resources

If a program detects a warning message for LINE02 on CNMO01, DDF issues a
DDFADD command to add a status descriptor for LINE02. The status display for
LINEO2 on system CNMO1 now indicates a problem with LINE02. If you specify
the DDF PROPAGATE UP parameter, the CNMO1 field also reflects this.

Occasionally, a more serious problem might arise. The routine that detects this
problem updates DDF with a status descriptor of a lower priority number. Because
DDF links status descriptors in order of priority, the LINE02 status now reflects the
status descriptor color of the more serious problem. After you resolve the more
serious problem, the program detecting the resolution of the problem issues a
DDFDEL command to remove LINEQ2 from the display.

Defining status panels

AON defines DDF status statements for status panels, in the CNMPNL1 data set
and embeds the definitions in the EZLPNLS member with %INCLUDE. However,
the DDF formats and internally builds the Detail Status Display.

If you define status components in the panel definitions, also define them in the
corresponding tree structure. However, not all the status components defined in
the tree structure require a corresponding entry on the Detail Status Display. In
[Figure 190 on page 208, the NETWORK status component is only a pseudo entry
and is not defined on any DDF Detail Status Display.

You can customize the DDF status panels to reflect any environment. For example,
you can define a panel to show the status of all the networks on all CPUs within
the network operations center. The network operator then views the panel to
determine the status of any of the network resources in the complex.

Defining multiple systems

You can define multiple NetView domains to DDF. You must first implement AON
focal-point services for the target system DDF status update on the focal-point
DDE. For more information on focal-points, refer to [[BM Tivoli NetView for]

/OS Administration Referencd,
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In a multidomain environment, define a tree structure for each domain in the
EZLTREE member of the DSIPARM data set on the designated focal-point DDF.
Provide a unique root name for each systems tree structure, and match the
focal-point root name with the ENVIRON SETUP SYSNAME entry in the control
file. Also, code an entry for the SYSNAME parameter.

Because each root name is unique in a multiple systems environment, DDF
uniquely addresses any status component on a system defined to the focal-point
DDE By adding the status component as a prefix to the root component name,
DDF performs this addressing as the following example shows:

ROOT_COMPONENT.STATUS_COMPONENT (for example, CNMO1.PU)

Similarly, AON routines add a prefix to DDF status descriptors shipped from the
target system to the focal-point DDF with the root name of the target system.

Implementing DDF

When defining resources to DDEF, you can explicitly define every network, gateway,
domain, and resource in the DDF tree and panels. However, this technique has a
disadvantage. As the number of resources tracked by AON increases, DDF
maintenance grows more complex. To simplify this maintenance, AON provides a
generic implementation of DDF that requires you to define only the group
identifier, not the individual resources. For example, if you display resources using
the generic definitions, the DDF tree requires only resource types. If you use this
method, it is not necessary to define all network resources or all resource types
known to this system (for example, to the PU level).

Using generic implementation

Generic implementation takes advantage of three functions within DDF:
* Storing detail records by priority

* Adding detail records using the default status component

* Displaying records using the status descriptor number

Use the default status component when a request to ADD, DELETE, or QUERY for
the actual resource name fails. For example, if you add a component such as
CNMO01.PU001(RESOURCE) when PU001 is not in the tree, DDF attempts to add
the component to the generic component of RESOURCE.

The relative position of the detail record in the detail record chain under a
component determines the status descriptor number. Each component consists of
detail records that were added directly to that component and all detail records
with subordinate levels. For example, consider the following tree:
/*  SYSTEM: CNMOl  */
1 CNMO1

2 SYSTEM

3 GATEWAY

3 NETWORK
4 RESOURCE

The DDFADD command for this tree is:
DDFADD CNMO1.PUOO1 (RESOURCE),IN=/PUGO1/

When you issue the DDFADD command, DDF adds the entry to the resource
because PU001 is not defined in the tree.
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When you request the detail records for the generic resource, DDF displays the
detail records for all components added using the generic component RESOURCE
and PUOO1. The DDFQRY command is:

DDFQRY CNMO1.RESOURCE

Alternatively, you can code the panel as shown in this example:
SF(CNMO1.RESOURCE,04,05,16,N, , ,nn)

When you request the detail records for NETWORK, DDF not only displays the
detail records added directly to NETWORK and detail records added directly to
generic component RESOURCE.

DDFQRY CNMO1.NETWORK

Alternatively, you can code the panel s shown in this example:
SF(CNMO1.NETWORK,04,05,16,N, , ,nn)

DDF arranges detail records in priority order under each component.

Complete the following steps to define your network to DDF using the generic
component:

1. Define the generic components to the tree as the following example shows:

1 CNMO1
2 SYSTEM
3 NETWORK
4 RESOURCE

2. Use the generic component in the tree to display the detail records at the
specified positions on the panel. The empty status text field, coded as ST( ),
causes DDF to display the INFO field of the DDFADD command for the detail
record. If a descriptor with a descriptor number of 11 does not exist, DDF
shows only 10 records and the status text field displays is empty.

With this method, resources display in order of the priority of the condition of
the resource. For example, if you use the DDF statements in the EZLCFGO01
sample, DDF assigns the highest priority to red and the lowest to green. The
following example shows a panel displaying a status of 12 network resources.
This panel displays the highest priority error in the upper left position and the
resources are listed in rows across the panel:

/* DEFINE CNMO1 NETWORK STATUS PANEL =/
P(EZLPNL1,24,80,SYSTEM,SYSTEM, , , )
TF(01,27,57, ,WHITE,NORMAL)

TT(CNMO1 NETWORK STATUS)
SF(CNMO1.NETWORK,04,05,16,N, , ,01)
ST( )

SF(CNMO1.NETWORK,04,25,36,N, , ,02)
ST( )

SF(CNMO1.NETWORK,04,45,56,N, , ,03)
ST( )

SF(CNMO1.NETWORK,04,65,76,N, , ,04)
ST( )

SF(CNMO1.NETWORK,06,05,16,N, , ,05)
ST( )

SF(CNMO1.NETWORK,06,25,36,N, , ,06)
ST( )

SF(CNM@1.NETWORK,06,45,56,N, , ,07)
ST( )

SF(CNMO1.NETWORK,06,65,76,N, , ,08)
ST( )

SF(CNMO1.NETWORK,08,05,16,N, , ,09)
ST( )
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SF(CNMO1.NETWORK,08,25,36,N, , ,10)
ST( )

SF(CNMO1.NETWORK,08,45,56,N, , ,11)
ST( )

SF(CNMO1.NETWORK,08,65,76,N, , ,12)
ST( )

TF(24,01,48,T,NORMAL)

TT(PF1=HELP 2=DETAIL 3=END 4=DIS 5=CY 6=ROLL 7=UP)
TF(24,51,79,T,NORMAL)

T1( 10=LF 11=RT 12=TOP)

EP

This technique gives you the advantage of first seeing the list of resources with the
most critical problems. DDF determines resource panel position according to the
order and priority of the problems. AON ships examples of components using this
feature in the following members of CNMPNL1:

* EZLPNLS

* EZLPNLTY

* EZLPNLST

* EZLPNLI1

» FKVPNL21

With DDF, you can define generic values for your environment. Multiple generic
values can apply to one message added to DDF to help organize network data in
DDE For example, you can test the RESTYPE message processing field to see
whether it contains a valid generic value for DDF on this system. AON checks the
ENVIRON DDF DDFGENERIC statements in the control file to verify generic
values.

The DDFGENERIC RESTYPE VALUE=(restype,...) statement defines valid generic
values in the control file. Samples provided with AON categorize DDF by resource
type. For each valid generic value, define a panel which can display status
descriptors added under this generic. In this case, SF (CNMO1.PU,04,05,16,N,...)
displays components for the PU generic. SF(CNMO1.NETWORK, 14,05,16,N,...) also
displays components for the PU generic because the tree hierarchy shows that
NETWORK is higher than PU.

Specific implementation of DDF

If you define your network to DDF with the specific method, DDF displays
resource names in a fixed position on the DDF panels. When DDF records a detail
record for the resource, a resource name changes color. When no detail records
exist for the resource, DDF shows the resource name in the status text field as blue,
which is considered an empty color.

Note: When using the specific implementation of DDF, do not use REQ=NOADD
in any DDF status definition in the control file.

Because large networks require excessive effort and storage to define and
maintain in DDEF, reserve-specific implementation for small networks.

Complete the following steps to define your network to DDF using the specific
component:

1. Define resources to the tree as shown in the following example:

/*  NETWORK: CNMO1
1 CNMO1
2 SYSTEM
3 GATEWAY
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3 NETWORK
RESOURCE
NCPO1
LINEO1
LINEOZ
PUOOL
PUO2
630-S

2. Define resources to the panel as shown in the following example:

/* DEFINE CNMO1 NETWORK STATUS PANEL */
P(EZLPNL,24,80,SYSTEM, SYSTEM, , , )
TF(01,27,47 ,WHITE,NORMAL)

TT(CNMOL NETWORK STATUS)
SF(CNMO1.NCPO1,04,05,16,N, ,)
ST(NCPO1)
SF(CNMO1.LINEOL,06,05,16,N, ,)
ST(LINEO1)
SF(CNMO1.LINEG2,08,05,16,N, ,)
ST(LINEO2)
SF(CNMO1.PUGO1,10,05,16,N, ,)
ST(PUGOT)

SF(CNMO1.PU62,12,05,16,N, ,)
ST(PUO2)

SF(CNMO1.630-S,14,05,16,N, ,)
ST(630-S)

TF(24,01,48,T,NORMAL)

TT(PF1=HELP 2=DETAIL 3=END 6=ROLL 7=UP 8=DN)
TF(24,51,79,T,NORMAL)

TT(9=DEL  10=LF 11=RT 12=TOP)

EP

If you define the code as shown in the previous example, the DDF panel is similar
to The resources are hard-coded on the panel, so they are displayed at
all times regardless of the status of the resources. This implementation differs from

the default DDF implementation, which displays only resources with an exception
status.

NS N N N NN

4 N
EZLPNL

CNMO1 NETWORK STATUS
NCPS
CDRMS
CDRSCS
LINES
LINKS
PUS
APPLS
MISCELLANEOUS RESOURCES
ALL RESOURCES

06/24/11 14:52

= >

\FF1=HELP 2=DETAIL 3=END 6=ROLL 7=UP 8=DN 10=LF 11=RT 12=TOP

Figure 192. Sample panel using specific implementation of DDF
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Defining the contents of DDF

shows the elements that constitute DDF:
Table 2. Defining DDF Contents

Name Type Purpose
EZLTDDF Task Initializes DDF and maintains status information.
DDF Command Enters a DDF operator session.
DDFADD Command Adds status information.
DDFDEL Command Deletes status information.
DDFQRY Command Queries information.
DDFTREE Command Dynamically loads a tree member from the DSIPARM data set.
DDFPANEL Command Dynamically loads a panel member from the CNMPNL1 data
set.
EZLINIT Input file Contains the initialization parameters defined with the

statements described in|“Defining initialization statements|
[(EZLINIT)” on page 229./The EZLINIT member is in the
DSIPARM data set.

EZLTREE Input file Contains the tree structures as described in|“Defining the panell
|hierarchy (EZLTREE)” on page 226 This member can consist of
a list of %INCLUDE statements that reference other members
that contain tree structures. The format is %INCLUDE member,
where member is the name of the member to include.

The EZLTREE member is in the DSIPARM data set.

EZLPNLS Input file Contains the DDF panel parameters defined with the statements
described in [‘Defining the panel statements (EZLPNLS)” on|
|Eage 247.| This member can consist of a list of %INCLUDE
statements that reference other members that contain panel
definitions. The format is %INCLUDE member, where member is
the name of the member to include.

EZLPNLS is in the CNMPNL1 data set.

panel_name Input file Contains the definition of a single panel. Name the member the
panel name as defined with the PANEL statement.

tree_name Input file Contains the definition of a single tree structure. Name the
member the root component name.

DDF Control file entry Defines status priority.

ENVIRON DDF Control file entry Defines DDF setup defaults for the system.

DDFGENERIC Control file entry Defines valid values for implementing a generic set of values for
DDE.

Starting and stopping DDF

During AON initialization, the EZLTDDEF task loads the members that define panel
format, navigation, and tree structures. The EZLINIT member defines parameters
that are common to all DDF panels as well as basic initialization specifications
such as the screen size, default function keys, and the initial screen displayed
when a DDF session starts.

The EZLPNLS member defines parameters unique to specific panels, and the
EZLTREE member defines the tree structures. These two members consist of either
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tree structure and panel definitions for all DDF panels or %INCLUDE statements
that point to members containing definitions of single panels or tree structures.

Using %INCLUDE statements enables you to reload all definition members besides
EZLINIT, EZLTREE, and EZLPNLS without the DDFADD command. For more
information, see [“Loading panels”| and [“Loading tree structures.”| To change panels
or tree structure specifications defined in the EZLTREE and EZLPNLS members,
stop DDF and restart it to load the new definitions.

To start DDF, issue one of the following commands from a NetView console:
* STARTEZL DDF
» START TASK=EZLTDDF

To stop DDE, issue one of the following commands from a NetView console:
* STOPEZL DDF
* STOP TASK=EZLTDDF

When you stop DDE, it loses all existing status descriptors because the computer
stores them only in memory. If you define DDFREFRESH=YES in the ENVIRON
SETUP statement of the EZLCFGO01 member, you can use the NETSTAT command
to access VTAM displays and to prime DDF with current network exception
conditions when it initializes. If you do not set DDFREFRESH to YES, DDF
updates the file when it detects new failures, and then processes and logs the
MONIT intervals.

Loading panels

Without restarting DDEF, you can dynamically load panels using either of the
following two methods:

* Use the DDFPANEL command. For more information about the DDF panel
command, see the following section, [“Loading tree structures”| and ["Loading a
[panel member (DDFPANEL)” on page 296

* Use the PANEL statement. The PANEL statement parameters search for a panel
that is not defined in the EZLPNLS member. DDF locates a member in the
CNMPNL1 data set with the same name as the requested panel name. For more

information about the PANEL statement and its parameters, see

[panels (PANEL)” on page 248

Loading tree structures

To dynamically load tree structures with the DDFTREE command, a member must
exist in the DSIPARM data set that is named the same as the panel name or the
root component in the tree structure. DDF makes the panels loaded with the
DDFPANEL command resident only. All others are loaded when an operator issues
commands that calls for them. DDF does not use %INCLUDE statements.

For example, you can change the tree structure for the root component CNMO01
and the panel named EZLPNLI. You can also define these elements in members
other than the EZLTREE or EZLPNLS members. You can then use the following
commands to load the new definitions:

 DDFTREE EZLTREES,ADD

 DDFPANEL EZLPNL1,ADD
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These commands enable you to load a few panels during initialization and add or
delete panel subsets when required. This can significantly decrease the number of
panels that DDF recognizes at any one time.

When DDF loads a new tree and replaces the existing tree, DDF copies status
descriptors with similar leaf names, in both trees, to the new tree. For more
information, see |”Loading tree members (DDFTREE)” on page 299.|

Using the definition procedure

When you start a DDF session, use the following procedure to define the panels
that DDF displays:

1. Define the component hierarchy as described in [“Defining the panel hierarchy]|
[(EZLTREE)” on page 226 The EZLTREE tree contains tree structure definitions.
Perform either or both of the following procedures:

* Place all tree structure definitions in this member.
* Use %INCLUDE statements to point to other members that contain
definitions for entire tree structures.

If you use %INCLUDE statements when you add and delete trees, use the
same name for referenced members and the root component. Complete the
trees, starting at level 1. DDF deletes trees by the root name and adds them by
the DSIPARM member name.

To load some tree structures during initialization and after DDF is started use
the EZLTREE member to define those tree structure entries that you load
during initialization. Then, use the DDFTREE command to load additional tree
structures as needed. After you start DDF, put the tree structures in separate
members. Name each member after the root component for which you define
the tree structure.

The following example shows a typical tree structure definition for AON/SNA:

/*  NETWORK : CNMO1 */
1 CNMO1
2 SYSTEM
3 GATEWAY
3 GROUPS
4 CALIF
5 LA
5 SANFRAN
5 SANDIEGO
4 NEWYORK
4 ATLANTA
3 OPID
4 OPER1
3 NETWORK
4 RESOURCE
4 SNA
5 SA

[=)]

NCP
LINE
LINKSTA
CDRM
CDRSC
PU
LU
SESSION
APPL
ERR
5 APPN

6 CP

[e) o) o) o) e e le) o) o))
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6 EN

5 X25
6 X25MCH
6 X25PU

In the preceding example, CNMO1 is the root component. Embed this definition
in the EZLTREE member or in a separate member named CNMO01.
[the panel hierarchy (EZLTREE)” on page 226|describes tree structures in detail.

Define the initialization and common panel specifications as described in
[“Defining initialization statements (EZLINIT)” on page 229 The EZLINIT
member defines parameters that are common to all DDF panels and basic
initialization specifications such as:

* Screen size

* Initial screen shown when you start the DDF session

* Maximum operator logon limit

¢ Temporary error limit value

* Default function key definitions

¢ Detail function key definitions

¢ Detail function key descriptions

* Default priorities and colors

Define the panels as described in [“Defining the panel statements (EZLPNLS)”|
After you initialize DDF, use the EZLPNLS member to load the

panel definitions. This member can contain the following items:

* Definitions for all panels.

* %INCLUDE statements that point to separate members containing panel
definitions.

¢ Combination of both panel definitions and %INCLUDE statements.

* Subset of panel entries that are loaded during initialization so that you can
load additional panel definitions when needed. For more information, see
[“Loading panels” on page 217/

The default 3270 screen size for DDF is 24 rows by 80 columns. The VTAM
LOGMODE used for any DDF (NetView) 3270 work station must specify the
default screen size of 24 x 80. The alternate screen size in the LOGMODE can
specify any size supported by NetView. DDF uses the 3270 command Erase/Write
to present its screens to the user, which uses the default screen size specified in the
LOGMODE.

The following example shows a typical menu panel definition named EZLPNLST.
Embed this definition in the EZLPNLS member or in a separate member named
EZLPLNST.
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P(EZLPNLST,24,80, , , , , )
TF(01,02,09,T,NORMAL)

TT(EZLPNLST)

TF(02,25,57 ,WHITE,NORMAL)

TT(DATA CENTER NETWORKS)
SF(CNMO1.NETWORK,04,05,10,N, ,EZLPNL2)
ST(CNMO1)

SF(CNMO1.SYSTEM,04,17,30,N, ,EZLPNLO1)
ST(MESSAGEVIEW)
SF(CNMO1.GROUPS,04,35,40,N, ,EZLPNLGR)
ST(GROUPS)

SF(CNMO1.0PID,04,48,57,N, ,EZLPNLWO)
ST(OPERATORS)
SF(CNMO1.GATEWAY,04,65,72,N, ,EZLPNLG)
ST(GATEWAY)

TF(24,01,48,T,NORMAL)

TT(PF1=HELP 2=DETAIL 3=END 6=ROLL 7=UP 8=DN)
TF(24,51,79,T,NORMAL)

T1( 10=LF 11=RT 12=TOP)

PFK4 ()

PFK5()

PFK9 ()

EP

Figure 193. Menu panel definition

provides a description for each statement in the preceding example.

Table 3. Menu panel definitions

Statement and Description

P(EZLPNLST,24,80, , , , , )

This is the panel definition statement. The panel name is EZLPNLST, the length of the
panel is 24, and the width of the panel is 80.

TF(01,02,09,WHITE,NORMAL)

This is the text location statement used to define constant panel fields. This field starts on
line 01, in position 02, and ends in position 09. The color of the field is white and the
highlighting is normal.

TT(EZLPNLST)

The text data statement (EXLPNLST) that specifies data that goes in the field that was just
defined.

TF(01,25,57 ,WHITE,NORMAL)

Text location statement for another constant field.

TT(DATA CENTER NETWORKS)

Text data statement for the field just defined. Notice that TF and TT are grouped in pairs.

SF(CNMO1.NETWORK,04,05,10,N, ,EZLPNL2)

This statement defines the location of the status component field. The status component is
CNMO], this field starts on line 04 in position 05 and ends in position 10. The highlight
level is normal, and the next panel displayed when F8 (Down) is pressed is EZLPNL2.

ST(CNMO1)

This text is displayed in the SF field. The field name is CNMO1. Notice also that SF and ST
are grouped in pairs.

SF(CNMO1.SYSTEM,04,17,30,N, ,EZLPNLO1)

Status field definition.
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Table 3. Menu panel definitions (continued)

Statement and Description
ST(MESSAGEVIEW)

Status text definition.

SF(CNMO1.GATEWAY,04,65,72,N, ,EZLPNLG)

Status field definition.
ST(GATEWAY)

Status text definition.

TF(24,01,39,T,NORMAL)

TT(1=HELP 2=DETAIL 3=RET 6=ROLL 8=DN)
TF(24,40,79,T,NORMAL)

TT(10=LF 11=RT 12=T0P)

Here, TF and TT are used to display the function key definitions, which these are the
defaults defined in EZLINIT. You can define function keys unique to this panel.

EP
This is the end panel statement used to indicate that this is the end of definitions for this
panel.
Figure 194 shows the panel that is displayed when you run the statements listed in
Table 3 on page 220
4 N

EZLPNLST

DATA CENTER NETWORKS
CNMO1 MESSAGEVIEW GROUPS OPERATORS GATEWAY
06/24/11 16:21:11

SS=2

\FF1=HELP 2=DETAIL 3=END 6=ROLL 7=UP 8=DN 10=LF 11=RT 12=TOP )

Figure 194. Data Center Networks (EZLPNLST) panel

Modifying the Control File for DDF

The EZLCFGO01 sample control file requires minimal changes to set up DDEF. You
must, however, customize the definition of your NetView domain. Customize
ENVIRON SETUP SYSNAME=CNMO1 to reflect the system name you choose for
AON. Use the NetView domain ID. The value is referred to as the SYSNAME in
this document. The SYSNAME value is used during panel and tree installation.
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In the sample implementation, the ENVIRON DDF statement is defined as follows:
ENVIRON DDF DDF=STATUS,DDFREFRESH=NO,DDFGENERIC=(RESTYPE),DDFAUTO=NO

Where:

DDF=STATUS
Causes the resource status to determine the color of the indicators in DDF.

DDFREFRESH=NO
Causes DDF to not be taken from current VTAM status only at DDF
initialization. In some networks, the displays required to do this can cause
an increase in CPU usage during initialization. If you want to do this,
change this definition to DDFREFRESH=YES.

DDFGENERIC=(RESTYPE)
Causes DDF to group the resource status descriptors and display them by
resource type.

DDFAUTO=NO
Causes DDF to display status changes for the resources regardless of
whether the automation flag is on. If you do not want failures of

non-automated resources posted to DDF, change this definition to
DDFAUTO=YES.

Other control file definitions that influence DDF are the DDF and DDFGENERIC
statements. Use the AON defaults for these definitions.

Modifying the EZLTREE tree structure

Tree structures define resources into hierarchical groups, with the domain as the
highest component in the hierarchy.

The sample tree provided with AON enables DDF to display current problems in
your networking environment, with minimal maintenance. Change domain
CNMO1 in the EZLTREE member to reflect your SYSNAME value (domain ID).

Modifying DDF panels

The sample panels copied into the CNMPNL1 data set during installation establish
a typical implementation of DDEFE. To activate DDF, edit the following panels,
changing all occurrences of CNMO1 to your domain ID (SYSNAME value on
ENVIRON SETUP statement):

EZLPNLG EZLPNLG1 EZLPNLL
EZLPNLOA EZLPNLOB EZLPNLO1
EZLPNLO2 EZLPNLST EZLPNLTY
EZLPNL1 EZLPNL2

If you want to use the sample DDF group, you must change the domain ID in the
following panels:

EZLPNLGR EZLPNLLA EZLPNLNY
EZLPNLSD EZLPNLSF EZLPNLAT
EZLPNLCA EZLPNLC1
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To use the same operator signout panels, change the domain ID in the following
panels:

EZLPNLWO EZLPNLW1 EZLPNLW2

Adding AON/TCP and SNA to the main DDF panel

Complete the following sections to add the AON components to the main DDF
panel.

Adding TCP to the main DDF panel

To display a TCP/IP selection on the main DDF panel, do one of the following;:

* If you are using the EZLPNLST member as your main DDF panel (the first
panel to display), add the following statements:

SF (CNM@1.TCPIP,10,10,17,N, ,FKXPNLT)
ST (TCPIP)

These statements are also in the FKXPNLST data set and you can copy them
from there.

* If you are using the EZLPNLTY panel as your main DDF panel, add the
following statements:

SF (CNM@1.TCPIP,10,10,17,N, ,FKXPNLT7)
ST (TCPIP)

These statements are also in the FKXPNLTY data set and you can copy them
from there.

Note: Remember to update CNMO1 to your domain ID.

Adding SNA to the main DDF panel

To use AON/SNA, add AON/SNA to the main DDF panel by doing one of the

following:

* If you are using the EZLPNLST panel as your main DDF panel (the first panel
to display), add the following statements:

SF(CNMO1.NETWORK,06,10,15,N, ,FKVPNSNA)
ST(SNA@1)

These statements are also in the FKVPNLST data set and you can copy them

from there.
 If you are using EZLPNLTY as your main DDF panel, add the following
statements:
SF(CNMO1,NETWORK,06,10,15,N, ,FKVPNL1)
ST(SNA)

These statements are also in the FKVPNLTY data set and you can copy them
from there.

Editing EZLPNLS

To customize the panel list, copy the following members into the bottom of
EZLPNLS:
* FKXPNLS (TCP)

« FKVPNLS (SNA)
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Chapter 20. Defining Dynamic Display Facility (DDF)

statements

lists the members where Dynamic Display Facility (DDF) statements are
defined. This figure also explains the purpose of each member and shows where to
find more information about each member.

Table 4. Members Containing DDF Statements

Member

Purpose

Location of Heading

EZLTREE

Defines panel hierarchy

“Defining the panel hierarchy|

(EZLTREE)” on page 226|

EZLINIT

Defines initialization statements

“Defining initialization statements|

(EZLINIT)” on page 229

EZLPNLS

Defines panel statements

“Defining the panel statements|

(EZLPNLS)” on page 247

EZLCFGO01

Defines generics and status color
relationships.

Refer to the |[BM Tivoli NetView for|

[z/0S Administration Referencd for
more information.

© Copyright IBM Corp. 1997, 2011
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Defining the panel hierarchy (EZLTREE)

Purpose

The hierarchy for status color changes is defined in the EZLTREE member in the
DSIPARM data set. When the status changes for a component, the corresponding
color change extends up or down the tree to the higher or lower-level components.
The level number assigned to each component determines the level. The entry in
the EZLINIT member or the individual DDFADD command requests determines
the type of propagation.

The following syntax diagram shows the level number entry.
Format
level_number

»>—level_number—status_component

l—,empty_chain_color—l l—%INCLUDEmember‘—l

Parameters

empty _chain_color
Defines a color for the empty chain. You can use red, blue, turquoise, pink,
green, yellow, or white. If DDF does not associate a status descriptor with a
status component, the status component is displayed in this color on the DDF
status panel. This entry is optional and can also be coded in the
EMPTYCOLOR entry of the EZLINIT member. See [“Defining default colors for]
istatus components (EMPTYCOLOR)” on page 244| for more details.

level number
Defines a valid number 1 - 99. A tree starts with a root level of 1.

status_component
Defines the resource for which status information is displayed. AON uses the
resource name as defined in the control file. The status component entry for
the root matches the ENVIRON SETUP SYSNAME entry in the control file.

%INCLUDE member
Includes members that contain EZLTREE statements, where member is the
member name. Each included member must start with level 1 and must
contain an entire tree structure.

Usage
The level numbers define the order of dependence. For an example, see
In that figure, NCP is defined to be dependent on NETWORK.
Therefore, when a change occurs for an NCP, it is reflected on NCP, NETWORK,
SYSTEM, and CNMOL1.

You cannot use duplicate status components within the same tree. Not all status
components that are defined in the tree must have a corresponding panel entry or
a status descriptor associated with them. Each root name must be unique to avoid
addressing conflicts. DDF can address each status component defined in the tree as
follows:

root_component.status_component
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Examples

Two separate AON/SNA trees, CNM01 and CNMO02, representing two different
networks are defined [Figure 195 In this example, CNMO1 is the focal point and

CNMQO02 is the remote domain. In the EZLTREE member on CNMO01, define a tree
for both CNMO01 and CNMO02.

EZLTREE

Order of Dependency

1 CNMO1
2 SYSTEM
3 GATEWAY
3 GROUPS
4 CALIF
5 LA
5 SANFRAN
5 SANDIEGO
4 NEWYORK
4 ATLANTA
3 OPID
4 OPER1
3 NETWORK
4 RESOURCE
4 SNA
5 SA

[0}

NCP
LINE
LINKSTA
CDRM
CDRSC
PU

LU
SESSION
APPL
ERR

OOy Oy O O O Oy O OO

o
b
g
Z

6 CP
6 EN
5 X25
6 X25MCH
6 X25PU

Figure 195. DDF Tree Structure

EZLTREE

Order of Dependency

1 CNMO02
2 SYSTEM
3 GATEWAY
3 GROUPS
4 CALIF
5 LA
5 SANFRAN
5 SANDIEGO
4 NEWYORK
4 ATLANTA
3 OPID
4 OPER1
3 NETWORK
4 RESOURCE
4 SNA
5 SA

(o))

NCP
LINE
LINKSTA
CDRM
CDRSC
PU
LU
SESSION
APPL
ERR
5 APPN

6 CP

6 EN
5 X25

6 X25MCH

6 X25PU

Oy Oy O Oy O O O O

Both trees start with level number 1 and each has a unique root name. They can

have similar status component names, such as LINE, PU, and NCP. The

corresponding entry for the root component in the control file on system CNMO01

1S:

ENVIRON SETUP,
NETVIEW=NET,
SYSNAME=CNMO1,
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Do not define the root component name CNMO02 on the ENVIRON SETUP
SYSNAME keyword in the control file for CNMO1. Instead, define it in a similar
way in the ENVIRON SETUP SYSNAME keyword in the control file for CNMO02.
Assuming that AON notification forwarding is established between CNM02 and
CNMO1, DDF adds a CNMO02 prefix to all status components when status
information is forwarded to CNMO1. For example, it adds CNM02.PUO1 for PUOL.
The EZLTREE member in the CNMO02 system contains only the tree for CNMO02.
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Defining initialization statements (EZLINIT)

The EZLINIT member in the DSIPARM data set defines the DDF initialization
parameters. Use the defaults supplied in the EZLINIT member in DSIPARM.
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Defining the screen size (SCREENSZ)

Purpose
The SCREEN SIZE parameter defines the screen buffer size. This entry is optional.
If you do not specify this parameter, AON uses a program default value of 3000.

The following syntax diagram shows the screen size parameter.

Format
SCREENSZ

y
Y
v
A

|—SCREENSZ=3000—

lSCREENSZ=number'—

Parameters

number
Values can be in the range of 3000-9999.

Usage
For a larger screen buffer size, increase the number parameter.

Examples
SCREENSZ = 4000
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Linking the chain detail records (CHAIN)

Purpose
The CHAIN parameter defines whether the detail status is linked in descending
order (last to most recent) or in ascending order (most recent to last).

The following syntax diagram shows the chain parameter.

Format
CHAIN

y
Y
A

CHAIN=A
[ il
|-CHAIN=DJ

Parameters
A Link detail records within the same priority in ascending order.

D Link detail records within the same priority in descending order.

Examples
CHAIN = A
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Defining the initial screen (INITSCRN)

Purpose
The INITSCRN parameter defines the initial panel that is displayed by DDEF.

Format
INITSCRN

»»>—INITSCRN=panel ><

Parameters
panel
A valid alphanumeric name with maximum length of eight characters.

Usage
If you change the initial panel as defined in the EZLPNLS member of the
DSIPARM data set, also change the name in the INITSCRN entry.

Examples
INITSCRN = EZLPNLST
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Defining the number of operators (MAXOPS)

Purpose

The MAXOPS parameter defines the maximum number of logged on operators
that can use DDF. This entry is optional. If you do not specify this parameter, the
default is 30.

Format
MAXOPS

A
Y

|—MAXOPS=30—

[MAXOPS=number—

Parameters
number
Values range from 1 to 99.

Usage

If the number of operators attempting to use DDF is more than the number
defined in the MAXOPS parameter, AON denies the additional operators access to
DDE The dynamic update facility keeps an internal count of the operators that are
logged on.

Examples
MAXOPS = 35
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Propagating status upward (PROPUP)

Purpose

The PROPAGATE UP parameter defines whether status word text is sent up the
status tree as a system default. This entry is optional. If you do not specify this
parameter, the default is YES.

Format
PROPUP

A
Y

PROPUP=YES
[ ]

I-PROPUP=N0J

Usage

Specify a value of YES. This parameter can be overridden with individual
DDFADD requests. See [“Adding status descriptors (DDFADD)” on page 289| for
more information.
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Propagating status downward (PROPDOWN)

Purpose

The PROPAGATE DOWN parameter defines whether status information is sent
down the status tree as a system default. If you do not specify a value, the default
is NO. This entry is optional.

Format
PROPDOWN

A
Y

PROPDOWN=NO
[ ]

|-PROPDOWN=YESJ

Usage

Specify a value of NO. This parameter can be overridden with individual
DDFADD requests. See [“Adding status descriptors (DDFADD)” on page 289| for
more information. This entry is optional. If not coded, the default is NO.
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Defining the temporary error limit (TEMPERR)

Purpose

The TEMPERR parameter defines the maximum number of temporary input and
output errors you can receive when trying to display a DDF panel. This entry is
optional. If you do not specify a value, the default is 3.

Format
TEMPERR

A
Y

TEMPERR=3
|_

—

TEMPERR=numbe r—

Parameters

number
Values range from 3 to 99.

Usage
Use the value 5, which is provided in EZLINIT member in the DSIPARM data set.

Examples
TEMPERR = 5
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Defining the default function key definitions (PFKnn)

Purpose
The PFKnn parameter defines the default function key settings. You cannot change
F3.

Format
PFK

»»>—PFKnn=command var > <

Parameters

nn Values range from 1 to 24.

command
The command is issued when the function key is pressed.

var
A variable or any text data passed with this command. Use the following
variables as part of the command:

&CO or &COLOR
Identifies to the color of the detail entry.

&COMP
Identifies the component.

&COMPAPPL
Identifies the generic component within parentheses (for example,
PUO1(PU)). The generic component is shown only if the component
was added using one.

&DA or &DATA
Identifies the actual message text.

&DATE
Identifies the date that the detail entry was added.

&HI or &HIGHLITE
Identifies the highlight level of the detail entry.

&IN or &INFO
Identifies the detail entry word text that is displayed on the status
screen.

&PR or &PRIORITY
Identifies the priority of the detail entry.

&ROOT
Identifies the root or system.

&RV or &REFVALUE
Identifies the reference value of the detail entry.

&SENDERID
Identifies the reporter who submitted the detail entry.

&SNODE or &SENDERNODE
Identifies the node of the reporter who submitted the detail entry.

&SYSDATE
Identifies the system date.
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&SYSTIME
Identifies the system time.

&TIME
Identifies the time that the detail entry was added.

Usage
You can redefine all of the function keys except F3.

Examples
In this example, the DIS PUO1 command is issued when F4 is pressed while the

cursor is placed on the PUO1 entry on the status screen:
PF4=DIS &INFO
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Defining the detail function key for the detail display
(DPFKnn)

Purpose
The DPFKnn parameter defines the function keys that are unique to the detail
panel.

Note: The function keys defined are active only when the detail panel is displayed
and, therefore, override the default settings defined with the PFKnn
statement.

Format
DPFK

»»>—DPFKnn=command var »><

Parameters
command

The command issued when the defined function key is pressed.

nn Values range from 1 to 24.

var
The variables passed along with the command when the defined function key
is pressed.

The following variables can be used as the command:

&CO or &COLOR
Identifies the color of the detail entry.

&COMP
Identifies the component.

&COMPAPPL
Identifies the generic component within parentheses (for example,
PUO1(PU)). The generic component is shown only if the component was
added by using the value of 1.

&DA or &DATA
Identifies actual message text.

&DATE
Identifies the date the detail entry was added.

&HI or &HIGHLITE
Identifies the highlight level of the detail entry.

&IN or &INFO
Identifies the detail entry word text that is displayed on the status panel.

&PR or &PRIORITY
Identifies the priority of the detail entry.

&ROOT
Identifies the root or system.

&RV or &REFVALUE
Identifies the reference value of the detail entry.

&SENDERID
Identifies the reporter who submitted the detail entry.
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&SNODE or &SENDERNODE
Identifies the node of the reporter who submitted the detail entry.

&SYSDATE
Identifies the system date.

&SYSTIME
Identifies the system time.

&TIME
Identifies the time the detail entry was added.

Usage

You can tailor all of the functions except F3.
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Describing function keys on the detail panel, part 1
(DPFKDESC1)

Purpose

The DPFKDESC1 parameter defines the first part of the function key description
that is displayed at the bottom of the detail panel. This text is concatenated with
the text defined with the DPFKDESC2 statement.

Format
DPFKDESC1

»>—DPFKDESC1=text

A\
A

Parameters
text

Up to 40 characters of data.

Examples
DPFKDESC1="'PF1=HELP PF2=END PF3=RETURN'
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Describing function-key text on the detail panel, part 2
(DPFKDESC2)

Purpose
The DPFKDESC2 parameter defines the second part of the PF key description that

is displayed at the bottom of the detail display. This text is concatenated with the
text defined with the DPFKDESC1 statement.

Format
DPFKDESC2

»>—DPFKDESC2=text

v
A

Parameters
text

Up to 40 characters of data.

Examples
DPFKDESC2="'PF6=ROLL PF7=UP PF8=DOWN'
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Defining default colors (DCOLOR)

Purpose

The DCOLOR parameter defines the appropriate color for a status descriptor that
is outside of the defined priority and color ranges. This entry is optional. If you do
not specify a value, the default is green.

Format
DCOLOR

y
Y
v
A

DCOLOR=GREEN
[ ]

L

[DCOLOR=color

Parameters
color
Blue, red, pink, green, turquoise, yellow, and white are valid colors.

Usage
Use the value WHITE, which is provided in the EZLINIT member in DSIPARM,
and which does not conflict with existing status and color definitions.

Examples
DCOLOR = WHITE
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Defining default colors for status components
(EMPTYCOLOR)

Purpose

The EMPTY COLOR parameter defines the color that is displayed for a status
component that has no status descriptor associated with it. This entry is optional.
If you do not specify a value, the default is green.

Format
EMPTYCOLOR

A
A

EMPTYCOLOR=GREEN
[ il

lEMPTYCOL0R=colorJ

Parameters
color
Blue, red, pink, green, turquoise, yellow, and white are valid colors.

Usage

Use the color BLUE, which is provided in the SEZLSENU member of EZLINIT, it
does not conflict with existing status or color definitions. This parameter can be
overridden in the EZLTREE member.

Examples
EMPTYCOLOR = BLUE
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Defining priority and color ranges (PRITBLSZ)

Purpose

The PRITBLSZ parameter defines the number of priority and color ranges defined
by the PRIORITY entries. This entry is optional. If you do not specify a value, the
default is 7.

Format
PRITBLS

A
Y
A

PRITBLS=7
[ ]

|-PRITBLS=nnJ

Parameters
nn Valid number greater than 7

Usage
Use the number 12, which is provided with the EZLINIT member in DSIPARM.

Examples
PRITBLSZ = 12

Chapter 20. Defining Dynamic Display Facility (DDF) statements 245



Defining color and priority ranges (PRIORITY)

Purpose
The PRIORITY parameter defines the relationship between colors and priority
ranges. This entry is optional. If you do not specify values, the defaults are:

Color Priority
Red 001 - 099
Pink 100 - 199
Yellow 200 - 299
Blue 300 - 399
Turquoise 400 - 499
White 500 - 599
Green 600 - 699
Format

PRIORITY

-
>p

|—PRIORITY=nnn ,mmm,color'—|

Parameters

color
Red, green, yellow, turquoise, pink, blue, and white are valid colors.

mmm
Valid number 001 - 999 and equal to or greater than the value specified in nnn.

nnn
Valid number 001 - 999.

Usage
Use the values provided with the EZLINIT member in DSIPARM.

Examples

PRIORITY=100,199,RED
PRIORITY=200,299,PINK
PRIORITY=300,399,YELLOW
PRIORITY=400,499, TURQUOISE
PRIORITY=500,599,GREEN
PRIORITY=600,699,BLUE
DCOLOR=WHITE
EMPTYCOLOR=BLUE
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Defining the panel statements (EZLPNLS)

The EZLPNLS member in the CNMPNL1 data set defines the DDF status panels.
The structure of each panel definition is as follows:

Beginning panel definition (PANEL)

Status component definition (STATUSFIELD and STATUSTEXT)

Text fields and data definition (TEXTTEXT and TEXTFIELD)

Function key definition unique to this panel (PFK#nn)

End panel definition (ENDPANEL)

Il
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Defining new panels (PANEL)

Purpose

The panel entry identifies the start of a new panel and its general attributes.
Format

PANEL

»»—PANEL— (—name—, length—,width >

l—,top_panel—| l—,up_panel—I

v
A

l—,down_panel—| l—,left_panel—l I—,right_panel)—l

Parameters

down_panel
Defines the panel that displays when the DOWN command is issued or the
appropriate function key is pressed.

left_panel
Defines the panel that displays when left panel function key is pressed or
LEFT command is issued.

length
Defines the number of lines or rows on the screen. You must specify a numeric
value.

name
Identifies a user-defined panel name up to 8 characters in length.

right_panel
Defines the panel that displays when the right panel function key is pressed or
the RIGHT command is issued.

top_panel
Defines the panel that displays when the TOP command is issued or the
appropriate function key is pressed.

up_panel
Defines the panel that displays when the UP command is issued or the

appropriate function key is pressed.

width
Defines the number of columns on the screen. You must specify a numeric
value.

Usage

The default initial panel name supplied with AON is called EZLPNLST. If you
change this name, also change the definition in the EZLINIT member for the
INITSCRN entry to reflect this. If you have more data than can be displayed on a
single screen, you can define continuation panels with the left_panel_name,
right_panel_name, and down_panel_name parameters.

The parameters are positional.

Examples
This example defines EZLPNSNA as the panel name:

PANEL (EZLPNSNA,24,80,EZLPNL1,EZLPNLI, , ,)
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The length of the panel is 24 and the width is 80. The panel named EZLPNL1 is
displayed when the TOP command is used and the panel named EZLPNL1 is

displayed when the UP command is used. No entries are defined for the DOWN,
LEFT, or RIGHT commands.
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Locating the status component (STATUSFIELD)

Purpose

The STATUSFIELD entry defines the location of the status component on a panel
and the panels that display when the UP and DOWN commands are used. A
STATUSFIELD entry is always accompanied by a STATUSTEXT entry.

Format
STATUSFIELD

,start_line >

»»>—STATUSFIELD—(—root_cmpt. C ]
status_cmpt

Yy

,end_position >

I—,start_position—l I—,highlight—l l—,up_panel—|

)

v
A

I—, down_pane Z—| I—, s tatus_descriptor_number—l

Parameters

down_panel
Defines the panel that is to be displayed if the Down function key is pressed.

end _position
Defines the column number in which the definition of the component ends.
This is governed by the length of the text that is defined in the STATUSTEXT
definition. For example, if you define LINE, the length of the STATUSTEXT is
four and the end position is the start position plus three. See |'Defining the text]
larea (STATUSTEXT)” on page 253 for more information. You must have at least
2 bytes between the end position of one field and the beginning position of the
next field for attribute bytes.

highlight
Defines the type of highlighting. You can use normal, flash, reverse, or
underscore. Define highlighting as normal, although it can be overridden with
individual DDFADD requests.

root_cmpt
Defines the root name as defined in the root node of the tree structure. You
must specify the root (as opposed to the status component alone), because
different systems can have status components with the same name defined in
their respective tree structures. For example, the status component LINE is
often used. Because the root and status component must always be unique,
each status component in a tree structure can be uniquely identified by adding
the root component entry as a prefix.

start_line
Defines the line number where the status component is displayed. The entry is
numeric and within the range specified in the length parameter in the panel
definition statement.

Start_position
Defines the actual column number on the start line. The start line is specified
above where the component is to be placed. There must be a minimum of 2
spaces between the ending position of one field and the beginning position of
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the next field to allow for attribute type. For example, if the end position of the
status field is in column 10, the start position of the next STATUSFIELD must
be in column 13.

Note: You cannot start the component in position one because it always needs
one leading byte.

status_cmpt
Defines the status component name as defined in the EZLTREE member. The
maximum length is 8 characters.

Status_descriptor_number
Defines the number of the status descriptor. Use a numeric value in the range
of 1-999. Status descriptors are chained with the status component in
ascending order of priority. A panel can be designed with the same
status-component name defined in every STATUSFIELD entry. The status
descriptor number specifies the status descriptor displayed in each field. For
example, if you specified two STATUSFIELD entries for the same status
component with status descriptor numbers 1 and 2, the status descriptor with
the higher priority is displayed in the status field with status descriptor
number 1. The next higher priority status descriptor is displayed in the status
field with status descriptor number 2.

You can add a letter that denotes the type of information to be displayed as a
prefix for the status descriptor. If you do not add a prefix, you can provide text
with individual DDFADD requests using the INFO keyword. See
status descriptors (DDFADD)” on page 289| for more information. Valid
description prefixes are:

Displays the name of the component

Displays the date the record was added

Displays the message text

Displays the priority of the record

Displays the name of the root

Displays the ID of the requester

Displays the time the record was added

Displays the number of duplicate records

Displays the reference value of the requester

Displays the domain of the requester

X<CcHORIRZYO

up_panel
Defines the panel that is to be displayed if the Up function key is pressed.

Usage

When designing a panel for any status component, make the end position greater
than or equal to the start position; otherwise, unpredictable results can occur
during DDF initialization.

The component start position is column 02.

Parameters are positional.

Examples
In this example, the LINES on CNMO01 status component start on line 04 in column
10, end in column 14, have normal highlighting:

STATUSFIELD(CNMO1.LINES,04,10,14,NORMAL, ,)

No entries are defined for the UP or DOWN commands.
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Examples
In this example, the status component starts on line 02 in column 04, ends in
column 11, and has normal highlighting:

SF(CNMO1.SYSTEM,02,04,11,N, ,EZLPNSNA)

No entries are defined for the UP panel and the EZLPNSNA entry is defined for
the DOWN command.

Examples

In this example, three STATUSFIELD entries are defined for the same CNMO01.PU
status component:

SF(CNMO1.PU,02,04,11,NORMAL, , ,01)

SF(CNMO1.PU,03,04,11,NORMAL, , ,02)
SF(CNMO1.PU,04,04,11,NORMAL, , ,03)

The highest priority status descriptor is displayed in the first entry, the next in the
second, and so on.

Examples

In this example, three STATUSFIELD entries are defined for the same
CNMO1.RESOURCE status component:
SF(CNMO1.RESOURCE,04,02,05,NORMAL, , ,PO1)

SF(CNMO1.RESOURCE,04,08,15,NORMAL, , ,C01)
SF(CNMO1.RESOURCE,04,18,79,NORMAL, , ,M01)

The first status descriptor is displayed, with its priority in column 02, its
component name in column 08, and its message text starting in column 18.
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Defining the text area (STATUSTEXT)

Purpose
The STATUSTEXT entry defines the text data displayed in the STATUSFIELD entry.
The value of this entry is normally the name of the status.

Format
STATUSTEXT

»»>—STATUSTEXT (text) ><

Parameters

text
Defines the data displayed for the status component defined in STATUSFIELD
entry. The maximum length is 76 alphanumeric characters. Use the name
specified for the status component, such as CNMOL.LINE. The length of text
determines the end position that is coded in the STATUSFIELD entry.

Usage
Each STATUSFIELD entry must have a STATUSTEXT entry associated with it.

The STATUSTEXT text can be overridden by individual DDFADD requests using
the INFO keyword. See [‘Adding status descriptors (DDFADD)” on page 289| for
more information.

Examples

In this example, the resource type LINE, on CNMO1 displays as LINE on the status
display panel:

STATUSFIELD(CNMO1.LINES,04,10,13,NORMAL, ,)

STATUSTEXT (LINE)

Note: The end position in the STATUSFIELD reflects the length of resource line
names.

Examples
In this example, the text is not specified for the STATUSTEXT entry for LINE:

STATUSFIELD(CNMO1.LINE,10,15,25,NORMAL, , )
STATUSTEXT( )

You can use 12 characters for any text by the associated STATUSFIELD entry.
Provide this text with individual DDFADD requests by using the INFO keyword.
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Defining text location (TEXTFIELD)

Purpose
This entry defines the location and attributes of fields that remain constant such as
panel headings, field names, and function key designations.

Format
TEXTFIELD

»»>—TEXTFIELD—(—start_line—,start_position—,end_position |_ _|
,color

A\
A

l—,highl ight)—|

Parameters

start line
Defines the line number on which the text field is displayed. The entry is
numeric and within the range specified in the length parameter in the panel
definition statement.

Start position
Defines the column number on which the text field is placed.

end _position
Defines the column number in which the data specified in entry TEXTTEXT
ends. See[“Defining displayed text (TEXTTEXT)” on page 255| for more details.

color
Defines the color of the text. You can use blue, red, green, yellow, pink,
turquoise, or white for the color to be displayed in the TEXTTEXT entry text.

highlight
Defines the type of highlighting. You can use normal, flash, reverse, or
underscore to determine the TEXTTEXT entry text display.

Usage

When designing a panel, for any TEXTFIELD, make the end position of the
TEXTFIELD greater than, or equal to, the start position. Otherwise, unpredictable
results can occur during DDF initialization.

The parameters are positional.

Examples
In this example, the TEXTFIELD is defined as being on line 1, starting in column
25, ending in column 57, white in color, and with normal highlighting:

TEXTFIELD(01,25,57 ,WHITE,NORMAL)
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Defining displayed text (TEXTTEXT)

Purpose
The TEXTTEXT entry defines the data displayed in the corresponding TEXTFIELD
entry.

Format
TEXTTEXT

»»—TEXTTEXT (text) ><

Parameters

text
Defines the data displayed for the TEXTFIELD entry. The length of the data
determines the end position that is coded in the TEXTFIELD entry. Maximum
length is 72 alphanumeric characters.

Usage
Each TEXTFIELD entry must have a TEXTTEXT entry associated with it.

Examples
In this example, the text DATA CENTER NETWORKS displays on the status
display panel in white:

TEXTFIELD(01,25,57 ,WHITE,NORMAL)
TEXTTEXT (DATA CENTER NETWORKS)

Examples

In this example, all the function key settings will be displayed on line 24 of the
Status Display panel:

TF(24,01,48,TURQUOISE,NORMAL)

TEXTTEXT(PF1=HELP 2=DETAIL 3=END 6=ROLL 7=UP 8=DN)

TF(24,51,79,T,N)

TT(10=LF 11=RT 12=TOP)

Notice that two entries are coded for the same line number.
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Defining function keys on the status panel (PFKnn)

Purpose
The PFKnn entry defines all of the function keys that are unique to this panel.

Format
PFK

»>—PFKnn (command var) ><

Parameters
nn Values can range from 1 to 24.

command
The command is issued when the defined function key is pressed.

var
Variable can have the following values for this command:

&COMP
Identifies the component.

&COMPAPPL
Identifies the generic component within parentheses (for example,
PUO1(PU)). The generic component is shown only if the component was
added using one.

&ROOT
Identifies the root or system.

&SYSDATE
Identifies the system date.

&SYSTIME
Identifies the system time.

&IN or &INFO
Identifies the detail entry word text that is displayed on the status panel.

&DATE
Identifies the date that the detail entry was added.

&TIME
Identifies the time that the detail entry was added.

&SENDERID
Identifies the reporter who submitted the detail entry.

&SNODE or &SENDERNODE
Identifies the node of the reporter who submitted the detail entry.

&DA or &DATA
Identifies the actual message text.

&RV or &REFVALUE
Identifies the reference value of the detail entry.

&PR or &PRIORITY
Identifies the priority of the detail entry.

&CO or &COLOR
Identifies to the color of the detail entry.
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&HI or &HIGHLITE
Identifies the highlight level of the detail entry.

Usage
You can redefine all of the function keys except F3.

The definitions are active only when the status panel is displayed. The default
settings defined with the initialization PFKn#n statement are overridden.

F3 is always RETURN.

Examples
In this example, the DIS PUO1 command is issued when F4 is pressed with the
cursor placed on the PUO1 entry:

PFK4(DIS &INFO)
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Defining the end of a panel (ENDPANEL)

Purpose
The ENDPANEL entry identifies the end of a panel.

Format
ENDPANEL

»>—ENDPANEL
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Including additional members %INCLUDE

Purpose
The %INCLUDE entry includes additional members that contain panel definitions

statements.

Format
%INCLUDE

»»>—%INCLUDE—member «

Parameters

member
Use this keyword to specify the name of a member that defines a panel using
the panel statements described in this section. The member must reside on a
data set referenced by DSIPARM.
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Chapter 21. Implementing Dynamic Display Facility (DDF)

This chapter describes the implementation of Dynamic Display Facility (DDF) and
shows samples. You can use these samples to customize the DDF displays for your
environment. These samples:

* Display network status on multiple panels

* Display network status on a single-panel

* Define a MessageView display

* Implement DDF in a focal point environment

¢ Use operator MARK panels

 Store a DDF update under multiple components

* Group resources in DDF

Each sample in this chapter shows how DDF panels are displayed when the
sample is implemented, how DDF processes resource status, how you define the
sample, and how to use it.

Displaying Network Status on multiple panels

When AON is shipped, a multiple panel display is sent as the default. This is the
most useful display implementation. [Figure 196 on page 262| shows a multiple
panel display with numbered panels. The panels are described in the following
section.
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/EZLPNLST

DATA CENTER NETWORKS
CNMO1 MESSAGEVIEW  GROUPS OPERATORS  GATEWAY
SNA
( FKVPNSNA N
CNM01 NETWORK STATUS
TCP/IF
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CDRMS END NODES X25 PU SVC INOP
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LINES
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Agg,_sf FKVPNLP PAGE 1 OF 1
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B 10F 3
] COMPONENT: PU0O1 SYSTEM : CNMO1
COLOR :RED PRIORITY: 550
DATE - 06/24/00 TIME :12:04:02
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N 'EZL5011 RECOVERY FOR PU PU001 ON CNMO01 HALTED - 4
ERRORS SINCE 06:30 ON 06/24/00 - CRITICAL ERROR
THRESHOLD EXCEEDED'

- /

Figure 196. Displaying Network Status on Multiple Panels

The Data Center Network panel is the first DDF panel. In |Figure 189 on
page 207, SNA and TCP/IP represent the SNA, and TCP/IP resources in

the domain CNMO1. To see the types of SNA resources defined to CNMO01,
move the cursor to SNA and press the down key, F8.

All the monitored SNA resource types within network CNMO01 are
displayed on the CNMO01 Network Status panel. To see the names of the
physical units that require operator attention defined in CNMO01, move the
cursor to PUS and press the down key, F8.

The next panel shows the names of the physical units that are experiencing
problems. DDF shows each monitored resource in the color of its status.
For example, PU001 is shown in red if the status is INACTIVE and
requires operator intervention for recovery. To see the detail record, move
the cursor to PU001 and press the detail key, F2.

The status details record for PU001 is shown on the Detail Status Display.
The physical unit, PU001, requires operator intervention because a critical
threshold has been reached and automation has stopped.
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Multiple programs can update DDF at the same time with resource status without
concern for the sequence or priorities posted by other programs. As AON
automation resolves the problems, the resources are removed from DDF.

Use the DDF MARK function to show that a problem is being addressed. To mark
a problem, display the Detail Status Display for the problem and press F2.

The operator ID is appended to the message at the bottom of the detail panel.
When other users view DDF, their panel shows that someone is working on that
particular problem. The MARK function eliminates the possibility of duplicated
effort. The MARK and UNMARK commands are explained in [“Using Operator]|
IMARK panels” on page 275.|

Understanding the Multiple Panel Display function

The AON member EZLTREE contains entries for specific VIAM resource types,
including NCP, LINES, and CDRMs when AON/SNA is installed. When a network
problem occurs, AON adds a problem descriptor to DDF with the appropriate
VTAM resource type. These problems propagate up the hierarchy that is defined in
the EZLTREE member. AON arranges the problems in EZLTREE in order of
severity. The highest level component reflects the most severe problem.

DDF displays network problems in a series of panels. AON provides a high-level
system panel, an intermediate resource type panel, and a unique panel for each
resource type. The high-level panel (EZLPNLST) shows the status of the problem
with the highest priority in the system. The intermediate panel (FKVPNSNA)
shows the color of the status of problem with the highest priority for unique
resource types. Finally, the unique resource type panels show all resource names
for a given resource type in order of the priority of the problem.

Defining Multiple Panel displays

The following SNA-specific example requires these CNMPNL1 and DSIPARM
members:
EZLTREE
Tree
EZLPNLST
Main DDF menu panel
FKVPNSNA
Resource Type menu panel
FKVPNLA
APPLs panel
FKVPNLN
NCP panel
FKVPNLC
CDRM panel
FKVPNLD
CDRSC panel
FKVPNLL
LINES panel
FKVPNLM
LINKS panel
FKVPNLP
PU panel
FKVPNLR
Resource (MISC--unrecognized resource type)

Chapter 21. Implementing Dynamic Display Facility (DDF) 263



FKVPNL21

All Resources menu panel
EZLPNLG

Gateway panel
EZLPNLO1

MESSAGEVIEW panel (First)
EZLPNLO02

MESSAGEVIEW panel (First Down)
EZLPNLOA

MESSAGEVIEW panel (Right)
EZLPNLOB

MESSAGEVIEW panel (Right Down)
FKVCFGDS

Control file DDF status statements
FKVPNAC

AON Control Point panel
FKVPNAE

APPN End Nodes panel
FKVPNA1

All APPN Resources panel
FKVPNLX1

X25 All Resources panel
FKVPNLX2

X25 Machines panel
FKVPNLX3

X25 Inop SVCs panel

The following sections describe how to customize the samples.

Updating the EZLTREE member

Update the EZLTREE tree root name CNMO01 to the name that is coded in your
ENVIRON SETUP SYSNAME parameter. Refer to the following:

/*  NETWORK : CNMO1
1 CNMO1
2 SYSTEM
3 GATEWAY
3 GROUPS
4 CALIF
5 LA
5 SANFRAN
5 SANDIEGO
4 NEWYORK
4 ATLANTA
3 OPID
4 OPERL
3 NETWORK
4 RESOURCE
4 SNA
5 SA

()}

NCP
LINE
LINKSTA
CDRM
CDRSC
PU

LU
SESSION
APPL

[e) o) o) o) o) e e o) o))

o
o =
O
O T
o =
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6 EN

5 X25
6 X25MCH
6 X25PU

Updating the EZLCFG01 member

To update the EZLCFG01 member:

1. In the ENVIRON SETUP definition in EZLCFGO01, customize the SYSNAME
value to reflect your domain ID. The SYSNAME can be any five-character name
used to identify this NETWORK domain. Refer to the [BM Tivoli NetView forl

[z/0S Administration Referencd for more information about tailoring the
ENVIRON SETUP statement.

2. Set the DDF parameter in the ENVIRON DDF statement to DDF=STATUS if
you want DDF to assign problem priority based on resource status. The DDF
panel display shipped with AON is assigned by status.

Updating the EZLPNLS member
To update the EZLPNLS member:

1. For AON/SNA, ensure %INCLUDE statements for the panels listed previously
are present and not commented out.

2. Edit each of the panel samples and change all occurrences of CNMO1 to the
SYSNAME defined in the ENVIRON SETUP SYSNAME definition in
EZLCFGO1.

Updating the EZLINIT member
Ensure that the INITSCRN parameter is set to EZLPNLST.

Displaying Network Status on a single panel

In addition to viewing network status on multiple panels, you can view network
status on a single panel.

[Figure 197 on page 266 shows a single-panel display. The panels are described in
the definition list that follows the figure.
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Figure 197. Displaying Network Status on a single panel

The Data Center Network panel is the main panel from which you can
display a number of unique networks. This is the first panel displayed
when you start DDE. The NetView domains that send notifications to this
DDF are CNM01, CNMO02, and CNMO03. For this example, suppose that
CNMO1 is highlighted in red, indicating an error status. The operator
moves the cursor to CNMO1 and presses F8 to move down in the hierarchy
and display the CNMO01 Network Status panel.

All resources requiring operator attention are color-coded by status. All
resources in the network are displayed on this panel. You can customize
the keys on this panel in EZLINIT [“Defining initialization statements|
(EZLINIT)” on page 229

The resource name that is displayed in the upper left corner has the
highest priority of current problems. In this example, PUO1 has the
problem with the highest priority. PUO1 is in red because the status is
INACTIVE and requires operator intervention for recovery. The operator
uses the Tab key to move the cursor to PUO1 and presses F2 to display the
Detail Status Display.

The Detail Status Display describes a problem for status descriptor PUO1.
PUO1 requires operator intervention because a critical threshold was
reached and automation stopped. To see only SNA resource failures
(EZLPNL1), move the cursor to SNA and press F8.
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The Detail Status display has function keys for the DDF commands,
MARK (F2) and UNMARK (F10). With MARK, an operator can assign a
status error to his ID from the Detail Status display. The MARK and
UNMARK commands are explained in [‘Using Operator MARK panels” on|

Understanding how single panel displays work

The AON member EZLTREE contains entries for specific VTAM resource types,
including NCP, LINES, and CDRMS. In EZLTREE, all these VTAM resource types
are defined one level lower than the AON component NETWORK. When a
problem occurs in the network, AON adds a problem descriptor to DDF, using the
appropriate VTAM resource type. When a problem is added using the resource
type, it propagates up the tree so that the component NETWORK contains all
network-related problems.

AON provides a single panel that shows, in priority order, all the resource names
in the network that have problems. The panel uses the component name
NETWORK to display all the network-related problems.

The priority of the problem is determined by what is coded on the ENVIRON DDF
statement. If DDF=STATUS is coded, the VTAM status determines the priority of
the problem. Resources that are inactive have the highest priority and are red.
Resources with pending status have a lower priority and are pink or tu